@ Azure AD Premium

A central identity store used by all EMS
applications. Three levels include Basic,

. Premium P1, and Premium P2.
An on-prem product that organizations

can use to manage Windows PCs, Mac 0S
PCs, and servers. It allows organizations

to customize application management, OS @ Azure Information Protection
deployments, and even device compliance.

® T10) ) A component of EMS that
® ® ® organizations can use to encrypt
documents and to enforce policies on
how those documents can be used.
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A cloud-based solution used to ® Provides visibility into cloud

identify, detect, and investigate ® apps and services, as well as

threats and malicious activities. ® [ ® ® analytics for identifying and
oo O mitigating security threats.

Microsoft Identity Manager (@) @ Advanced Threat Analytics

Combines Microsoft’s identity and Used by organizations to detect suspicious
access management solutions together. activities and malicious attacks.

Learn more by enrolling in Microsoft 365 Fundamentals on Udemy.com


https://www.udemy.com/course/ms-900-exam-prep-microsoft-365-fundamentals/?referralCode=AD9662BD92EC602C345F
https://www.udemy.com/course/ms-900-exam-prep-microsoft-365-fundamentals/?referralCode=AD9662BD92EC602C345F

