
 
 

 

KEY BENEFITS 
● Ensure Tenable.io is properly 

configured with​ Tenable’s 
experienced consultants 
 

● Speed up time-to-value​ in using 
Tenable’s Vulnerability Management 
capabilities 
 

● Thoroughly grasp industry-leading 
concepts​ with collaboration tools, 
hands-on experience and knowledge 
transfer 
 

● Gain awareness​ into the operation 
and state of IT assets 

 

KEY DELIVERABLES 
● Aligns an organization’s configuration 

of Tenable.io​™​ and Nessus​®​ sensors 
with its business requirements 

 
● Configures the Tenable.io solution 

according to Tenable specifications  
 
● Transfers knowledge  for the 

deployment and scanning 
 
● Validates an organization’s Tenable.io 

scanning and other operational 
capabilities 

 

QUICK START ONBOARD FOR TENABLE.IO 

A Quick Start from Tenable​®​ Professional Services and our certified partners helps 
an organization quickly implement its instance of Tenable.io while immediately 
improving its risk-based vulnerability management program.  
 
DELIVERING VALUE 

Tenable.io​™​ provides the visibility and context needed to help an organization identify 
assets and vulnerabilities on the network. This one day Quick Start Onboard service is 
designed to quickly configure Tenable.io to run efficiently, define the scope of scans 
and identify vulnerabilities. Additionally, this service can cut the time it takes to meet 
current vulnerability reporting needs and build a strong and stable foundation that 
can be expanded as an organization grows. 
 
 
HOW WE WILL WORK WITH YOU 

Tenable Professional Services, or one of our qualified partners, will work with one 
or more technical contacts at an organization. This contact should have system 
administration responsibilities and appropriate system information access 
privileges. 
 
The Quick Start Onboard is delivered remotely as a single-day engagement. Our 
consultants will provide the necessary information in advance on how to prepare 
for the Quick Start. 
  
Upon conclusion of the engagement, an organization will receive key 
documentation to help maintain the deployed instance of Tenable.io. This 
documentation will also contain information on vulnerability management. 
 
 
COUNT ON TENABLE PROFESSIONAL SERVICES  
AND OUR CERTIFIED PARTNERS 

The Tenable Professional Services team and our global network of certified 
partners go beyond basic installation services to work with organizations of all 
sizes for success before, during and after deployment. Tenable’s security experts 
are trusted to provide advice on product optimization and industry best practices. 
Their experience is gained from years of hands-on experience with thousands of 
customers worldwide. Leveraging Tenable Professional Services with any 
organization’s deployment elevates its security practice and delivers data for 
effective vulnerability management decisions. 
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STEPS OF A TENABLE.IO QUICK START ONBOARD SERVICE 

ACTIVITY  ACTIVITY DETAIL 

Planning the 
Implementation 

● Align on business objectives with stakeholders to produce a Deployment Worksheet 
● Determine scope of implementation, including: 

○ Network specifics like topology, firewalls, etc. 
○ Sensor needs 

● Create a list of prerequisites for on-site engagement such as dates, addresses, personnel, schedule, 
etc. 

Deploy Your Solution 

Use the Deployment Worksheet information to: 
● Configure Tenable.io 
● Implement best practices 
● Validate operational capabilities 

Collaboratively 
Perform Key Tasks 

and Share Best 
Practices 

Provide hands-on training, knowledge transfer and best-practice sharing as we work with you to complete 
the following key tasks for up to 2,500 assets: 

● Install and configure up to four (4) Nessus sensors 
● Configure one (1) of each of the following: 

○ Network 
○ Discovery Scan 
○ Dashboard view using custom widgets or templates 
○ Access group 

● Create up to two (2) of each of the following: 
○ Tags 
○ Users 
○ Credentialed scans for Windows and/or Linux hosts 
○ Saved searches 

● Assign custom groups to target groups/access groups 

Produce 
Documentation 

Tenable will develop and provide documentation to help you maintain your deployment. 

 
 
 
 
For More Information​: Please visit ​tenable.com  
Contact Us:​ Please email us at ​sales@tenable.com​ or visit ​tenable.com/contact 
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