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BctynutenbHoe c/s10BO

Jlyumuii coco6 HayIHThCA YeMy-THO0 — IIPOCTO HadaTh 3TUM
3aHUMartbcs. MIMenHo tak Mbl — Mariki ITpunc u [Ixxobept A6Ma
— Hay4MIIMCh XaKHHTY.

Me1 6511 MonmomsIMu. Kak 1 Bce xakephl 1o Hac, U Bce, KTo 6y/er
TIocjie Hac, Hac BeJI0 HEKOHTPOIHPYEMOE, JKI'ydee sKeJlaHUe TIOHU-
MarTh, KaK paboTalT Belld. B OCHOBHOM MBI UIPATH B KOMIIBIO-
TepHBbIE UTPHL, a K 12 TofiaM peIlMiIi Hay4UThCs CO3[aBaTh COQPT
CaMOCTOSTENbHO. MBI Hay4yminch ImporpaMmupoBarh Ha Visual
Basic u PHP 1o 61611oTeuHbIM KHUTAM U Ha IIPAaKTHKe.

113 Hamrero NoHUMaHMs pa3paboTKH IPOTPAMMHOT0 06ecIIeueH s
MBI OBICTPO OGHAPYIKHUIIH, YTO STH HABBIKH ITO3BOJIIOT HAM HAXO0-
OUTH OINOKU APYTUX pa3pab0TUNKOB. MBI IIEPeIIN OT CO3MaHHs
K paspyIlIeHHIO U C TeX ITOp XaKUHT CTal Halllel cTpacTio. UTo6s!
OTIIPa3AHOBAThH HAIIl BBIITYCK U3 CTapIIEN LIKOJIbI, MBI 3aXBATUIIN
adup TenekaHala, ITyCTUB B HETO IIO3JPaBUTEIbHBIN POJIUK I
HAIIIeTO BBIITyCKHOTO Kiacca. XOTd B TO BpeMs 3TO OBIIIO Becello,
MBI OBICTPO IOHSIH, YTO IIOCIEACTBUS HEeM30eXHBI U 3TO He TOT
BUJI XaKepOB, KOTOPBIE Hy>KHBI MUDY. TelleKaHall U IIKoJIa He ObLIn
B BOCTOPTE U MbI IIPOBEJIX BCE JIETO 32 MBITheM OKOH, KOTOPOE CTa-
JT0 HallTUM HaKa3aHueM. B komemxe MbI 00paTUIN HAIIM HaBBIKU
B ’KU3HECIIOCOOHBII KOHCAJITHHIOBBII OM3HeC, KOTOPHIH, Ha CBOEM
IIMKe, UMeJ KIHEHTOB B IIyOIIMYHOM M YacTHOM CEKTOpax IO
BceMy Mupy. Harmr xakunroserit onsIT mpusen Hac k HackerOne,
KOMITAHUH, KOTOPYI0 MBI BMECTe OCHOBanM B 2012. Mbl xoTenu
IIO3BOJTHTH KaK011 KOMIIAHHH BO BCEIIEHHOH yCIIEIHO paboTaTh
¢ XaKepaMHU U 9TO mpopoirkaeT ObiTh Muccueii HackerOne u mo
cel meHb.

Eciu BRI uMTaeTe 3TO, 3HAYUT B BAC €CTh TO K€ JIIOOOIBITCTBO,
He0OXOINMOe [IIsl TOTO, YTOOBI OBITH XaKEPOM U HCKaTelleM Oaros.
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Ms1 BepuM, YTO 3Ta KHUTA OYHET MMOTPSCAOIIUM PYKOBOACTBOM
Ha HpOTH)KeHI/H/I BCETr0 BallIE€TO HyTI/I. OHa ITOJIHA ITOJITHOL€EHHBIX
TIPUMEPOB OTYETOB 00 YSI3BUMOCTAX W3 PEATLHOTO MHUpa, 3TH
OTYEeTHI IPUHECITH UX ABTOPAM peajibHble JeHBIU. Tak jke B 9TOi
KHWUTE BbI HalJIeTe TIONe3HbIN aHamu3 1 0630p ot [Tutepa SIBopckw,
aBTOpa 1 xakepa. OH BaIll TOMOIIHUK HA ITyTH O0YUEHUs, U 3TO
6GeCLIeHHO.

Eirte omHa mpuunHa, 0 KOTOPOH 9Ta KHUTA TaK BXKHA, 3aKIT0Ya-
eTcst B TOM, YTO OHA (OKYCHPYeTCs Ha TOM, KaK CTATh STHUHBIM
xakepoM. OCBOEHME HCKYCCTBAa XaKHHTa MOXXET ObITh Upe3BbI-
YarfHO MOIIHBIM HABBIKOM, KOTOPBIi, MBI HameeMcs, OymeT wuc-
101b30BaH BO 6i1aro. CaMble yCITeIIHbIe XaKephbl YMEIOT BO BpeMs
XaKuHTa 0anaHCUPOBATh Ha TOHKOHM THMHUH MEXIY IPAaBUIbHBIM
Y HelpaBUJIbHBIM. MHOTHE JIOAU MOTYT JIOMaTh BEIIH, U JaxKe
IIBITAIOTCS M3BIIEYb M3 3TOTO OBICTPY0 Bhiroay. Ho TobKoO mpen-
CTaBbTe, BBl MOXKeTe crenath VHTepHeT Ge3omacHee, paboTaTh €
ITOTPSICAIOIIIME KOMITAaHUSIMH CO BCETO MHUpA U JaXe IONydyaTh
3a BCE 3TO HeHbI'H. Balll TalaHT MOTEHIIHATEHO MOKET COXPAHUTH
MUJTHAP/BI JIIOei ¥ UX JaHHbIe B 6e30macHOCTH. MBI HageeMcs,
YTO BbI BIOXHOBJIIETECh UMEHHO STHM.

Ms&1 6eckoHeuHO 6aromapHs! IIuTy 3a BpeMs, KOTopoe OH IOTpa-
THJ Ha TO, YTOOBI 3aJOKyMEHTHPOBATh BCE OIIMCAHHOE C TaKOMH
TIIaTeIbHOCTHI0. HaM xoTenochk 651 MeTh MOMOOHBIN UCTOUHUK
3HaHUU B T€ JHU, KOTHa MBI TOIbKO HAUWHANIM CBOM IyTh. KHUTY
[Tuta mpuaTHO YUTaTh GrIarogaps MHGOPMAIUHU, KOTOPask IIOMO-
KET YCIIeIIHO HAa4yaTh IIyTh XaKepa.

[IpuaTHOrO YTEHUS U YCIEIIHOI0 XaKUHra!
U He 3a0pIBaiiTe MPUMEHATD CBOI HABBIK C OTBETCTBEHHOCTBHIO.

Maiikn [pusnc u [Ixob6epr A6ma, ocaoBatenu HackerOne



BBeaeHue

Crmacu60 3a TIOKYTIKy 3TON KHUTH, 5 HaJelCh, Bbl HCIIBITAETE
TaKoe K€ YJOBONIbCTBHE OT YTEHM:, KaKOe HCIBITBIBANI f IIpU
IIPOBENEHNUY MCCIENOBAHUN U €€ HAITMCAHUU.

“OcHoBBI BeG-xakuHra” — MOsI ITepBasi KHITa, U OHA IIpeHa3Haye-
Ha IIOMOYb BaM CTYIIUTh Ha IIyTh XaKepa. Sl Hauam mucaTth eé Kaxk
CaMM3aTOBCKOe OOBsicHEHHMe 30 YSI3BUMOCTE, TOOOUHBIN TIPO-
OYKT Moero coO6cTBeHHOro o6yuyeHus. OHa 6BICTPO IIpeBpaTUIACH
B HEUYTO 3HAUNTENIPHO OOJbIIIee.

s1 HaeroCh, YTO TA KHUTA, KAK MUHHMYM, OTKPOET BAIIIM IJIa3a
Ha OTPOMHBIN MUD XaKHWHTA. B myuriieM ciryuae, MHe XOUeTCs Ha-
OesThCs, UTO 9T0 Oy/MeT BAIIIMM IIePBBIM LIATOM II0 HAIIPABIEHUIO
K TOMY, 4TOOBI ceaTh Beb 6Goiee 6e30I1acHBIM MECTOM U 3a0HO
[IOJIyYUTH 33 9TO HEKOTOPOE BO3HATPAKIECHHE.

Kak Bce 3TO Hayanocb

B konme 2015 4 HaTkHynca Ha kHury Ilapmu Omcorn We Are
Anonymous: Inside the Hacker World of LulzSec, Anonymous and
the Global Cyber Insurgency u mpouuran eé 3a Hememo. OgHaKo,
3aKOHUYMB UTEHUE, 51 TaK U He IIOHSIL, KaK 3TH XaKepbl HAYaIu CBOM
IyTb.

1 sxaxxman GorbIiero, HO s1 He TpocTo xoren 3Hath YTO memaror
xakepsl, s xoTel 3HaTh, KAK oHu aT0 menaror. [Tosromy s mpomon-
KU ynTaTh. HO Ka)KIbIi pas, KOTaa s 3aKaHUMBAI YUTATh CIIEMdy-
Oy 0 KHUTY, TTO-TIPE)KHEMY OCTABAIIUCH 6€3 OTBETOB CIIEAYIOIIHE
BOIIPOCBL:

« Kax mpyrue xakeps! y3HAIOT 00 YSI3BUMOCTSX, KOTOpble OHU
HaxXOIAT?
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« I'me monu HaxomAT yA3BUMOCTH?

+ Kak xakepsl HaUMHAIOT IIpoliecc XaKMHTa LieJIeBoro caiTa?

+ XaKHHT — 3TO IIPOCTO MCIIONb30BaHNE ABTOMATHIECKUX MH-
CTPyMEHTOB?

+ Kak g9 Mory HauaTh HaXOOUTH YA3BUMOCTH?

Ho B monckax oTBeTax JIUIIb OTKPLIBANKCH BCe HOBBIE U HOBBIE
IOBEPHU.

[IpumepHO B TO ke BpeMms s mpoxommia Ha Coursera Kypc IO
paspaboTke mst Android 1 nckai gpyrue HHTepecHbIe Kypcsl. MHe
Ha riasa norascs kype Coursera Cybersecurity, 8 yactaoctu, Kype
2, Software Security. K moeit ymaue, kypc Tonpko Hauaucs (Ha
despanb 2016 on B cocrossHuu “Coming Soon”) u s 3amucaics Ha
obyueHue.

IMocne HECKONBKUX JEKITUIM 1 HAKOHEI] IIOHSJ, UTO TaKOe IIeperon-
HeHUe Oydepa U KakK €ro HCIONb30BaTh. Sl MOITHOCTHIO YXBATHII
NPUHIUI 3KcITyaTanuu SQL-mHBeKIUII, 0 KOTOPBIX 1 paHblIle
3HaJI IIMIIb TO, YTO OHU onacHbl. Kopoue ropops, MeHs 3aLleIIUIIO.
Ilo sTOro MOMEHTa 1 BCErga MOOXOOWUI K 0e30IIacCHOCTH BeO-
TIPUITOXKEHUI C TOYKHU 3peHus pa3paboTyuKa, TOHNMas He0OXOIu-
MOCTb 9KPAaHUPOBaHUs 3HAYEHUI U u3beras HePUIHTPOBAHHOTO
TIOJTB30BATENECKOTO BBOMIA. TeIeps s Hayal IIOHMMATh, KaK BCE 3TO
BBITTIAZIEJIO C TOUKHU 3peHHd XaKepa.

s1 mpopmoimkan uckath HHPOPMAIUIO O TOM, KaK B3IIAMBIBATH U I10-
man Ha dopymsl Bugerowd. K cokanenuto, akTuBHOCTS TaM OblIa
OOBOJBHO CNTab0, HO KTO-TO YIIOMSHYJ XaKEPCKYH aKTHUBHOCTb
Ha HackerOne u man cceuiky Ha otuer. Ilpofims mo cchiike, s
HCIIBITANT BOCTOPT. 1 YuTan onucaHue ys3BUMOCTH, HAITHCAHHOE
Ul KOMIAHUHU, KOTOopas pacKpblia ero Mupy. BosamoxHo, ere
6oJee BOXKHBIM OBLIO TO, YTO KOMIIAHUS 3aIlJIaTUIIA XaKepy 3a TO,
YTO OH HAIIleJ YSI3BUMOCTb U OIKCAT eé!

9T0 GBLIO IOBOPOTHOM TOYKOI, s cTa ofepxuM. Oco6eHHO, KOTAa
y3Hai, uto Shopify, kommanus u3 moeit pogHoit Kanamsl, 6p01a
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JTUEPOM IO PACKPHITHIO OTUETOB 00 ySI3BHMOCTSIX Ha TOT MO-
MmeHT. [TocmotpeB npoduns Shopify, s yBumen, uro ux mpoduib
yChIIIaH IyOIUYHBIMH OTYeTaMH. §1 HUKAK He MOT HAYUTAThC.
Vs3BUMOCTHU BKITIOYAIIM MEXCANUTOBBIN ckpuntuur (XSS), 6aru B
ayrerTuduxanuu, CSRF, u 310 nummns mapa mpuMepos.

HpnsHan, B TOT MOMEHT 4 IIbITAJICA IIOHATH, UTO OIIMCBIBAJIN
OTYETHhI. HeKOTOpLIe YA3BUMOCTH M METOABI MX 3KCINIyaTalluU
OBLIO TAXKENO IIOHATD.

[Toucku B Google B mombITKaX IMOHATh OAMH KOHKPETHBIN OTYET
IIpUBeNIM MeHs Ha AucKyccuio Ha Github, mocssmennyro opmoit
CTapoil ySI3BUMOCTH, CBSI3aHHOI ¢ meonTHbIM mapamerpom Ruby
on Rails (370 ommcano B riaBe “Y43BHMOCTH JIOTHKHU IIPHIIOKe-
HHUI), 0 KOoTopoi coobinun Erop XoMmskoB. ITO UM IIPUBEIO
Mensi Ha 6ror Eropa, KOTOPBIN COOEPKUT OMMCAHNE HEKOTOPBIX
HOEVCTBUTEIBHO CIIOKHBIX YI3BUMOCTEN.

YuTas 0 €ro ombITe, 1 MOHAN, YTO MUP XaKMHTa MOXET IOITYYNUTb
TIOTIB3Y OT OO'BSICHEHUS pEaTIbHbBIX YA3BIMOCTEH IIPOCTHIM SI3BIKOM.
W Tak y’k MOIy4UIIOCh, YTO 5 y4yCh JIy4llle, KOTAa y4y ApYyTHUX.

Tax mmosBunuch “OcHOBBI Be6-xakuHra”.

Bcero 30 npumepoB 1 MOA NepBas Nnpogaxka

SI pelny HaUaTh ¢ IPOCTOI LIENH, HAWTH U OOBICHUTD IIPOCTHIM
SI3BIKOM 30 BeO-ysI3BUMOCTEN, JIETKUX IS IOHUMAHUS.

1 moHA, UTO B XyAIIeM Cllydae, HCCIeJOBaHNe U HaIlCaHHUe TeK-
CTOB 00 Y3BUMOCTSX IIOMOKET MHE U3yUUTh XaKHUHT. B myumrem
ciydae, s IpogaM MUJUIMOH KOIHI, CTaHy Typy caMHu3faTa U
paHo yiiny Ha neHcuro. IlocieiHee 1moxa He CIy4YHIIOCH, a IIepBOe
BpeMeHaMH KaXeTCsl HeOCYILIIeCTBUMBIM [0 KOHIIA.

[TpumepHo 10CHTEe 15 OOBICHEHHBIX YA3BUMOCTEH 1 PEIIHII OITy0-
JTUKOBAaTh CBOM YEPHOBUK, YTOOBI €ro MOXXHO OBLIO KyIHUTH -
mwratgopma, KOTopyio s BbiOpan, Leanpub (uepe3 koTopyio BEL,
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CKopee BCero, U MpHoOpeTy KHUTY) IT03BOJIIET BaM ITyOIIMKOBAaTh
HTepaTHUBHO, IIPeJOCTaBIIsS TOKyIaTeNIIM HOCTYII KO BceM 0OHOB-
nmeHusM. S ormpasun TBUT, uT0OR MO6Marogaputsk HackerOne n
Shopify 3a mxX OTKpBITBIE OTUETBI U YTOOBI paccKkaszaTb MHUPY O
cBoell KHHTe. S| He 0XKHIa HIYero 0cO6eHHOTO.

Ho yepes cunraHHBIE Yachl IEpBBII ITOKyIIaTelb IPHOOpENT MOIO
KHHUTY.

OKpBITIEHHBIH MBICHIBIO, UTO KTO-TO ITO-HACTOSIIMY 3aIlTaTHI 3a
MOI0O KHHUTY (4TO-TO, CO3JaHHOE MHOH U uUeMy s OTHall TOHHBI
ycunuii), s Boien Ha Leanpub, 4To6b!I y3HATH, MOTY JIH 5 UTO-TO
y3HaTh O CBOeM TaMHCTBeHHOM Hokymarene. Hugero. Ho saTem
Moii TesTe(poH 3aBHOPUPOBAIL, 5 ONy4Yu TBUT oT Marikia [TpuHca,
B KOTOPOM OH TOBODHII, YTO €My ITOHPABHUIIACh KHHUTA U IIOIIPOCHII
OCTaBaTbCA Ha CBA3H.

Kro 6mun rtakoit Maiikn IIpunc? 51 mposepun ero mpoduins Ha
Twitter u ysHan, 4To OH omMH H3 co-ocHoBareneil HackerOne.
Yept. Yactp MeHs1 mymana, uto pebsra u3 HackerOne ue 6ymyr
pampl TOMY, UTO s [IOJIAra0Ch HA COOEP)KUMOe UX caiTa. S motmsl-
TaCs 0CTaBaThCsl IIO3UTUBHBIM, MailKi Kasancs qoOposKenaTens-
HBIM U TTOTIPOCHUII OCTABAThCs Ha CBSI3M, UTO, BEPOSITHO, HE MOIHKHO
HHYeM I'PO3UTb.

Bckope mocne nepBoit mpofaku cOCTOANACh BTOpas U 4 IIOHAT, 9TO
YTO-TO IIPOUCXOAUT. Tak COBIIANO, YTO IIPUMEPHO B TO K€ BpeM S
TIONy4uNI yBefjoMieHue ¢ Quora o BOIIpoce, KOTOPLIIA, BO3MOHO,
Mor OBl MeHs 3aMHTepecoBaTh, Kak MHe cmamb ycnewHvM Smuuy-
HbIM XaKepom?

braromaps cBoeMy OIIBITY HAaUWHAIOIIETO, 5 3HAJ, KAKOBO 3TO, U,
TaKkke BEIOMBIN STOMCTHUHBIM >KellaHHMEeM pacckasaTb O CBOelt
KHHUTE, 1 peIlIiII HaIlucaTh OTBeT. [I[pMepHOo Ha IOy TH 5 ITOHI,
YTO eMUHCTBEHHBII OTBET, KpOMe Moero, octaBul [xobept A6Ma,
BTOpOIT U3 OBYX co-ocHoBareneit HackerOne. [loBoiapHO aBTOpU-
TeTHBIN TONOC B XakuHre. Yepr.

51 y’ke mymaln He OTIPABIATH CBOM OTBET, HO PEIIUI IepenncaTh
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ero TakuM o0Opa3oM, uTOOBI OCHOBBIBATHCA Ha oTBeTe [IKOOEpTa,
IIOCKOJIBKY sI He MOT COPeBHOBAThCS C LIEHHOCTBIO €ro coBeTa. 51
Hakan ‘OtmpasButh” U Gonbie 06 3ToM He mymain. Ho sarem s
IIOJTyY NI HHTEPECHOE ITHChMO:

[Tpuser, [TuTep, s BUAEN TBOM OTBET Ha Quora U BUJEN,
YTO THI TUIIEITh KHUTY 06 STUYHOM XakuHTe. 1 6puT
OBl pag y3HaTh 06 9TOM OOJIBIIIE.

C HannydIInMU II0KEJIaHUIMU,

Mapren CEO, HackerOne

Tpoitaoe Yepr. Kyua MpIcied mpoHecach B MOEH TOJIOBE B 3TOT
MOMEHT, HH OOHA M3 KOTOPHIX He ObliIa TO3UTUBHOI, U IIPAKTHU-
YecKH Bce OBLITH HepallMOHANbHBIMY. B ABYX ClIOBaX, 5 TOHSII, YTO
eIMHCTBeHHas IIPUUKNHA, IT0 KOTOpoit MapTeH Mor HamucaTh MHe,
ObIIa B TOM, YTOOBI OITyCTUTH KyBaJIAy Ha MO0 KHUTY. K cuacTsio,
9TO OGBLITO HEBEPOSITHO HAJIEKO OT MCTHHBI.

51 oTBeTUII eMy, OOBSICHUB, KTO 5 TAKOH U UTO s [AENAI0 - UTO s IbI-
TaIOCh HAYUHUTHCI XaKUHTY U IIOMOYb OPYTUM B 9TOM HEIIPOCTOM
nerne. Oxa3amoch, YTO eMy OUeHb HpaBUTCS 3Ta umes. OH o0bsc-
uui, uto HackerOne 3auHTepecoBaH B pocTe coobIiiecTBa U IMOA-
Iep)KUBAeT XaKepoB B UX 00YUEHUH, TOCKOIBKY 9TO BBITOLHO IS
BCeX BOBJIEUEHHBIX. B 00111eM, OH IIpemIoKUI TOMOIIb. I, uepr,
OH IIOMOT. JTa KHUT4, BEPOITHO, He OplIa ObI B TOM COCTOSHUH, B
KOTOpPOM OHA CETOJHS, MITH BKITI0Yasia 6bI TOJIOBUHY COMEPIKUMOTO
6e3 ITOCTOSIHHOY TOAAEPKKN U MOTHUBAL[UU CO CTOPOHBI MapreHa
u HackerOne.

C Toro nepBoTo MHUCHMA, S IPOOILKAT IIHcaTh U MapTeH mmpoon-
KaJl UHTEPeCcoBaThCs IIporpeccoM. Marikn u [I)xo6epT ynutanu uep-
HOBHKH, IIpe[yIarajid U3MEHEHHUd U Aake HaAIHCAIH HEKOTOpBIE
YacTH TeKCTa. MapTeH gaske IOKPHLT pacXonbl Ha ITpodeccuoHanb-
HO 0OpMIIEHHYI0 00JOKKY (IIpolmaii, mpocras jkenTas 00I0KKa
¢ 6eJI0ll BeObMUHCKOI IILIAIION, BBITIANEBIIAS TaK, CIOBHO TeOd
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PHCOBAN UeThIpeXxIeTHHUII pebeHok). B mae 2016, Anam Bakyc npu-
coequumica Kk HackerOne 1 Ha cBOI IIATHIN OE€Hb B KOMIOAHUU OH
MIPOYUTAN KHUTY, IPEIOKUI BHECTH TIPABKU U OOBSICHUI, KAKOBO
OBITH 10 APYTYI0 CTOPOHY — TIONy4YaTeleM OTYETOB 00 ySI3BUMO-
CTSIX, ¥ TEIIEPh 3TO OIIMCAHO B IJIaBE O HAITMCAHNUU OTYETOB.

1 mutry 060 BceM 9TOM ITOTOMY, YTO Ha MPOTSHKEHUU BCETO IIyTH
HackerOne nukorma He mpocuiau Hudero B3ameH. OHH IIPOCTO
XOTeNH TOALep)KaTh COOOOIeCTBO M 3Ta KHHTA OKA3anach XO-
poiuM crocoboM 310 cpenarsb. Kak [ HOBHMUYKA B XaKepCKOM
coo0IIIecTBe, 3TO TPOHYJIO MEHS U 1 Halel0Ch, YTO TPOHET M Bac.
A, TUYHO, TPENIOUYUTAI0 OBITH YACTHIO OT3HIBUMBOTO U TIOM-
IEP’KUBAIOIIIETO COOOILIECTBA.

I/ITaK, C T€X IIOp 3Ta KHUTA 3HAYHUTEIDbHO YBEINUYUIIACh, CTaB Ha-
MHOTO 6OJ'ILU_IC, YEM 1 M3HAYAJIIPHO paCCUUTBhIBAII. U c sTon Iepe-
MEHOW M3MeHUJIACh U liejieBast ayauTOpHs.

Ana Koro HanmcaHa 3Ta KHUra

Sl manucan 3Ty KHUTY, IOMHS O T€X, KTO TOJIbKO HAaUMHAET IIyTh
xXakuHra. He Ba)kHO, sBJIsgeTeCh TU BBI B€6-pa3pa6OT‘-II/H<OM, BEO-
I[HSaﬂHePOM, IOMOXO3s¥IKOH, BaM 10 jeT unu 75. A Xouy, YTOOBI
3Ta KHUra OblIa HaméKHBIM CIIPaBOYHMKOM M5 IIOHMMaHUs pas-
JIUYHBIX TUIOB YA3BHUMOCTEH, TOTO, KaK UX 06Hapy>KI/IBaTI>, Kak
co00I11aTh 0 HUX, KaK II0y4YaTh 3a 3TO AE€HbIH, 1 JaKe KaK IIHUCaTh
KOJI, IT03BOJIAIOIINI UX IIPENOTBPATUTD.

Taxu obpasom, s He IUIIY 9Ty KHUTY, YTOOBI 0OPATHTHCI K Mac-
cam. Ha camom feme 3TO KHHUra O COBMECTHOM oOyueHuu. A
3HAYUT, 5 OETI0Ch ycrexamu VI HEKOTOPBIMU CBOMMHU 3aMeTHBIMU
(1 TOCTHIIHBPIMIU) HEyTAYaAMU.

JTa KHUTa TaK ke He 0043aTelIbHO OOJIXXKHA OBITH IIpouynTaHa OT
KOpPpKM OO KOpPKH, €CIIM BBl HallIM HUHTEPECYIOIYI0 BaC YacCTbh,
CBO6OJIHO YyHUTaUTe eé HepBOﬂ. B HEKOTOPBIX ClIydasx 51 CChLIAIOCh
Ha OITMCaHHbIE paHEE I'IaBbl, HO [€jlad 3TO, 4 IIbITAI0OCh CBIA3aTh UX,
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4TOOBI BBI MOTIIU IIPpOJINCTATh BIIEPEN 1 Ha3af. hi| xXouy, 4TOOBI 3TA
KHHTIa CTajla Y€M-TO, UTO BBl JEPKUTE OTKPBITHIM, ITOKa 3aHUMae-
TECh XaKMHTOM.

Kamnaﬂ TJIaBa, IIOCBAIIIE€HHAA TUIIAM YHSBHMOCTeﬂ, CTPYKTYypUPpO-
BaHa OJMHAKOBO:

« Hauaro ¢ onucanueM Tuma ysa3BUMOCTH;
« O630p MpUMEPOB YA3BUMOCTH; U
o 3aKJIoueHue C IIOOABENEHIEM UTOTOB.

[Togo6HBIM 06pa3oM, KaXKAblil IPUMep BHYTPU STHX INIaB CTPYK-
TyPHUPOBAH B €IUHOM CTHJIE U BKIIIOUAET:

+ Mou o1eHKH CIIOXHOCTH OOHAPYKEeHUs YI3BUMOCTU

« url, cBA3aHHBI C MecTOM, Ifie Oblna OOHapy)KeHa YSI3BU-
MOCTb

+ CchIIKy Ha OTYeT UM ONHCaHue

+ JlaTy my6nukanuu oryera 06 yI3BUMOCTH

« CyMMy, BBIINIAYEHHYIO 32 OTYET

» TloHsATHOE OIKCaHUe YA3BUMOCTHU

+ BBIBOZBI, KOTOpHIE BB MOKETE HCIIOIB30BATh B COOCTBEHHBIX
HccIefoBaHUAX

Haxowner;, xoTst 9T0 u He sBiIsieTcs 00s3aTeNbHBIM TpebOBaHHEM
IUTsl XaKUHTa, BEPOSITHO, Oy/IeT XOpoIeil uieeil UMeTh XOTs Obl
6ernoe snakomcTBo ¢ HTML, CSS, Javascript u, BO3MOXHO, IMeTbH
HEKOTOPBIM OIBIT IIPOTPAMMHPOBAHUSA. JTO HE 3HAUHUT, UYTO BHI
OOJDKHBI OBITH CITOCOOHBI € HYJISI CO3MABATh CTPAHUI[L, HO TIOHU-
MaHHe 6a30BOIl CTPYKTypbl BeO-cTpaHuIsl, kKak CSS ompenenser
BHEITHUI BUM U OITYIIIEHUs, U YeT0 MOYXHO JOCTUYD C IIOMOIIIBIO
Javascript, momoryr BaM B HaXOXAEHHUHN YI3BUMOCTEH U B 0CO-
3HAHWU MTOTEHITMATIBHON OIIACHOCTH, KOTOPYIO OHU MOTYT HECTH.
OmBIT B IporpaMMHUpPOBAHUH IT0JI€3€H, KOTA BBI UIIETe YI3BUMO-
CTH B JIOTHKe TpunokeHus. Ecinu BbI MOXKeTe mMOCTaBUTD cebs Ha
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MECTO IIPOTPAaMMHUCTA U IIPEAIIONIOKUTD, KaK OH MOT PeaJIn30BaTh
YTO-TUOO0 MITH TIPOYUTATH €TO KO, ECITM OH HOCTYTIEH, BHI OyIeTe
MMETD IPEUMYIIECTBO B 3TOU UTPE.

[is 5TOTO 51 peKOMEHIYI0 TIOCMOTpeTh OecriaTHble Kypesl Udacity
Intro to HTML and CSS u Javascript Basics, ccpinku Ha KOTOpBIE
s1 BKITIOUNI B r1aBy “Pecypcer”. Ecnu Be1 He 3HakoMBI ¢ Udacity, ux
MUCCHS 3aKIII0UeHa B IPeJOCTaBIEeHUN OCTYIITHOTO, HELOPOTOTo,
YBIIEKATENbHOTO U BBHICOKO3(D(EKTHBHOTO BBICIIIEr0 00pa30BaHMUs
BceMy Mupy. OHM MMEIT IapTHEPCTBO C TAKUMHU KOMITAHUIMY,
kak Google, AT&T, Facebook, Salesforce, u MHOTMMU ApyrUMH, U
9TO APTHEPCTBO ITO3BOJISIET UM CO3AaBATh IPOTPAMMEI U IIpeLia-
raTh KypcChbl OHJIAWH.

###00630p T1aB

I'naBa 2 siBnsieTcsi BBeIeHHEM B TO, Kak pabotaet VlHTepHeT, BKITIO-
yasg HTTP-3ampocs! u otBeTsl, a Tak ke HTTP-meTonp!.

I'maBa 3 omucsiBaer Open Redirects, uHTepecHY0 YSI3BUMOCT®,
KOTOpasi BKITOUaeT B cebs HMCIIONb30BaHUE LIETEBOTO cauTa s
IepeHanpasiIeHNd II0JIb30BaTeNel Ha APYTOM CAlIT, UTO II03BONIET
XaKepy BOCIIOJIb30BATHCH OBEPHUEM ITONb30BaTENA HA STOM YSA3BU-
MOM caliTe.

I'maBa 4 onnceiBaet 3arpssuenue nmapamerpos HTTP (HTTP Parameter
Pollution) u B He¥i BbI HAyYUTECh HAXOMUTH CHCTEMBI, KOTOpPbIE
y43BIMBI K IIepeiade He6e30IIacHOTO BBOMIA CAlITaM TPEThUX CTO-
POH.

I'maBa 5 omuchIBaeT ys3BUMOCTH, IIO3BOJIAIOIINE IIOAMEHY MEK-
caiitoBbIx 3ampocos, i CSRF (Cross-Site Request Forgery), a
IIPUMePHI TOKaKyT, KaK MOKHO 0OMaHYTh IIOJIb30BaTeNel, 3acTa-
BUB UX (6e3 UX BegoMa) OTIPABUTh HH(OPMAIMIO Ha CATHI, HA
KOTOPBIX OHU 3aJIOTHHEHEL

I'maBa 6 ortucsiBaer HTML-unbexuu (HTML Injections) u B Heit
BBl HayuuTech BHenpsTh HTML B Be6-CTpaHUIly U HCIIOIb30BATh
ero B cBoux uemsx. OquH u3 Hauboliee WHTEPECHBIX BHIBOLOB -
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TO, KaK BBl MO)KETe HCIIONb30BaTh 3aKOAMpPOBAaHHBIE 3HAUEHNS,
yTO6Bl OOMAHYTh CAHT, 3aCTABUTH MPHUHITH MX M OTPEHOEPHUTH
ormpasieHHbIl Bamu HTML, Munys @uibTpsL

I'masa 7 onuceiBaer nabvekunu CLRF (Carriage Return Line Feed
Injections) 1 B Hell pacCMOTPeHbI IIPUMepPHI OTIIPABKH CHMBOJIOB
IepeHoca CTPOKH CaliTaM U UX BIHAHUE Ha 0ToOpaskaeMoe cojep-
KHUMOE.

I'maBa 8 omucChIBaeT MeXCAHTOBBINM CKpUITHHT (XSS), KpyIHYI0
TEMy C OTPOMHBIM KOJIHYECTBOM CIIOCOO0B HAMTH YS3BHMOCTb.
MexcaiiTOBBIN CKPUIITHUHT IIPEJOCTABIseT MHOKECTBO BO3MOK-
HOCTel ¥ eMy OZHOMY MOKHO IIOCBATHTD LeNyl0 KHHUTY. 3Hech
OyHeT Ky4a IpUMepOB U s IOIBITAI0Ch COCPEJOTOUNTHCS Ha CaMBbIX
MHTEPEeCHBIX U IOJIE3HBIX IS U3yUeHNUL.

I'maBa 9 onuceiBaer Server Side Template Injection, a Tak ke uHB-
eKI[MY CO CTOPOHBI KITHEeHTA. ITU TUIIBI YI3BUMOCTEH HCIIONb3YIOT
HEBHUMATENBHOCTh pa3pab0TYNKOB, KOTOpBIE BCTABISIOT IIOIb30-
BaTeIbCKU BBOJ HATIPAMYIO B CTPAHUIIBI IIPU OTIIPABKE C HCIIONb-
30BaHMEM CHHTaKcuca InabimoHa. OmacHOCTh 3THX YA3BHMOCTEH
3aBHCHUT OT TOTO, TTle OHHM HAXOMATCSA, HO YacTO MOTYT BECTH K
yHaJleHHOMY HCIIOTHEHHIO KOfa.

I'maBa 10 onnceiBaeT SQL-MHBEKINY, KOTOPHIE BKIIIOYAIOT MaHM-
IIyIHpOBaHUe 3apocaMy 6a3 JaHHBIX IJIS H3BIE€UeHUs, U3MeHe-
HHS WU yAaneHus nHPOpMaLuu ¢ caiTa.

I'maBa 11 omuceiBaer cepBepHyto mogMeny 3ampoca (SSRF, Server
Side Request Forgery), xoTopas mo3BolsieT Xakepy HCIIOIb30BATh
yOaNeHHBIH cepBep Mg oTpasku nocnexytomux HTTP-3ampocos
OT UMEHH XaKepa.

I'maBa 12 onuceiBaer XML External Entity ysssumoctu, mosiBisi-
IOLIMecs B pe3ynbTraTe paboThl CAiTOB, MAPCAIIUX PACIIHPSIEMBbIit
sA3bIK pasMeTKH (XML). TOT THI ySI3BUMOCTEI MOKET BKIIOUATh
TaKuUe BEIllH, KaK YTeHHe IPUBATHBIX (alioB, yIaIeHHOE UCIION-
HeHHe Kojja ¥ MHOTHe JpyTHe.
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I'maBa 13 onuceiBaer ynanensoe Beimonaenue kopa (RCE, Remote
Code Execution), WU CUTYaI[MI0, KOTAA aTaKyIOU[UI MOYKET BBI-
TIOTHUTD IIPOU3BOIBHBIN KOM Ha CepBepe KEPTBbL. ITOT THUII Ys3-
BUMOCTH — OIUH M3 CAMBIX OIIACHBIX, ITOCKOJIBKY XaKep MOKET
TIOYYUTh KOHTPOIIb HAJl BBITTONHAEMBIM KOToM. BosHarpakmaer-
cs, COOTBETCTBEHHO, BHICOKO.

I'maBa 14 ommchIBaeT yA3BHMOCTH, OTHOCSIIIMECT K ITAMATH, 3TOT
THUII Y3BUMOCTY MOKET OBITh HEIIPOCTO HAWTH U, KaK IIPABUIIO,
OH OTHOCHUTCS K HU3KOYPOBHEBBIM S3bIKAM IIPOTPAaMMHUPOBAHMUS.
OnHaxo, 06Hapy)keHHe 9TOT0 THIIa 6aroB MOXKET IIPUBECTH K HEKO-
TOPBIM BeChbMa CEpPhE3HBIM YSI3BUMOCTSIM.

I'maBa 15 omuceIBaeT 3axBaT IOAAOMEHOB, KO€-UTO, O YeM 51 MHOTO
y3Hay, paboTas Haj MCCIeJOBAHUAMH I STOH KHUTH, 32 UTO o
6narogapen Matuacy, ®pancy u komange Dectetify. CyTs B TOM,
UTO CaWT CChUIAETCS Ha IIOAOOMEH, KOTOPBIM pasMeIleH Ha cep-
BHCE TPeThell CTOPOHBL, IIPU 9TOM He TpeOys KOppeKTHOTO ajipeca
OT 3TOTO cepBHca. JTO ITO3BONIAET ATAKYIOIIIEMY 3apeTUCTPUPOBATD
afipec co CTOPOHBI 3TOTO TPETHETO CepBUCa U Bech TpadPuUK, KOTO-
PpBIii TIOCTyIIaeT Ha JOMEH JKE€PTBHI, Ha fieJle TIOCTyIIaeT Ha JOMEeH
37I0yMBIIIJIEHHHKA.

I'maBa 16 onuceiBaer Race Conditions, ysI3BEMOCTB, KOTOpast BKIIIO-
yaer [Ba Unu OoJlee MPOIlecca, BHIMOMHSIOIINX [AEHCTBIE, OCHO-
BaHHOE Ha YCIOBUSX, KOTOPhIE MOJDKHBI TIO3BOJISTH BHITOTHUTHCS
JTUIIb OMHOMY TIporteccy. Hampumep, mpemcraBbre epeBO AeHeT
MeKIy GAHKOBCKUMU CUETAMH, Y BAC HE MOJDKHO OBITH BO3MOYKHO-
CTH OCYyIIeCTBUTH ABa IlepeBoa o $500, Korjaa Balil 6ananc paBeH
Bcero $500. OmHako, ys3BuMocTb race condition (umu “cocrosiaue
TOHKH ) TIO3BOJISIET BHILIONIHUTD TAKOH IIepPeBO.

I'maBa 17 onuceiBaet ysazsumoctH Insecure Direct Object Reference
(mebesomacHas IpsiMasi CChIITKA HA 0OBEKT), TIE XaKeEP MOXKET TIPO-
YUTATh WU OOHOBUTH OOBEKTHI (3AIIUCH B Oa3e MAaHHBIX, PariIbl,
U TaK janee), K KOTOPbIM OH He MOJDKEH UMETD IOCTYIIA.

I'masa 18 omuckiBaeT y43BHMOCTH, OCHOBaHHbBIE Ha JIOTUKE IIpHU-
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JTOKeHHUH. JTa IaBa SIBIAeTCS coOpaHHeM BCeX YSI3BUMOCTEN,
KOTOpBIE 1 pacCMaTpPHBAI0 KaK CBI3aHHBIE C HEIOCTaTKaMHU JIOTUKHU
IporpaMMUpoBaHus. Sl cunTaro, YT0 HaXOKAEHHE STOTO TUIIA Y3~
BUMOCTEN MOXeT ObITh HECIIOKHBIM Il HOBUYKOB, 110 KpaliHei
Mepe, IpOIlle, YeM IIONBbITKM HaWTU CTPAHHBI M KpeaTUBHBIN
CIIoco6 OTIIpaBUTH BpeNHbIE 3HAUEHN Ha CailT.

I'maBa 19 ommucreIBaer, TO, C Yero CTOMT HAUMHATh. JTa TIJIaBa
IIpu3BaHa IIOMOYb BaM PACCMOTPETh BO3MO)KHBIE TOUKU aTaky U
moncka yq3BumMmocTell. OHa ocCHOBaHa Ha MOEM OIIBITE€ U Ha TOM,
KaK {1 IIOAXO0XKY K IIOUCKY YI3BHMOCTEIL.

I''maBa 20 cripaBeINBO CYMTAETCS OHOM U3 CAMBIX BKHBIX IJIaB
B KHHTE, ITOCKOJIbKY COEP)KUT COBETHI IT0 TOMY, KaK HaImucaTb 9¢-
¢dexkTUBHBII 0TUeT. Bech XaKMHT B MHUpe He 3HAYUT HUUETO, eCIIU
BBl He MOXKeTe HaIIeKalnuM o6pa3oM COOOIIUTH O HANHEeHHOM
ySI3BUMOCTH COOTBETCTBYIOIIEl KOMIaHUU. Takum o6pasom, s 06-
paTUIICS K HECKOJIBKMM KPYIITHBIM KOMITAHUSIM, BBITIIIAYMBAIOIIIAM
BO3HArpaxa€Hue 3a HaﬁHeHHbIe YA3BUMOCTH, CIIPOCUII UX COBETA,
Kak JIydIlle BCEr0 COOOUIUTH 00 YSI3BHMOCTH, M IONYYUI OTBET
ot HackerOne. Y6equtech, 4To yAeIHUIN 3TOM TIaBe JOIDKHOE
BHHUMaHUE.

I'maBa 21 nocsdineHa HHCTpyMeHTaM. 31eCh MBI Y3HaeM O PeKo-
MEeH[IyeMbIX XaKepPCKUX HHCTPyMeHTax. B IIepBoIi YepHOBUK 3TOI
I7IaBbl BHEC 3HAUUTeNbHbIN BKiag Maiikn [Ipunc us HackerOne.
C Tex mop 3TO pacTyIIMI M M3MEHSIOIIUINICA CIIHCOK ITOJIe3HBIX
HHCTPYMEHTOB, KOTOPBIE s HAIIIeT U HCIIONB3YI0 CaM.

I'maBa 22 nmocssitiieHa Tomy, 4T0OBI TIOMOUYb BaM BBHIBECTHU BAIIl Ha-
BBIK XaKMHTa Ha CIeAYIOIUI YPOBEeHb. 31eCh 51 pacCKaKy O HEKo-
TOPBIX 3aMeUaTEIbHBIX PECypcax, KOTOPbIe IIOMOTYT IIPOIOIDKUTD
obyuenue. OTATh ke, PUCKHY [TOKa3aThCs 3aeBIIIel IIaCTHHKOII,
Ho mobmnarongapio Maiikia [TpuHca 3a BKIa B 9TOT CIIHCOK.

I'maBa 23 3aBepiraeT KHUT'Y U OIKCBIBAET HEKOTOPBIE KIIIOUEBBIE
T€PMUHBI, KOTOpble BBl MOJDKHBI 3HATh, 3aHUMASCh XaKUHTOM.
XoTst GOTMBIITUHCTBO U3 HUX 00CYKHOAIOTCS B IPYTHX TIaBax, HEKO-
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TOpBIE BBl YBUOUTE BIIEPBLIE, TAK UTO PEKOMEH/IYIO BCE XKe IIPOUn-
TaTh 3Ty INABY.

CnoBo NpeaynpeXxaeHus n npocb6ba

[Ipexme, ueM BBI OTIIPABUTECH B BOCXUTUTEIHHBIN MUP XaKUHTA,
s1 XO4y KOEe-4TO IPOSICHHUTb. IIoKa s ydumiics, unrtas IIyOnndHbIe
OTYETHI, TSNS Ha HeHbIH, KOTOPBIE JIOMH TONyJanu (M IMoiyJa-
10T), MHE Ka3aJI0Ch, YTO DTO JIETKUI Cc0co6 OhICTPO pasboraTers.
10 He TaK. XaKUHT MOKET OBITh Ype3BbIUYANHO TPUOBUIBHBIM, HO
HEIPOCTO HAWTU WCTOPUM O HeymayaxX, MOCTUTAMIIMX Ha 3TOM
myTu (pa3Be UTO 3[eCh, THOE s OENIOCh HEKOTOPHIMU TOBOJHHO
TTOCTBIHBIMU MCTOPUSMHM). B pe3ynbrare, TIOCKOIBKY BBI Oyjie-
T€ CIBIIIATH B OCHOBHOM HCTOPUHM yCIleXa, BbI MOXeTe BbIpabo-
TaTh HEPEANMCTUYHbIE OKUIAHNS B OTHOIIIEHUH ycrexa. VI MoxeT
ObITH BBI OBICTPO ero mobberech. Ho ecnmu Her, mpomoinkaiiTe
paborars! Bce craHer mpoiile, a TPUHATHIN OTYET 00 YSI3BUMOCTH
[IPUHOCUT HECPaBHEHHOE YYBCTBO y{OBIETBOPEHUSL.

Temeps s xouy mompocuts Bac 06 ycuyre. ITo Mepe urenns, mo-
Kalyicra, MUIIHTe MHe B Twitter @yaworsk 1 pacckaxure MHe,
KaK BalllU fIeNla. YCIEIIHO MM HEeyCIIeIIHO, f XOTel Obl y3HaTb
06 atom. TTorck 6aroB MOKET OBITH OMMHOKON PabOTOI, eCIIU BbI
3aCTPANIA, HO 3TO TaKXe IPUATHO IIPa3fHOBATH APYT C APYTOM.
U1 MoxxeT GBITH BBI HalifleTe 4TO-TO, YTO MBI CMOKEM BKIIIOUHTD
B CIIEAYIOLIEE U3TaHuE.

Yoaun!!



Heo6xoamnmsblie 3HaHUA

ECHI/I BbI HAUMHAETE C HyHH, KaK HAUMWHAI 4, 1 9Ta KHUra — OaQuH
U3 TIEPBBIX COBEPIIEHHBIX BaMU IIIaTrOB B MHUP XaKWHTA, IJI Bac
BaKHO Oy/IeT IOHUMATh, Kak paboTaer nHTepHeT. [Ipex/ie, yeM BbI
TepeBepHeTe 3Ty CTPAHUILY, 51 XOUY CKa3aTh, YTO UMEI0 BBUAY TO,
kak URL, KoTOpbI#t BbI HAGUpaeTe B aApeCHOI CTPOKE, CBI3bIBAETCS
C IOMEHOM, KOTOpBIN HampasisgeTcs Ha IP-anpec, u Tak nanee.

OmuuM mpemioxkenreM: VHTEpHET — 3TO MHOMXECTBO CHCTEM,
KOTOpBIE CBSI3aHbI BMECTE U OTIPABIISIOT APYT HPYTY COOOLIEHHS.
HekoTopsle MTPUHUMAIOT TOJBKO OIIpeeNIeHHbIE TUIIBI COOOIIIe-
HU, APyTHe TPUHUMAIOT COOOIIeHNsT TONBKO OT OTPAaHHUEHHOTO
CITMCKA OPYTUX CHCTEM, HO Ka)KIasi CHCTEMa B MHTEPHETE MMEET
ajpec, 4YTOOBI JIIOOM MOTIIM OTIPABIATH eil coobiienus. Kaxmas
CHCTeMa pellaeT, YTo €l JeslaTh C COOOIIeHuEM U Kak OHa Oymer
OTBEYAaTh.

YTo6B! ONpemeNuTh CTPYKTYPY STHX COOOINEHMII, TIOAU 3a10-
KyMEHTHPOBAJIU TO, KaK HEKOTOpble M3 STUX CHCTEM OIDKHBI
oburatses B Requests for Comments (RFC). Hanmpumep, B3rnsiHuTE
"a HTTP. HTTP ompepesnser MpoTOKON TOT'O, Kak Balll HHTepHET-
Opaysep obmaercsi ¢ Be6-cepBepoM. II0CKONBKY Balll HHTEpHET-
Opay3ep u BeG-cepBep AEHCTBYIOT B COOTBETCTBUU C OMHUM U TEM
’Ke TIPOTOKOJIOM, OHH MOTYT OOIAThCA.

Korpa Ber BBOmuTE http://Wwww.google.com B anpecHoIT CTpOKe CBO-
ero 6paysepa U HaXHMaeTe enter, CJIeAyIOIIIe IIIary OIUCHIBAIOT
TO, UTO IIPOMCXOUT HA BBICIIIEM YPOBHE:

+ Bam 6paysep ussnekaer ums qomena u3 URL, www.google.com.

« Bam komnbroTep ornpasuser DNS sanpoc xk DNS-cepsepawm,
ONHMCAHHBIM B KOHQUIypalllH Ballero kommeioTepa. DNS



W N -

, O © 0 N O O b W N -

[ENENES

HeobxomguMble 3HaHAA 16

MOJKeT TIOMOUb ompenenuts [P-agpec nmsa momeHHOTO MMe-
HH, B 9TOM Clly4ae OH paBeH 216.58.201.228. Ilogckaska: BB
MOXeTe Hcmonb3oBath dig A www.google.com u3 cBoero
TepMuHana, 4To6s! y3HaTh IP-agpec mis momena.

+ Bamr xommeioTep meITaeTcs ycranoBuTh 1CP-coemuHeHue ¢
IP-agpecom Ha opTy 80, KOTOPBIH HCIIONB3YeTC [ IIepe-
nauu u nonydyenus HTTP-tpa¢guka. [Togckaska: BeI MOkeTe
ycraHoBuTh TCP-coemuHeHue, BBITOTHUB Nc 216.58.201.228
80 13 cBOETO TEpMUHATIA

+ Ecnu coequHeHMe yCIIEITHO yCTaHOBIIEHO, Balll Gpaysep OT-
npasut HTTP-3anpoc, mogo6Hslit aTOMY:

GET / HTTP/1.1

Host: www.google.com
Connection: keep-alive
Accept: application/html, */*

+ Temepp oH OyneT KIaTh OTBETa OT CepBepa, KOTOPHIi OymeT
BBHITJISIIETH IIPUMEPHO Tak:

HTTP/1.1 200 OK
Content-Type: text/html

<html>
<head>
<title>Google.com</title>
</head>
<body>
</body>
</html>
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« Bam 6paysep mpoureT u oTpucyer BosBpauienusiii HTML,
CSS u Javascipt. B aToM cityuae, Ha 9KpaHe ITOSBUTCS TIaBHASK
crpanuna Google.com.

Teneps, KoTHa MBI 3aKOHUYHIH ¢ Opay3epom, nHTepHeroMm U HTML,
KakK yIOMSHYTO paHee, CyIIeCTByeT COOOIIeHHe O TOM, KaK 3TH
coob1ieHns 6YOyT OTIPABIATHCS, BKITIOUas KOHKPETHbIE UCIIOIb-
3yeMble MeTOObI, M TpeOOBaHUs K 3aTOJIOBKY-3aIlpOCy LUl BCEX
HTTP/1.1 3ampocos, kak 0603Ha4eHO B IyHKTe 4. OmHCaHHbIE
metons! Bxiouaror GET, HEAD, POST, PUT, DELETE, TRACE,
CONNECT u OPTIONS.

Meton GET o3Hauaer 3ampoc Ipou3BOIbHOI HHPOpMAIuu, 060-
snauenHoi URI (Uniform Request Identifier). Tepmun URI mosxer
OBITH HETTOHATHBIM, OCOOEHHO B COUETAHUH C YKA3aHHBIM paHee
URL, HO 7151 memeil 9ToM KHUTH IIpocTo 3HaiTe, uro URL — aTo
Kak agpec uenoBeka, u siBisiercss TurmoMm URI, kotoperii mogobex
nMeHHn yenoseka (cnacrubo, Wikipedia). Xors HTTP-nionutuu e
cytectByert, 06p1uH0 GET-3ammpocs! He JOIKHBI OBITH aCCOLUUPO-
BAHBI C KAKUMHU-THO0 QYHKUMIMH, U3MEHSIOIIMMY JaHHbIE, OHU
IIPOCTO U3BIEKAIOT U MIPETOCTABISIOT HHPOPMALIHIO.

Metoxn HEAD unentnuer GET, ¢ equHCTBEHHBIM OTIMYHEM: CEP-
Bep He MOJDKEH BO3BpAIIATh Teno coobienus B orBere. OOBIYHO
BBI HEe BCTPETUTE CIIyJaeB, KOIMIa OH IPUMeHseTCs], HO OH HepeaKo
CITY’)KHT IUIS TECTHPOBAHUS THIIEPTEKCTOBBIX CCHUIOK Ha BalUMI-
HOCTb, JOCTYITHOCTDb U He[JaBHHUE U3MEHEHUS.

Meron POST wucnoms3yerca mmsd BeI30Ba HEKOTOPOH (PYHKIHM,
KoTOpast 6yIeT BHITIONIHEHA Ha CEPBEPE CIIOCOBOM, OTTpeneIeHHbIM
3TUM cepBepoM. [[pyrumu cioBamu, 0OBIYHO Ha OdKeHpe Oymer
BBITIOJIHEHO HEKOTOpoe AEHCTBUE, TaKoe, KaK CO3J[aHHe KOMMEH-
Tapusl, perUCTPALIHs ITOJIb30BaTelNd, yaJleHe aKKayHTa, ¥ TaK Ja-
nee. [leficTBue, BHIIONHIEMOE cepBepoM B oTBeT Ha POST, moxet
BapbUPOBATHCI M He 00s3aTENbHO BHI3BIBAETCS B pe3yJIbTaTe 3a-
mpoca. Hammpumep, ecnu B mportecce 06paGoTKM 3aIIpoca BO3ZHUKIIA
OIIMOKA.
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Meton PUT wucnonb3yercst mpu BbI30BE KaKOM-THOO (PYyHKIHH,
HO OTHOCHTCA K yKe CyIlecTByollel cymHocTy. Hanpumep, mpu
OOHOBJIEHNY BAIIIETO aKKAayHTa, OOHOBJIEHUU TIOCTA B OIIOTE, U TaK
nanee. OTATH ke, BBITIONHAEMOE [eMCTBHE MOXeT BapbUPOBATHCA
U He 00513aTeNbHO BBI3HIBAETCS B PE3YJIbTATE 3aIIPOCa.

Meton DELETE, kak HeclIO)XHO [OTamaThCs, MCIONb3YeTCS OIS
BBI30Ba 3aIpoca Ha y#alleHue pecypca, UAEHTHPUIMPOBAHHOTO
yepe3 URI, obpariieHHOTO K CepBepy.

Meronq TRACE — eme oguH HEOOBIUHBIN METOM, B 3TOT pa3s
HCTIONB3YEMBIH IS OTPAKEHHsI COOOIIIEHUs 3a1Ipoca K TOMY, KTO
€r0 3ampoCKiI. ITO MO3BONISIET OTIPABUTETI0 YBUAETD, YTO OBLIO
TIOJTyYeHO CepBepOM M HCIIONB30BaTh 3Ty MHPOPMAITUIO IS Te-
CTHUPOBAaHUS U TUATHOCTHKU.

Metoxg CONNECT 3apesepBrpoBaH AJIs HCIIONB30BAHUS C IPOKCU
(TIpoKcH OOBIYHO SIBISIETCS CEPBEPOM, KOTOPBIF ITepefaeT 3apoCkl
K IPYTUM CepBepam).

Metox OPTIONS mcrons3yercs s 3ampoca ¢ cepsepa nHpopMa-
LMK 0 OOCTYIHBIX criocobax obirenus. Hampumep, 3ampoc OPTIONS
MOJKET IT0Ka3aTk, uto cepsep nmpuauMaer GET, POST, PUT, DELETE
u OPTIONS, no ve HEAD nnu TRACE.

Tenepb, BOOPYXE€HHBIE 0a30BBIM IIOHIMAaHUEM TOT'0, KaK pa60TaeT
WHTEPHET, Mbl MOXEM O3HAaKOMUTLHCS C pa3HBIMU THUIIAMU YA3BU-
MOCTeI, KOTOpbIE MOTYT OBITH B HEM HaMOeHBbI.



yassmmocTtu OTKPbITOro
PegnpekTta (Open
Redirect)

OnuvcaHue

Y43BUMOCTD OTKPBITOTO PEAUPEKTa BOZHUKAET, KOIMIa KepTBa I0-
cemaer onpenenerHerii URL caiita 1 3TOT caliT IepeHaIIpaBIiseT
Gpaysep xkepTBbl Ha coBepiieHHO apyroit URL, Ha otmexpHOM
nomene. Hampumep, mpencrasbre, uto Google mepenampasiser
ronb3oBaTernelt Ha Gmail ¢ momorsio cremyornero URL:

https://www.google.com?redirect_to=https://www.gmail.com

IMocerus sator URL, Google monyunt GET HTTP-3anpoc u wuc-
IIOTIB3yeT 3HaUeHHe mapamerpa redirect_to mis onpenmenenus, Ky-
[a HOJDKeH OBITh IepeHarnpasiieH Opaysep momb3oBaTens. Ilocie
sToro Google BepHeT oTBeT 302, 3acTaBisisg Opaysep IOIb30OBATE-
11 coBepinTh GET-3ampoc Ha https: //www.gmail.com, 3HaUeHHE
mapamerpa redirect_to. Termeps mpepncTaBbTe, YTO MBI H3MEHUIH
ucxonubpni URL Ha aToT:

https://www.google.com?redirect_to=https://www.attacker.com

Ecnu 651 Google He mpoBepsii, sIBIsETCS U 3HAUEHHE ITapaMeTpa
redirect_to omHUM U3 ero coO6CTBEHHBIX caiiToB, Kyaa Google mor

OBl OTIIPABIIATH ITOJIB30BATeENIEH (B HAllleM IIPUMepe https: //www.gmail . com),
OH MoT OBI OBITH YSI3BHUM K OTKPBITOMY PEIHPEKTY U BepHYI OB
HTTP-otser, 3acraBisomuii 6paysep xeprsbl coBepuints GET-

zampoc Ha https://www.attacker.com.

Open Web Application Security Project (OWASP), ube KOMbIOHUTHU
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3aHUMaeTcs 6e30II1aCHOCTBIO IIPUIIOKEHHUH U KYPHPYeT CITHCOK Ca-
MBIX KPUTUYHBIX Opeliiel B 6e30I1aCHOCTH BeO-TIPUIIOKEHUIH, T10-
MECTHII 3Ty yA3BUMOCTD B CBOM CITMCOK 10 CaMbIX OIIACHBIX YSI3BH-
Mocrelt 2013 roga. OTKpPBITBIE peIUPEKTHI UCIIONIb3YIOT JOBEpHE K
OIIpefieNIeHHOMY JOMEHY, B HallleM IIpUMepe https: //www.google . com/,
4TOOBI 3aMaHUTD )KePTBY Ha BPEAOHOCHBII CAalIT. ITO MOXeET OBITH
HCIIONB30BAHO AT (PUITHMHTOBBIX aTaK, YTOOBI 3aCTABUTH ITOTB30-
BaTellsl IIOBEPUTH, UTO OH BBOAUT CBOM [JaHHBIE Ha caiiTe, KOTO-
pOMy MOKHO JIOBEpSATh, XOTS Ha JieJle OH OTIpaBUIICA OB Ha Bpe-
TOHOCHBIH CaliT. ITO TaK e I03BONAET XaKepaM pacIpoCcTpaHATh
BUPYCHI ¢ BPEIOHOCHOTO caiita unu Kpacts TokeHbl OAuth (aty
TeMy MBI 3aTPOHEM B OHOIN U3 IOCIeMYIOIINX I7IaB).

ITpu moucke ys3BUMOCTEI 3TOTO THIIa CTOUT cMoTpeTh Ha GET-
3aIIpOCHI C ITapaMeTpOM, OTBEUAIOIUM 3a HallpaBlleHUe PeAupeK-
Ta, OTIIPaBlIAeMBbIe C TECTUPYEMOTO caliTa.

Mpumepsl

1. OTKpbITOE NepeHanpaB/ieHMe Npu
ycTaHoBKe TeMbl opopmneHus ansa Shopify

CnoxxHoctb: Huskas

Url: app.shopify.com/services/google/themes/preview/supply-blue?domain_-
name=XX

Ccrinka Ha oruer: https://hackerone.com/reports/101962
ara otuera: 25 HOs16ps 2015
BrinnmauenHoe Bo3HarpaxkaeHue: $500

Ornucanmue:

'https://hackerone.com/reports/101962


https://hackerone.com/reports/101962
https://hackerone.com/reports/101962
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Harmr mepBslit mpuMep — OTKPBITBIM pelUpPeKT, HalJeHHBIN Ha
Shopify, mmatgopme, koTopast MO3BOJSIET ITOIB30BATEISIM CO3MA-
BaTh OHJIAITH-Mara3WHEI A7 Ipofasku Toapos. Ilmardopma Shopify
1103BOJIeT aAMUHHUCTPATOpaM HacTpanBaTh BHEIIHUIT BUJ CBOUX
Mara3uHOB, ¥ OMHHUM CII0COO0M KaCTOMU3AIUH IBIIAETCS YCTAaHOB-
Ka HOBBIX TeM odopmienus. Parnee Shopify mpemocrasmsn Bos-
MOXHOCTbH IIPeAIIpOCMOTpa TeMbI ¢ ucronb3oBanueM URL, xoro-
pbIii BKIIOUan B cebs mapamerp pepupekra. URL mepeapmpecanun
IIOXO0XX Ha CIeMyIOINNH, 1 OTPeaKTHPOBAIl €To I YHTaOeIbHO-
CTH:

https://app.shopify.com/themes/preview/blue?domain_name=example.com/admin

Yacre URL s mpemmpocMoTpa TeMbl 0pOpMIIEHMsT BKIFOYAa
B cebs mapamerp domain_name B KOHI[e CCBUIKHM, M 3TOT Iapa-
MeTp comepxkan apyroii URL, KOTOpHIH HCITOIB30BANICA ISl TIe-
peampecaruu. Shopify He BanuaMpoOBal 9TOT mapaMmerp, Tak YTO
€ro 3HaueHUe MO)KHO ObIJIO MCIIONb30BATh VI [TepeHaIpaBIeHus
JKEpTBBI Ha http://example.com/admin, rge xakep MOT pa3MeCTUTD
PUITHHTOBYI0 POPMY.

BbiBOAbI

He Bce y43BUMOCTH 4BJIAI0TCS CIOKHBIMHU. OTKpBITas
Iepeajipecanisi B JAHHOM Cllydyae IIpOCTO TpeboBa-
Jla u3MeHeHus mapamerpa domain_name Ha BHeII-
HUH CalIT, YTO MOTJIO IPUBECTHU y IlepeHaIIpaBIeHUI0
TIOJIb30BaTeNsd Ha STOT BHELIHUII CaiT.

2. OTKpbITOE NepeHanpas/ieHNe BXoAa B
Shopify

CnoxxHoctb: CpengHsas

Url: http://mystore.myshopify.com/account/login
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Ccrinka Ha oTdert: https://hackerone.com/reports/103772?
HaTta otuera: 6 ne1<a6p;1 2015

BreirmmaueHHoe Bo3HarpakaeHue: $500

Onucanue:

JroT cnyuait 0YeHb MOXOX Ha TepBBIi mpumMep ¢ Shopify, mapa-
metp Shopify He pemmpekTun monp3oBaTess Ha JOMEH, YKasaH-
Hblil B mapamerpe URL, HO BMecTO 9TOro mo6aBJIsi 3HaUeHHe Ia-
pamerpa B KoHel] mopgoMena Shopify. O6pruHO 5TO HCITONB30BA-
70Cch Obl pemUpeKTa MOTh30BaTeNs HA CTPAHUILY 9TOTO Mara3uHa.
ITocie TorO, KaK TOMB30BATEND TOTHHMICA B Shopify, mmardopma
ucmons3yer napamerp checkout_url gms mepenanpasneHus moib-
3oBareis. Hammpumep, eciiu )kepTBa IOCEIaeT:

http://mystore.myshopify.com/account/login?checkout_url=.attacker.com
TO OHa OyZeT IepeHanpasieHa Ha
http://mystore.myshopify.com.attacker.com

KOTOPBIH He siBisieTcs: qoMeHoM Shopify, mockonbky 3akaHYUBaET-
cs1 Ha .attacker.com. DNS wuimer cambliit mpaBbIit JOMEH, . attacker . com
B 9TOM mpuMepe. [Toaromy, koraa Gpaysep IbITAETCs IEPEUTH Ha

http://mystore.myshopify.com.attacker.com

OH TIomajieT Ha attacker.com, koTopsIil He nmpuHamIexuT Shopify
niu myshopify.com.

[Tockonmeky Shopify coemumsan URL marasuHa, B 9TOM ciyuae
http://mystore.myshopify.com, ¢ mapamerpom checkout_url, xa-
KEp He MOT CBOOOOHO OTIIPABUTH JKEPTBY KyHa €My B3IyMAaercs.
Ho xakep MOTr OTIIpaBUTH TIONH30BATENS HA IPYTOil JIOMEH, €CIH
oH 3HaeT, uTo URL peupekTa nMeer TOT 5Ke CaMBbIil TIOTOMEH.

*https://hackerone.com/reports/103772


https://hackerone.com/reports/103772
https://hackerone.com/reports/103772
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BbiBOAbI

ITapameTpsl penupekTa He BCerja OYEBUIHBI,
IIOCKOJIBKY ~ IapaMeTpbl  OyAyT  HMEHOBAThCS
IIO-pa3HOMY Ha DpasHBIX caiTax, HIM [Jaxe B
paMKax OJHOTO caiiTa. B HeEKOTOpBIX Cilydadx BbI
MO)KeTe OOHapyKHUTbh, YTO ITapaMeTpPbl UMEIT MM,
COCTOSIIlee BCETO U3 OMHOTO CHUMBOIA, BPOJE I'= UIH
u=. [Ipu IONCKe OTKPBITHIX PEIUPEKTOB obpaliaiTe
BHUMaHUe Ha mapaMeTpsl URL, koTopble comepskaT
cnoBa URL, redirect, next, # Tak ganee, 1 KOTOpbIE
MOTYT OIpeJeNnsiTh IyTh, II0 KOTOPOMY CaHT
HAIIpaBUT IIONb30BATEIEH.

Kpowme Toro, eciut BbI MOKeTe KOHTPOIHPOBATH JIHILIb
yacTh KoHeuHoro URL, Bo3Bpaliaemoro caiitom, Ha-
IIpUMep, TOIbKO 3HaueHue nmapamerpa checkout_url,
¥ BUAMTE, UTO ITapaMeTp KOMOMHHUPYETCs C 3aXapi-
kokeHHbIM URL Ha 69KeHpe caiiTa, Hampumep, C
URL marasuHa http://mystore.myshopify.com, II0-
mpobyiiTe K06aBUTH creluanbHble cuMBoibl URL,
TaKue, KaK TOYKa MU (@ YTOObI H3MEHUTH 3HAUEHHE
URL u mepeHaIipaBUTh ITOJIb30BATENs HA APYTOH KO-
MeH.

3. Mpome)XyTouyHoOe nepeHanpaBneHme
HackerOne

CnoxxHocTb: CpenHssa

Url: Hepocrymen

Ccrinka Ha oruer: https://hackerone.com/reports/111968°
HMara oruera: 20 gsaBaps 2016

BrinnmauenHoe Bo3HarpaxkaeHue: $500

*https://hackerone.com/reports/111968
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Ormucanue:

IIpomexyTouHas cTpaHHUIIA — TO CTPAHMIIA, KOTOpasl TOKa3bIBa-
eTcs mepef 0KUJaeMbIM KOHTeHTOM. Vcrmonb3oBaHue TaKUX CTpa-
HMI[ — U3BECTHad IIPAKTMKa A 3alUMUThI IIPOTUB YA3BUMOCTHU
OTKDBITOTO PEAMPEKTA, IIOCKONIbKY KaK[AbIIl pas IpH peAUpEKTE
nonb3oBaTend Ha URL BBl MoXeTe ITOKa3bIBATh IPOMEXYTOUHYIO
CTpaHUILy C coolIIeHneM, 00BICHSIOLUINM II0Ib30BATEIN0, UTO OH
IIOKMAaeT HOMEH, Ha KOTOPOM OH HaxoauTcsd. Takum obpasoMm,
€CITH CTPaHMIIA PeNUPEKTa II0Ka3bIBaeT PeifkoByro GopMy JOTHHA
WA TIBITAETCA IIPUTBOPUTBCH MOBEPEHHBIM [OMEHOM, IIONb30-
BaTeNlb Y3HAeT O TOM, Y4TO ObII IIepeHalpaBieH. JTOT MOAXOX
ucronbsayercs HackerOne mpu mepexonme Ha 6ompinHCcTBo URL
BHe caiita HackerOne, HampuMep, mpu mepexoje IO CCBUIKAM B
OTIIPABIIEHBIX OTUETAX. XOTS IPOMEXYTOUHBIE CTPAHHUIIBI MCIIOb-
3YIOTCA I YCTPAHEHUS YA3BUMOCTEN, CBA3aHHBIX C PEAUPEKTOM,
CIIOKHOCTH B TOM, KaK CalThl B3aMMOJENUCTBYIOT APYT C APYyTOM
BCE €llle MOTYT IIPUBECTH K IIEPEXO/y Ha BPEAOHOCHBIE CAMTHI.

HackerOne ucmonssyer Zendesk, cucreMy MOmAep/KKH ITOTH30-
BaTelell, Ha ux nmognoMmeHe. Korga cnegqoM hackerone.com uper
/zendesk_session, mop3oBaTeny IepeHANPABIOTCS C IIaTdop-
Mmer HackerOne na mmatdopmy HackerOne Zendesk 6e3 mpome-
)KYTOYHOM cTpaHHLbL, TockonbKy HackerOne moBepsier cchlikam,
comepkarruMm hackerone.com. Kpome toro, Zendesk mossomser
II0JTb30BATENSIM [IEPEXONUTh Ha ApyrHe akkayHTH! Zendesk c mo-
MOII[bIO TApaMeTpa /redirect_to_account?state= Tak xe 6e3 npu-
MeHEHUs! IPOMEKYTOUHOI CTPAHHUIIBL.

Maxwmyn [xaMai B CBOeM OTYETE OIIMCBHIBAET CleAylollee: OH COo-
3aJT aKKAyHT B Zendesk ¢ MMOOOOMEHOM, http://compayn.zendesk.com,
¥ 0o6aBUII CIIeRyIOLINI Javascript ko B 3aT0IBOK (atiia ¢ ToMo-
1IpI0 penakTopa TeM Zendesk, KOTOPEBIi TO3BOJIIET AMUHKCTpA-
TOpaM HACTPAWBATh BHELIHMUIT BUM uX caiitoB Zendesk:

<script>document.location.href = "http://evil.com";</script>

3mecs Maxmyn mcmons3yer Javascript, uTo6s1 coobIuTh 6payse-
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PV, YTO OH HOJDKEH IepeiTH Ha http://evil.com. [JeTamu paGoTsr
Javascript 3mech onmcaHbl He OYOyT, HO TeT <script> HCIONB3Y-
ercd, 4robpl 0603HauuTh Kom B HTML, documento3HauaeT Bech
HTML-goxkyment, Bo3BpariaeMerit Zendesk u sBnsroniics co-
OeP)KUMBIM CTPAHUIIBL. TOUKM M MMeHa, cleqylomnue 3a document
ABIAIOTCS €ro cBoiicTBaMHU. CBOJICTBA comepKaT MHQPOpPMALHIO U
3HAYEHUSs], KOTOPbIe 160 OMKUCHIBAIOT 00BEKT, YUbUMU CBOMCTBAMU
OHU SIBISIIOTCSI, MJIM MOTYT OBITH MCITOJIB30BAHBI AT M3MeHEHUs
o0bekTa. CBOMCTBO location MOXKET OBITh UCIIOIB30BAHO M1 KOH-
TPOJIS CTPAHMUILbI, KOTOPY BBl BUAUTE B CBOeM Opay3epe, a ITOL-
CBOICTBO href (KOTOpOe SIBIISIETCS CBOMCTBOM location) TiepeHa-
mpasisgeT Opaysep Ha OIpefeNeHHbI cailT. TakuM 06pasom, Io-
CellleHUe CChUTKY IepeHaIpaBull )KePTBY Ha MoagoMeH Maxmyna
Ha Zendesk, uTo 3acTaBuT Gpay3ep KepPTBBI BHIIIONIHUTH CKPHUIIT
Maxmyna ¥ IlepeHaIIpaBUT €ro Ha http://evil.com (o6partute
puumaHue, URL 6b11 0TpeakTUpOBaH Mist YUTAOETbHOCTH):

https://hackerone.com/zendesk_session?return_to=https://support.hackerone.

[TOCKONBKY CChIIKA COREOKUT HoMeH hackerone, mpomexyTouHas
crpaHuna He OyHeT IIOKa3aHa M IIOJB30BATENh HE Y3HAET, UTO
CTpaHMLA, KOTOPYIO OH Iocelnaer, HeGe3omacHa. YTo HHTEpeCHo,
MaxMyn u3HauanbHO omucan 3ty npobnemy Zendesk, Ho oHU He
COWIH €€ BOKHOI U He MMOMETUIN KaK yI3BUMOCTh. [109TOMY OH,
pasyMeeTcsi, IPOJOIDKII HCKATh IIPUMEHEHHE 9TOM YI3BUMOCTH.
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BbiBOAbI

Kax u mpu moucke yA3BUMOCTER, IPUMUTE K CBeLe-
HUIO, UTO KOKIBIN U3 CTOPOHHUX CEPBUCOB, UCIIOIb-
3yeMBbIX CAIITOM, IIPEAICTaBIIsIET COO0I HOBBII BEKTOP
ataku. IIpu 5TOM, yKa3aHHas B IpUMepe ySI3BUMOCTh
ObLITa BO3MOKHA OIIarofapsi COUETAaHUIO MCIIOIb30Ba-
aug HackerOne ¢ Zendesk n 3HAaHMEM 0 TOM, Kakue
MepeHanpaBiIeH s OHY TIO3BOISIOT COBEPIIIATS.

Kpome Toro crout yuecrs, YTO KOr[ia Bl HAXOMUTE
OINOKH U YSI3BUMOCTH, 1O MOMEHTA MX HCIIPABIIe-
HUI MOXET HpOfITPI MHOTO BpCMeHI/I, Hpe)KI[e ueMm
Balll OTYET O HAWAEHHON yA3BMMOCTH IIPOUYMTAIOT,
[IOVIMYT, U Ha HEr0 OTpearupywr. Bor mouemy y
MeHs ecTh rnaBa “OTdeTsl 06 yI3BUMOCTAX , KOTO-
paﬂ OITMCBIBAET AETaAllH, KOTOPI)IC Hy)I(HO BKIIIOUUTH
B OTYET, KaK IOCTPOUTH OTHOLIEHUS C KOMIAHUIMHU
U CONEPKUT OpyTyIo nHopMmauui. Boree Tinarens-
Hasi paboTa, a TaKkKe JeTATH3NPOBAHHOCTD U BEXKIIU-
BOCTH B BaIllleM OTUETE TIOMOKET 00eCITeunTh Oonee
rIIy60KOe IOHMMAaHIE BOIIPOCA TeM, KTO 3aHUMAETCs
BOIIPOCAMH 3aIUTHl HHPOPMALIUH, U KaK CIEICTBUE
60J1ee GBICTPYIO PEAKIIHIO.

Ho HexoTOpbIe KOMIIAaHUH Ha)ke He CMOTPs Ha TO, O
4yéM 51 TOBOpHJ, Oy[yT ¢ BaMM He COrnacHel. Ecmu
3TO TaK, CMeJI0 IIPOJOJDKAMTe KOIaTh, KaK 3TO CHe-
nman Maxmyn. Bsl MojkeTe qoKasaTh CyIlleCTBOBaHUE
peanbHOI yrpo3bl 6e30MaCHOCTH HKCILTyaTalued U
AeMOHCTpaIuell BOSMOKHOCTH 3TOH YSI3BUMOCTH Ha
mere.

NTorn

OTxprITOE IepeHaIpaBIeHHe - HHTepecHas ya3BUMocThb. OHa 1103-
BOJISIET 3II0YMBILIJIEHHUKY IIepEHAIPaBIATh HUUETO He TIO03pe-
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BAIOLIUX JIIOZIEN HA BPEOHOCHBIE caiiThl. HaxoKIeHue sTux ysis-
BHUMOCTEM, KaK TOKA3bIBAIOT IIPHUMEPHI, YacTo TPebyoT Habo-
marenbHOCTH. VIHOT[A mapaMeTpbl peqUpeKTa JIETKO HAWTH 10
nmeHaMm Bpope redirect_to=, domain_name=, checkout_url=, u
nono6HbM. OqHAKO, MHOTIa OHU OYOyT UMETh MEHE OUeBUIHbIE
MeHa, TaKue, KaK I'=, U= U IPyTHE.

JTOT THUT YSI3BUMOCTH TIONIATaeTcsl Ha HCIIONB30BAHUE TOBEPUS,
KOTJIa YKEPTBBI TIOCEIAIOT CANT XaKepa, IyMas, YTO OHM MTOCETSIT
3HAKOMBIH CaiiT. BCTpeTHB MOTEHIIHANBHO ySI3BUMBIE TIApAMETPHI,
TIIATENBHO TMPOTECTUPYHTE UX U MOMPOOYHiTe MOOABUTD CITEIH-
anbHbIe CHMBOIBI, TaKue, KaK Touka, ecnu yacts URL mocrymaer
c 63KkeHpA.

Kpome Toro, mpomexyrounoe mepeHarnpasineHue ot HackerOne
ITOKa3bIBAET BXKHOCTD TOTO, UTO ¥ MHCTPYMEHTHI U CEPBUCHI BeD-
CaTOB MOTYT COOEP)KATh YA3BUMOCTH, U YTO HHOTAA HEOOXOXHMO
IIPOSBUTH HACTOWYMBOCTD, HAIIAJHO JEMOHCTPHPOBATH YA3BU-
MOCTB, TIPEXKIIEe YeM OHA OymeT IpU3HAHA ¥ TIPUHSTA [Is BBIILIATHI
BO3HATPaKIACHUA.



HTTP Parameter
Pollution

OnucaHwue

Vaszsumoctsro HTTP Parameter Pollution, unmu HPP, nassiBaer-
¢ MaHUITyIHPOBAaHHUE TeM, KaK caiiT obpabaTbiBaeT IapaMeTphl,
mony4yaeMble UM B mportecce o6pabotku HTTP-3ampocos. Ya3su-
MOCTb BO3HHMKaeT, KOT[a IapaMeTpbl BHEOPSIOTCI M CUUTAIOTCA
6e30MacHBIMHU YSI3BHMBIM CAHTOM, YTO BefeT K OTKIOHEHHUIO OT
O)KMAEMOTO TIOBeeHUs. ITO MOKET IIPOU3B0ITHU Ha O9KEH/E, cep-
BEpHOII CTOpOHE, Te cepBep caiTa, KOTOPBIH BBI ITocelnaeTe, 00-
pabarbiBaeT HH(YOPMAIIHIO, HE TIOKA3bIBast BaM IIpOLiecC. A MOXKeT
— Ha KIIMEHTCKOH CTOPOHE, Te BBl MOXKeTe YBUETh 3P (PEKT CBOUX
OefcTBUI Ha KIHEHTe, KOTOPhIM OOBIYHO SIBIIsIETCS Balll Opaysep.

CepBepHas yassmmoctb HPP

Korpa BBI menaere 3ampoc K caiiTy, cepBep 3TOTo caiita oopadaTsl-
BaeT 3aIIpoc M BO3BpAIIlaeT OTBET, Kak OblI0 omucaHo B ['mase 1.
B HekoTOpEIX CllydasX cepBep He IIPOCTO BO3BpalllaeT CTpaHUILY,
HO TaK Ke ¥ BBIIIOJIHAET HEKOTOPBIN KO, PyKOBOACTBYSICh HHPOP-
Maruei, momyderHoi smecte ¢ URL, 1o KOTOpoMy BBI IT€peIIn.
9TOT KOX BBHIIIOTHIETCA TOJIBKO Ha CEpBEpe M IIPOLeCC HEBUAUM
IUTs Bac, BB MOYKETe JTUIIb YBUETh OTIIPABIEHHYI0 BaMH HHQOP-
MaIuIo ¥ Pe3yiIbTaT, KOTOPHIH Ioy4yaere B oTBeT. [loCKONbKy BB
He MOXKeTe YBHJETh, KaK (yHKIIMOHUPYET CEpPBEPHBIN KO caiiTa,
cepBepHad ysa3BuMocTb HPP 3aBucuT OT onpeneneHus IOTeHIU-
aIbHO YSI3BUMBIX ITapaMeTPOB U SKCIIEPUMEHTHPOBAHUA C HUMMU.

ITpumep cepseprort HPP: oHa MOXKeT IpoHU30IiTH, eciy Balll 6aHK
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MHHLHUHPYyeT TpaHcep uepe3 CBOM CaKT, KOTOpPhIH paboraeT Ha
ero cepeepax, obpabareiBas mapamerpsl URL. Hamrpumep, BbI Mo-
’KeTe OTIPaBUTb JEHBbIH, 3al0NHUB Tpu 3HaueHus URL: oTkyna,
KyZa ¥ CKOJIBKO BBl XOTHTE OTIIPABUTD, OIIPENEIUB HOMEP CUeTa
OTIIPABUTEIN, HOMEpP CueTa IIONIydyaTeNd U IEPEBOAUMYI0 CYMMY,
B KoHKpeTHOM mopsinke. URL ¢ atumu mapameTrpaMmu, AeNaroliuit
3ampoc Ha Iepesop $5000 co cueta 12345 Ha cueT 67890 MOXKeET
BBITTIAAETD TaK:

https://www.bank.com/transfer?from=12345&to=67890&amount=5000

Bo3MoxHO, 6aHK MOT OBl IIPEAIIONIOKUTD, UTO OH 6yJ:(eT monyvarhb
TONIBKO OJUH MapaMeTp ‘oTKyma”. Ho 4To mpousoiimer, eciu Bbl
OTIIpaBUTE J[Ba, KaK B cienytomiem URL:

https://www.bank.com/transfer?from=12345&t0=67890&amount=5000& from=ABCDEF

dtor URL m3HAaUYabHO CTPYKTYPHPOBAH TaK )K€, KaK M IEPBBIMH,
HO K HeMy [00aBJieH MOIONHUTENbHBIN mapamerp from, xoro-
pBIM ycTaHaBNHMBaeT Apyroi cuer-ormpasutens, ABCDEF. Kak
BBl MOTJIM IIPEAIIONOXUTh, €ClIU NpUIIoKeHue ya3BuMo K HPP,
B3JIOMIIIK CMOXXET COBEpPIIUTH TpaHCPep CO cueTa, KOTOPHIH eMy
He NPHUHAUIEKUT B Clydyae, ecld OaHK [qOBepseT IMOCIegHeMY
nmapamerpy from, KoTopslii oH moydaer. Bmecto mepesoma $5000
co cyeTa 12345 Ha cuet 67890, cepBEpPHBIN KOJ HUCIIOIb3YeT BTOPOM
napameTp u otnpasuT geHbru ¢ ABCDEF nHa 67890.

W xnuentckas u cepepHad ya3sumoctu HPP 3aBucar ot toro,
Kak cepBep BemeT ceOsl IPU TONyUEHUN HECKOIBKUX ITapaMeTpOB
c omHUM u TeM e umeneM. Hampumep, PHP/Apache ucmomns-
3yer mocnenHuii mapamerp, Apache Tomcat ucmons3syer mepBsbiit
mapametp, ASP/IIS ucrons3yer Bce mapaMmerpsl, U Tak maiee. B
pe3yibTaTe, He CyIIeCTBYeT OLHOTO rapaHTHPOBAHHOTO IIPOLIEC-
ca 06paboTKU HECKOJIBKUX OTIIPABIEHHBIX IapaMeTPOB C OMHUM
nMmeHeM H HaxoxmeHue HPP tpeGyer HexoTOporo kxommyectBa
HKCIIEPUMEHTOB, YTOObI y3HATh, KAK UMEHHO paboTaeT cailT, Ko-
TOPBII BBI IIPOBEPSIETE.

XoTs Halll MpUMeEp ITOKa MCIOIb30Bal OUYEBHUHbBIE ITapaMETPHI,
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nHorpa ysassumoctu HPP SBISIIOTCS pe3ynbTaToM CKpBITOTO cep-
BEPHOTO ITOBEAEHN I, KOTOPOE€ MOXKET 6I)ITI) He€ BUOMMBIM OJId BaC
Hanpsmylo. Hampumep, ckaxem, Hamn GaHK IepepaboTan CBOK
crioco6 06paboTKy TpaHCHEPOB U M3MEHHUI CEPBEPHBIN KOI TaK,
uT0GBI OH He puHKUMan mapamerp from us URL, a BMecTo aTOTO
MIPUHUMAJT CITUCOK, KOTOPBII COIEPXKUT B cebe HECKOIBKO 3HaUe-

HHUU.

Ha sror pas Ham 6aHK IpUHUMAeT [Ba ITapaMeTpa: HOMep cyeTa-
mojryyarens M cyMMy IepeBoma. Homep cuera-oTmpaBuTend y
HETO YK€ ecTb. IIpMep CCBUIKM MOKET BBITTIANETH TakK:

https://www.bank.com/transfer ?to=67890&amount=5000

OG6BIYHO CcepBEPHBIN KON [JIsl HAC 3arajlka, HO HaM ITOBE3JI0 U MBI
YKpAaTH YacTh UX UCXOJHOTO KOMA U 3HAEM, UTO UX (COBEPILIECHHO
Y)KACHBIH, TIPOCTO IJIsi STOTO TIpUMepa) CEPBEPHBIN Kox Ha Ruby
BBITTISITUT TaK:

user .account = 12345

def prepare_transfer(params)

params << user.account

transfer_money(params) #user.account (12345) becomes pa\
rams[2]

end

def transfer_money(params)
to = params[0]
amount = params[1]
from = params[2]
transfer(to,amount, from)

end

JTOT KOA co3maeT aBe QyHKIUH, prepare_transfer U transfer_-
money. PyHKIUS prepare_transfer IONy4YaeT MacCHB (CITHCOK)
IIO[l Ha3BaHUEM params, KOTOPBIM COAEPKUT IapaMeTpsl to u
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amount, nonmyuenuble u3 URL. Maccus Oymer BBITIAOETH Kak
[67890,5000], ero 3HAUEHHST TIOMEIIIEHBI MEXKIY KBAOPATHBIMU CKOO-
KaMU U pasfeneHsl 3andToi. [lepsas crpoka QyHKIuM q06aBiser
HOMe] cueTa IOIb30BATENs, KOTOPBIi OBLI OTIPefieNieH paHee, B KO-
Hell MaCCHBa, U B pe3yJIbTaTe II0JIy4aeTCss MaCCHUB [67890,5000,12345],
B 3aT€M OH OTIIpaBIIAeTCs B PYHKIMIO transfer_money.

Brr 3ameTnTe, YTO B OTIIMYMH OT ITapaMeTpoB, MaccuBel B Ruby
He MMEIT MMEH, aCCOUMMPOBAHHBIX CO 3HAYEHHAMH, TaK UTO
KO 3aBHCHUT OT TOTO, YTOOBI BCe 3HAYEHHUS pacCIIONarajluch B
OIIpPENENIEHHOM ITOPAJKE, KOTOPBIM BBITIAOUT TaK: IEPBBIM HIET
HOMEp cueTa-TI0NyJaTels, 3aTeEM CyMMa IePEeBOMa, 1 IOCIEeqHUIA
— HOMEP CYeTa-oTIpaBuUTeNs. B transfer_money 3TO CTaHOBHUTCA
O4YeBUAHO, PyHKIINA HasHAYaeT KaKJoe 3HaueHHe B MacCHBe CO-
OTBETCTBYIOLIEN NTepeMeHHON. HyMepanus sneMeHTOB B MacCuBe
HauuHaeTcs ¢ 0, T03TOMY params[0] cOmep>KUT IepBoe 3HAUEHUe
MaccuBa, KOTOPOe B 3TOM ClIyyae paBHO 67890, 1 Ha3sHaAUaeT €ro
nepeMeHHOII to. [[pyrue 3HaueHHsd Tak Ke Ha3HA4alTCs Iepe-
MEHHBIM B CIIEAYIOIUX ABYX CTPOKAX M 3aT€M 3THU II€pEMEHHBIE
repegaioTcsd QyHKIIUU TpaHCcdepa, KOTopasd He II0Ka3aHa B HallleM
Kofle, HO OHa INPMHMMAET 3HAUYEHUA U OCYIIECTBISIET IIEPEBOJ
IEHET.

B uneane mapamerpst URL Bcerga 6ymyT ¢popMaTupoBaHbI TaK, KakK
oxupgaeTr kox. OgHAKo, B3TOMIIUK MOXKET M3MEHUTb Pe3yJIbTaT
5TOH JIOTHKH, OTIIpaBUB Iapamerp from B params, Kak B cleny-
rorriem URL:

https://www.bank.com/transfer ?to=67890&amount=5000& from=ABCDEF

B sTom cimyuae mapamerp from Tak e BKIIIOYEH B MACCHB params,
TIepelaHHbIN YHKIUHU prepare_transfer, U TOT MacCHB CTaHO-
BUTCA paBeH [67890,5000,ABCDEF], u mo6aBieHue cuera OTIIpaBu-
TEJs yKe TIPEBPATUT €r0 B Takoit: [67890,5000,ABCDEF,12345]. B
pesynbraTe, B QYHKIHH transfer_money, BBI3BAHHOH B prepare_-
transfer, mepeMeHHas from mpuMer TpeTHil IapaMmeTp, OKHAAs
3HadeHHe user.account paBHBIM 12345, HO IIOIYyYHT IIepeaHHOE
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xakepoM 3HaueHue ABCDEF.

KnueHTtckas yassumoctb HPP

C nppyroit cTopoHBI, KiIueHTcKue ya3BuMocTu HPP mospomngior
BHenpaTh napameTrpsl B URL, uTo, B CBOIO ouepenp, oTpaskaeTcs
Ha CTpaHUIlE, KOTOPYIO BUAUT II0TH30BATEIb.

Jlyxa Kaperronu u Credano nu Ilaomna, mBa mccienosarens, pac-
CKa3bIBaBIIME 00 3TOM yI3BUMOCTH B 2009, IPOLEMOHCTPHPO-
BaJIM 3TO IOBEJEHUE B CBOEH IIPE3EHTALIUM, KUCIIONL3Yys Teope-
tuyeckuii URL http://host/page.php?par=123%26action=edit u
CIIEYIOIMAI CEPBEPHBIN KO

<? $val=htmlspecialchars($_GET[ 'par'],ENT_QUOTES); 7>
<a href="/page.php?action=view&par="'.<?=%$val?>."'">View Me\
1</a>

3mech ko reHepupyeT HoBbIN URL, ocHOBBIBadch Ha BBEIEHHOM
nons3oBareneM. CrenepuposanHbilil URL BxitouaeT mapaMeTpsl
action u par, BTopoit onmpenenés nonp3oBaTensckuM URL. B Teo-
peruueckom URL xakep mepemaér 3HaueHwue 123%26action=edit
kak 3HaueHue s par B URL. %26 B URL sBmnsercs 3akogupoBaH-
HBIM 3HaUeHHeM, KOTOpOoe HHTepIpeTHpyeTcs Kak &. Ito qobas-
7deT OOIOJMHUTENbHBIN IIapaMeTp K CreHepHpOBaHHOMY ajpecy
ccpUTKH Ge3 moGaBieHus IBHOTO mapamerpa action. Mcmoms3yit
oHU BMecTO 3T0T0 123&action=edit, 970 6bLTO 6bI HHTEPIIPETHUPO-
BaHO KaK [Ba OTHOENbHBIX IIapaMeTpa, TaK UTO par ObLI0 ObI paBHO
123, a mapametp action 6bu1 Ob1 paBer edit. Ho mockomboky sToT
CaiiT MINET ¥ HMCIONb3yeT TOJIBKO IIapaMeTp par YToObl CreHepH-
poBath HOBbIN URL, mapamerp action OymeT IpOMUTHOPHPOBAH.
Yro6bI 060UTH 3TO, UCTIONB3YETCsE %26, B pe3ynbTare, action us-
HauaJbHO He pacIO3HAETCA KaK OTHENIbHBIN IIapaMeTp, a 3HaueHNe
ImapaMeTpa par CTaHOBUTCS paBHBIM 123%26action=edit.

Tenepy par (¢ & 3aKOOUpPOBAHHBIM Kak %26) OymeT TepemaH B
¢yuxiuo htmlspecialchars. 9ta ¢pyHkuus koHBepTUpYET Crienn-
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aJIbHbBIe CHMBOJIBI Bpofie %26 B MX KogqupoBaHHble 3HaueHns HTML
U %26 craHoBUTCs &. KoHBEpTHpOBaHHOE 3HAUEHUE lajlee CoXpa-
Hiercd B $val. 3aTeM renepupyercsa HOBas CChIIKA C OOABIEHHEM
k 3HavyeHuto href mapamerpa $val. CrenepupoBaHHas CCbUIKA Te-
Iepb BBITTATUT TaK:

<a href="/page.php?action=view&par=123&amp;action=edit">

[Tpomenas 51O, XaKkep cyMel [00AaBUTH JOIIONHUTEIBHBIHN IIapa-
Mmetp action=edit B memeBoit URL, KOTOpBII T MOXET BECTH K ysi3-
BHIMOCTH B 3aBHCHMOCTH OT TOTO, KaK cepBep oOpabaTbIBaeT IIo-
TydeHue JBYX ITapaMeTpoB action.

Mpumepsl

1. KHonku coymanbHbIX cetert HackerOne

CrnoxHoctb: Huskas

Url: https://hackerone.com/blog/introducing-signal-and-impact
Ccrinka Ha oruer: https://hackerone.com/reports/105953*
Hara oruera: 18 mexabps 2015

BrinmnmaueHHoe Bo3HarpaxkaeHue: $500

Onucanue:

B 6more HackerOne ectb ccpunku [y IHIaprHTa KOHTEHTA UYepes
TTONyJIsIpHbIE COLIMANbHbIE CeTH, Takue Kak Twitter, Facebook u
mpouue. ITH CCHUIKHA CO3MAI0T KOHTEHT, KOTOPBI ITOIb30BATEND
MO)KeT OIIyOJIMKOBATh B COLMANBHBIX CETSIX, C 0OPATHOI CCBHLIKOM
Ha OPUTHHATBHEII TTOCT B Oitore. CCHUTKM Ha CO3MaHIE TIOCTOB CO-
[ep)KaT MapaMeTpbl, KOTOPBIE MIPU KITMKE IIEPEHATIPABIISIOT TI0JIb-
30BaTeIns Ha 9TOT ITOCT.

“https://hackerone.com/reports/105953
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O6Hapy)xeHHas ysI3BHMOCTb ITO3BOJISIIA XaKepy MOLCTABUTH APY-
rue mapamerpsl URL B cchuIKy, uTO OoTpasuioch ObI Ha paclia-
pPHUBAEMOIT CChUIKE U MPUBENO OBl K TOMY, YTO CCHUIKA, KOTOPOIL
HOAENNUINCH B COLMANBHOI CeTH, Bena Obl IIPOU3BOJILHBIN CaWT.
carit. [Ipumep, UCIIONB3yeMBblii B 9TOM OT4YéTe 00 YA3BUMOCTHU
BKJIIOYAET CCBHUIKY:

https://hackerone.com/blog/introducing-signal
KyﬂaBaTeNlHO6aBHHeTCHCHeHyKHHee
&u=https://vk.com/durov

Ecnu 651 mocerurenu HackerOne Haxkany Ha 0GHOBIIEHHYIO TAKUM
00pa3oM CCBUIKY, IIBITASICh MOMENUTHCS KOHTEHTOM Yepe3 COLU-
aNbHBIE CETH, BPEMOHOCHASI CChIIKA BBHITIIsENA ObI TaK:

https://www. facebook.com/sharer.php?u=https://hackerone.com/blog/introduc:

Ecnu Ha 0OHOBIEHHYIO TaKUM 00pa3oM CChUIKY HaKanl ObI Toce-
tutens HackerOne, mprrasch OAENUTHCS KOHTEHTOM Yepe3 COLH-
aJIpHbIe CeTH, IOCIeTHHI ITapaMeTp U MMeJ Obl IIPUOPUTET Haf
[IEPBBIM U, COOTBETCTBEHHO, ObUI ObI MCIIONB30BaH B ITyOIHKa-
uuu Ha Facebook. 910 mpuseno 6s1 Kk TOMY, YTO ITOITH3OBATENH
Facebook mpu kinuke Ha ccpiiky Obutu ObI TIEepeHATIPABIEHBI HA
https://vk.com/durov Bmecto HackerOne.

Kpome Toro, mpu mybnmukanuu B Twitter, mpenoxeHHBIN cTaH-
HApTHBIA TEKCT TaKXKe MOT ObI OBITH M3MEHEH. JTO JOCTUTAeTCA
no6aBnenneM &text= B url:

https://hackerone.com/blog/introducing-signal ?&u=https://vk
site:https://vk.com/durov

[Ipu KiIKMKe Ha 9Ty CCBUIKY MOSBUIICS OBbI IOIIAIl TBUTA, KOTOPBII
umen 6b1 TekeT another_site: https://vk.com/durov Bmecro Toro,
4TO IpemocTaBisieT Henesoit moct Ha HackerOne.

.com/durov&text
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BbiBOAbI

ObpaiaiiTe BHHMaHHE Ha CIy4ad, KOTHA CaHThI
TIPUHUMAIOT KOHTEHT U B3aUMOJENCTBYIOT C APYTUM
Be6-CepBUCOM, TAKUM, KaK CANTHI COL[MAIbHBIX Ce-
Ten.

B 5THX cHTyalUsIX MOKeT ObITh BO3MO)KHA OTIIPaBKa
IIepeJaHHOTO COMEP;KUMOT0 6e3 HaIeKalux Ipo-
BEPOK €ro 6e30IaCHOCTH.

2. YBegomneHust 06 otmeHe NnoAnNMUCKA B
Twitter

CnoxxkHoctb: Huskas

Url: twitter.com

Ccrinka Ha ordert: blog.mert.ninja/twitter-hpp-vulnerability®
Hara oryera: 23 aBrycra 2015

BrinnmaueHHoe Bo3HarpaxaeHue: $700

OmnucaHue:

B aBrycre 2015 xakep Meprt Tacku, OTMeHss TOQIIUCKY Ha IOTY-
yeHHe yBefoMIeHu oT Twitter, 3amernn naTepecHsrii URL:

https://twitter.com/i/u?iid=F65428uid=1134885524&nid=22+26

(I coxpaTun ero HEMHOTO Ui KHUTH). BBl 3aMeTHIIN Tapamerp
UID? Oxa3zanocs, uto 370 UID monb30BaTeNbCKOTO aKKayHTa B
Twitter. 3ameTuB 9T0, OH CceNAal TO, YTO, KaK f Ioaraio, caejanu
Obl OOJBIIMHCTBO XaKepoB, OH IombITancs usMeHHTh UID Ha
Uy)KOM U... HUYero. TBUTTEpP BEPHYI OLIHOKY.

*http://www.blog.mert.ninja/twitter-hpp-vulnerability
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MHuorne cpamuce 651, HO MepT 6bUI HaCTPOEH PELINTENHHO U
norrpo6oBai 1o6aBuTh Bropoit mapamerp UID x URL, xoTopsrit
TeIleph BRITTIAAEN TakK (OIATH Ke, 1 COKpaTHII):

https://twitter.com/i/u?iid=F6542&uid=2321301342&uid=11348855248&n1id=22+26

u... YCIIEX! O cymen oTMEeHUTD IOAINUCKY Ha YBEJOMIICHUS IS
apyroro moib3osarens. Okazanoch, Tsurrep 6but ysa3sum Kk HPP
IIpY OTMEHE STOH IOIINCKH.

BbiBOAbI

XoTh ommcaHHE U KOPOTKOe, IIOIBITKM Mepra me-
MOHCTPHUPYIOT B)KHOCTh HACTOMUWBOCTU U 3HAHUM.
Ecnu 661 OH OCTaBUII ITOTIBITKY IIOCITE HEYJAUH C TIOf-
cTaHOBKOM uyskoro UID B kauecTBe eqUHCTBEHHOTO
rapameTpa, MK eciIy ObI OH He 3HaN 00 yI3BUMOCTSIX
tuna HPP, on 651 He monyuni Bo3HarpaskaeHue B 700
JOJLIApOB.

Taxxe, BHMMAaTelIbHO OTHOCHTECh K IlapaMeTpaM
Bpozme UID, xoropere BkmoueHsl B HTTP-3ampocsr,
TIOCKOIIBKY 32 BpeMsS MOUX HCCIE€HOBAHUN s BUIEI
MHOKECTBO OTYETOB, KOTOpBIE BKIIOUATH MAHUILY-
JHpOBaHHE UX 3HAUEHUSIMU U BeO-TIPHIIOKEHNUS [ie-
JIany HeOKUIaHHbIE BEIIH.

3. Twitter Web Intents

CnoxxHoctb: Huskas
Url: twitter.com

Ccpuika Ha otyet: Parameter Tamperting Attack on Twitter Web
Intents®

Hata otuera: Hosi6ps 2015

®https://ericrafaloff.com/parameter-tampering-attack-on-twitter-web-intents
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BreirmmaueHHoe BosHarpakaeHue: He packpbiTo
Onucanune:

Twitter Web Intents mpemocTasnser monams! gyt paboThI € IIOIIb30-
BaTENbCKUMM TBATAMHU, OTBETAMU, PETBUTAMM, TAHKaMU 1 KHOII-
kamu Follow B KoHTeKkcTe CTOpPOHHHX caiiToB. OHH ITO3BOJAIOT
TI0JIb30BaTeIIM B3aUMOMIEHCTBOBATh C KOHTEHTOM [BUTTepa, He
IIOKMMas CTPAHHUIy WIU He TpeOysd aBTOPH30BATHCA B IIPUIIOXKeE-
HHUU IJIs IIPOCTOTO B3aUMOJENCTBU. BOT Kak BBITITIANUT IIPUMeED
TaKOTO IToTIamna:

W Like this Tweet - Google Chrome

(G Twitter, Inc. [US] | https://twitter.com/intent/like?tweet_id=4705005051328921

d M

Like this Tweet?

Jack @jac
n 5 years ago today we started programming Twitter ("twitr" for short).

* 8 days later the first tweet was sent: | mp/19bhrr #twitr

Twitter Intent

Tectupys 3Ty BO3MOKHOCTbH, Xakep Jpuk Padanodd obuapy:xmi,
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4TO BCE UEThIPe THIIA “MHTEHTOB , POJUIOBHMHT [TOIb30BATEIS, TAIK
TBUTA, PETBUT U TBUT, OpuTH ysi3BuMbl K HPP. Twitter cozmasan
KasK[Iplit Takoir “mHTeHT” ¢ momoinpio GET 3ampoca ¢ ucmombso-
BaHUEM I1APaMeTPOB, TIOXOOHBIM CIIEIYFOIIIIM:

https://twitter.com/intent/intentType?paramter_name=paramterValue

dror URL 6ymer Brimouars intentType u omgws unu 6onee mapa-
METPOB C IIapaMH KII0U-3HaYeHHe, HAIPHIMeD, T0JIb30BaTEeIbCKU I
103epHeitM B TBuTTepe u id TBuTa. Twitter 6ymer MCIOMB30BATH
9TH ITapaMeTpbl, YTOOBI CO3[ATh IIOIIAIl MHTEHTA, KOTOPHIi OymeT
ITOKa3aH II0JIb30BATENI0, YTOObI OH MOT JIAMKHYTh TBUT WJIH 3a-
(ONIOBUTSH IIONB30BATEN. DPUK OOHAPYIKHII, UTO €CITH OH CO3[ACT
URL ¢ gByM™Ms mapamMeTpamu screen_name st nareHTa Ha follow,
TO BMECTO ONMHOYHOIO SCreen_name, Bpoje

https://twitter.com/intent/follow?screen_name=twitter&screen_-

name=ericrtest3

TButTep 06paboTaer 3ampoc, OTAAB IPHOPUTET IIPH TeHEpPHPO-
BAaHUM KHOIIKM BTOPOMY 3HaueHMI0 screen_name (ericrtest3), a
He IIepBOMY, a IIOb30BaTeNb, IBITAACH 3a(OIUIOBUTEH OPUIIUAITH-
HBIN akKayHT TBuTTepa, oOMaHeTcs, 3a(DOJIIOBUB BMECTO TOTO
TecToBBbIIT akkayHT Jpuka. [locemenue URL, cosmanHoro dpu-
koM, co3dpact crepyromyo HTML-dopmy ¢ gByms mapamerpamu
screen_name, CTeHepUPOBaHHYI0 69keHIOM TBUTTEpA:

<form class="follow" id="follow_btn_form" action="/intent\
/follow?screen_name=ericrtest3" method="post">
<input type="hidden" name="authenticity_token" value=".\
RS
<input type="hidden" name="screen_name" value="twitter">
<input type="hidden" name="profile_id" value="T783214">
<button class="button" type="submit" >
<b></b><strong>Follow</strong>
</button>
</form>
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TBuTTep moaTAHYMI 6bI HHPOPMAIIHUIO C IIEPBOTO ITapaMeTpa screen_-
name, KOTOprfI aACCOLIMMPOBAH C O(IJI/IL[I/IaJIbeIM aKKayHTOM Tsut-
Tepa, II09TOMY JKEPTBA YBUAUT KOPPEKTHBIN ITPOQUIE ITOIB30Ba-
TeJIst, KOTOPOTO OHA cobupanach 3aOIIOBUTH, TIOTOMY UTO TIEp-
BBIM IIapaMeTp SCreen_name HCIIONb30BaJICA I 3aIlOTHEHUS
IBYX 3HAUeHMI B MoJsax BBoja. OpgHaAKo, IO KIMKY Ha KHOIIKY
)epTBa 3adoitoBuia ObI aKKayHT ericrtest3, moToMy 4To mapa-
MeTp action B popMe HCTIONB30BaT ObI 3HAUEHIIE BTOPOTO SCreen_-
name, nepefganHoe B ucxonusii URL:

https://twitter.com/intent/follow?screen_name=twitter&screen_-

name=ericrtest3

AHaJIOTHYHO, SKCIIEPUMEHTUPYS ¢ UHTEHTaMHU IS JTaWKOB, JPUK
OOHAapy’)KWJI, UTO MO)KET BKJIIOUHTH BTOPOH IlapaMeTp screen_-
name, HeCMOTpsS Ha TO, YTO OH He MMeeT HMKAaKOTO OTHOIIEHUS
K nmaniky tButa. Hanpumep, on mor cosgats URL:

https://twitter.com/intent/like?tweet_id=6616252302978211845&screen_-

name=ericrtest3

HopmanpHbIil Taiik Hy)KHaeTcs NHUIIb B ImapaMeTpe tweet_id, HoO
dpuk BcTaBUI mapaMmerp screen_name B koHer] URL. JIafik Takoro
TBUTA IPUBEN ObI K CUTYAL[UH, B KOTOPOIL KEPTBA ITOCTABUIIA ObI
JTafiK MpaBUIBHOMY TBUTY, HO KHomka Follow, pacmonoxkennas
PAOOM C KOPPEKTHBIM TBUTOM M IpoduieM, Bela Obl Ha HEKOp-
PEKTHBIH ITPOUITb IIONb30BaTeNs ericrtest3.
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BbiBOAbI

9To mOXOXKe Ha NPeAbIAYILIYI0 YSI3BUMOCTb B TBUT-
Tepe, Kacaromytoca UID. HeynusurensHo, 4To Korga
caiT ys3BUM K BelaMm Bpoge HPP, 310 moxeT 65ITh
HMHANKATOpPOM Gollee IITHPOKOH CHCTEMHOM Ipobie-
™Mbl VIHOT[a, eciiu BBl HAXOOUTE MONOOHYH YSI3BU-
MOCTb, CTOUT IIOTPATUTh BpeMs Ha HCCIIeOBaHUE
1aTOpPMBI B LIENOM, YTOOBI YOEXUTHCS, UTO BBl HE
obHapyxuTe (nnu 06HApPYXUTE) APyTHe 0OIacTH, B
KOTOPBIX MOXXHO OyeT HCIIONb30BaTh ITOX0XKMUIA CIie-
HapHuu.

NTorn

Pucku, koropsle oTkpsiBaet ucnonszosanre HTTP Parameter Pollution
CHJIBHO 3aBHUCAT OT [AEMCTBUI, BBHIIIOMHIEMBIX O9KEHIOM caiiTa 1
TeM, Kyja O6yyT OTIpaBIeHbI BpeOHOCHbIE IIapaMeTpHI.

O6Hapy»KeHHe ya3BIMOCTEIl TAaKOTO BU[A OYE€Hb 3aBHCHUT OT JKC-
IIepUMEHTOB, (0JIblIle, UeM APYTHe yI3BUMOCTH, IIOCKOJIbKY [efi-
cTBUs 69KEeHIa caiiTa MOTYT OBITH IIOTHOCTBIO HEU3BECTHBI XaKepy.
Yaie Bcero, McClemys HalMYHe 3TON YA3BUMOCTH, BBl Oygere
HMMETh 0YEHDb MaJIO€ IIPEJCTABIEHNUE O TOM, KaKUe JeMCTBUA IIpH-
HHMMAaeT CepBep IOCIIe TIOyYEeHNs OTIIPABIEHHBIX BAMU JaHHbBIX.

Yepes TpyIHOCTH U OLUINOKH, BBl CMOKETE OOHAPYKUTH TOTOOHBIE
ys13BUMOCTH. CCBITKM Ha COLMATbHBIE CETH OOBIYHO SIBIIAIOTCS
XOPOLINM IIEPBHIM IIIATOM, HO He 3a0bIBaiiTe IPOIOIKATH TOUCKH
u gymats o HPP npu tectupoBaHuu ApYyrux y43BUMOCTEN Bpoae
3aMeHBbI IIapaMeTpPOB.
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