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Why learn AWS?
CHAPTER 2

We live in a world that runs on the cloud,
even if we don't always realize it. From the
movie you watched last night on your
favorite streaming service, to the app you
used to order lunch, to the systems of
banks and hospitals, a huge part of our
digital lives resides on cloud
infrastructures. And the undisputed leader
of that world, the engine that powers
millions of companies, from startups to
global giants, is Amazon Web Services
(AWS).

Learning AWS, therefore, isn't simply about
acquiring another technical skill. It's about
learning the language of the operating
system of the digital age. It's about
understanding how ideas become global
applications in a matter of minutes and
how companies innovate at a speed never
seen before.

But with such a vast universe, why start
specifically with the AWS Certified Cloud
Practitioner certification?
Think of this certification as your universal
passport to the world of technology. It's
the credential that validates to the world
that you understand the fundamentals,
speak the language of the cloud, and are
ready to actively participate in the tech
conversation. Its value is immense,
regardless of your current role or future
aspirations.

If you're looking for your first role in
technology: This certification is the
strongest foundation you can build. It
shows recruiters and hiring managers that
you have the initiative, commitment, and
understanding of the fundamental
principles upon which modern solutions
are built. It's your best cover letter.

If you work in a non-technical role (sales,
marketing, finance, HR, project
management): Have you ever felt lost in a
meeting when people talk about "EC2," "S3,"
or "VPC"? This certification removes that
barrier. It will allow you to communicate
effectively with engineering teams,
understand the cost implications of
technical decisions, and, most importantly,
deliver strategic value that your colleagues
will appreciate. You'll go from being a
bystander to an informed contributor.

Investing your time and effort in this
certification isn't just about memorizing
services and acronyms. It's a strategic
investment in yourself and your
professional relevance for the next decade.
You're about to acquire not just a skill, but a
powerful new perspective on the digital
world.
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Getting to know the exam
CHAPTER 3

The 4 Domains of the Exam

The exam content isn't a random set of questions. It's carefully structured into four
domains, or areas of knowledge. Understanding them is key because it tells you exactly
where to focus your energy.

Domain 1: Cloud Concepts (24% of the exam)
This is where your understanding of the fundamentals is validated. What is the AWS Cloud
and why is it so powerful? It focuses on the advantages, architectural principles,
economics, and overall value proposition of the cloud.

Domain 2: Security and Compliance (30% of the exam)
This is the area with the most weight. AWS takes security very seriously, and expects you
to too. It covers crucial topics such as the Shared Responsibility Model, Identity and
Access Management (IAM), and core services that help protect your infrastructure and
data.

Domain 3: Technology (34% of the exam)
This is the technical core of the exam and the second most important domain. Here we
demonstrate our knowledge of key AWS services, grouped into categories such as
Compute, Storage, Networking, and Databases. This is where we will spend a significant
portion of our study time.

Domain 4: Billing, Pricing, and Support (12% of the exam)
This final domain focuses on the practical aspects of using AWS. It covers how pricing
models work, what tools you have to control and optimize costs, and the different
technical support plans AWS offers.

Note: Pay close attention to these percentages. They indicate that you should dedicate
considerable effort to the Security and Technology domains. In Part II of this book, we'll
use this information to build an effective study plan.
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Designing your
curriculum

CHAPTER 4

After motivation comes organization. A goal without a plan is just a wish, and our goal is
too important to leave to chance. In this chapter, I'll help you build a study plan that fits
your life, your schedule, and your learning pace.

The key to success isn't finding a "perfect" plan, but rather finding a plan you can stick to.
Consistency will always beat sporadic intensity.

The 4 Pillars of a Successful Study

Let's define the activities that will make up our plan. Your entire study time will be divided
into these four pillars:

Theoretical Learning: This is the knowledge acquisition phase. It involves watching the
videos in your main course, reading chapters in this book, or reviewing AWS
whitepapers.

Applied Practice: This pillar is non-negotiable. It's the act of entering the AWS console
and getting your hands dirty. You'll follow the labs in your course; this is how abstract
concepts become real.

Active Review: Watching a video once isn't enough. Active review involves reviewing
your notes, using flashcards, or explaining a concept to someone (or yourself out
loud!). It's the process of transferring knowledge from short-term memory to long-
term memory.

Practice Exams: This is the final and critical phase. Practice exams allow you to gauge
your level, get used to the style of the questions, and, most importantly, identify your
weak areas to strengthen them before the real exam.

Final Tips for a Fail-Safe Plan

Use a Calendar: Block out your study time on your calendar like you would fixed work
meetings.
Be Realistic: A modest plan that you can achieve 90% of is better than a super-
ambitious plan that you abandon in the first week.
Flexibility is your friend: Life happens. If you can't study one day, don't beat yourself
up. Just get back to your plan the next day.
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Domain 1 - Cloud
Concepts

CHAPTER 7

Welcome to the first technical domain. Before diving into the services, we need to lay the
foundation. In this chapter, we'll understand what the AWS Cloud is, why it has
revolutionized the world of technology, and the economic and design principles that
underpin it. Mastering these concepts is crucial, as they form the basis for all the
architectural decisions you'll make in the future.

Benefits of the Cloud

The value proposition of the AWS Cloud can be summarized in a series of benefits that
make it superior to traditional data centers.

Agility: Imagine building with Lego blocks instead of carving from stone. The cloud
gives you pre-built services that you can assemble in minutes. This allows you to
experiment and innovate at an unprecedented speed, reducing the time to launch new
features from months to minutes.
High Availability and Reliability: AWS's global infrastructure is designed with
redundancy. Think of this as having an automatic backup generator for your home. If
the power goes out (a component fails), the generator kicks in instantly and everything
continues running. Applications on AWS can survive failures of individual servers and
even entire data centers.
Elasticity: This is the ability to automatically scale up and down based on demand. It's
like an accordion that expands to play louder when there's an audience and contracts
when the room empties. Your application can get more resources during peak traffic
and release them later to avoid overpaying.
Global Reach and Deployment Speed: With just a few clicks, you can deploy your
application to multiple regions around the world. It's like opening branches of your
business worldwide in an afternoon, allowing you to be closer to your users and offer
them a faster, more localized experience.

Cloud Design Principles

To build well in the cloud, AWS offers the Well-Architected Framework, a set of best
practices. Think of it as the "golden rules" of a good architect. You must understand its six
pillars and differentiate them:
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Welcome to the most important area of the exam. If there's one thing AWS takes more
seriously than anything else, it's security. In this chapter, we'll follow the official exam guide
point by point, but explain each concept and service with a clear analogy so you don't just
memorize it, but truly understand it.

AWS Shared Responsibility Model

This is the most fundamental concept of cloud security. It answers the question: "What
does AWS take care of, and what do I take care of?"

Analogy not to be forgotten: Imagine that you rent an apartment in a high-security
building.

AWS Responsibilities: They are responsible for cloud security. This includes the
security of the building itself: the walls, the roof, the guards at the entrance, etc.
Your Responsibility: You're responsible for security in the cloud. This includes
everything you control inside your apartment: who you give the key to, locking the
door, the contents of your safes, and whether you install an additional alarm.

How Does Responsibility Change Depending on the Service?
In EC2 (Infrastructure as a Service - IaaS): You have the main responsibility. AWS
manages the hardware, but you manage the operating system, patches, and all
security settings for the instance.
In RDS (Platform as a Service - PaaS): Responsibility is more shared. AWS
manages the operating system and database patches. You are responsible for your
data and configuring network rules for accessing it.
On Lambda or S3 (Software as a Service - SaaS): AWS has the most
responsibility. They manage almost everything. Your responsibility is limited to your
data, your code, and the IAM permissions you assign to them.

Domain 2 - Security and
Compliance

CHAPTER 8
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Welcome to the longest and most exciting part of the exam. This is where we'll learn about
the "Lego blocks" used to build cloud solutions. In this chapter, we'll break down the most
important compute, storage, networking, and database services. Let's start with the
basics: how do we interact with AWS?

Cloud Deployment and Operation Methods

Imagine AWS as a factory of incredibly advanced technology. There's no single way to
command it; there are different communication tools, each designed for a different type
of work. 

The Three Ways to Interact with AWS

You have three main methods for accessing and operating AWS services. The exam
expects you to know which one to choose based on the situation.

The AWS Management Console
What is it?: It's the web-based graphical interface. It's the web page you access
with your username and password, full of buttons, menus, and visual assistants.
When to use it: It's perfect for learning, exploring a new service, or performing
one-off operations that you won't need to repeat identically, such as creating your
first S3 bucket or launching a single EC2 instance for a quick test.

Programmatic Access
What is it?: It's a way to "talk" directly to AWS in your own machine language,
without a graphical interface. It's divided into:

i.CLI (Command Line Interface): This is a tool that you install on your computer
and allows you to give commands to AWS by typing commands in a terminal.

ii.SDK (Software Development Kit): These are code libraries in different
programming languages that allow you to use AWS functionalities within your
own software.

iii.API (Application Programming Interface): This is the core AWS system. All
interactions from the Console, CLI, or an SDK are translated into API calls.

Domain 3 - Technology
and Cloud Services

CHAPTER 9
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Welcome to the final technical domain of our training. It may not sound as exciting as
launching a server or training an AI model, but I assure you that understanding costs is one
of the most valued skills for any cloud professional. In this chapter, you'll learn how to
navigate AWS pricing models so you can design solutions that are not only powerful but
also cost-effective.

Pricing Models

AWS doesn't have a single pricing model; it offers a variety of purchasing options so you
can optimize your spending based on your usage patterns.

Compute Resource Purchase Options (EC2)

Imagine you need a car to get around the city. You have several ways to get one:

On-Demand Instances
What are they?: You pay for computing capacity per second, with no long-term
commitments.
Analogy: It's like ordering a taxi or an Uber. You order it when you need it, use it for
as long as you want, and pay for exactly that ride.
When to use them: Perfect for unpredictable, short-duration workloads or for
applications in development and testing, where you don't know how much
capacity you'll need.

Reserved Instances (RIs)
What are they?: You make a 1- or 3-year usage commitment to a specific instance
family in a region, at a discount (up to 72%) compared to the On-Demand price.
Flexibility and Behavior in AWS Organizations:

Flexible RIs can be sold on a marketplace if you no longer need them, and
Convertible RIs allow you to change the instance family during the contract.
In AWS Organizations, the RI discount is shared. If the RI isn't fully used, the
marketing department can automatically take advantage of that discount.

Domain 4 - Billing,
Pricing and Support

CHAPTER 10
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It's time to get your hands dirty! In the previous sections, we built theoretical knowledge.
Now, in this section, we'll put that theory into practice. I'll guide you step-by-step through
creating your account and three fundamental labs you can take within the AWS Free Tier.

The goal is simple: to help you overcome your fear of the AWS console and see for yourself
how powerful and accessible building in the cloud can be. Let's get to it!

Creating your AWS Account

This is the most important chapter of the entire practical section. A poorly secured
account is a gateway to trouble. We'll follow the steps every AWS professional takes when
creating a new account.

Objective: Create an AWS account and apply initial security best practices.

Steps to follow:

The Registration Process:
Go to the AWS homepage and look for the option to create a new account.
You'll need an email address, an account name, and a credit card. Don't worry, the
card is only used to verify your identity, and you won't be charged if you stay within
the Free Tier.
Follow the wizard until your account is active.

Secure your Root User with MFA:
The root user is the "god" of your account; it has absolute power. Therefore, we will
never use it for daily tasks. Its first and most important configuration is to add an
extra layer of security.
Analogy: Enabling MFA is like adding a second high-security lock and alarm to your
front door.
Action: In the console, go to the Identity and Access Management (IAM) service. In
the dashboard, you'll see a list of security tasks. Look for the one that says "Enable
MFA on your root account" and follow the instructions. You'll need an authenticator
app on your phone, such as Google Authenticator or Authy.

Creating your AWS
Account

CHAPTER 1 1
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Objective: Understand the power of serverless computing by creating a simple API that
executes code.

Proposed Architecture:

Steps to follow:
Go to the AWS Lambda service.
Click "Create Function".
Select "Create from scratch."
Give your function a name (e.g., myFirstFunction), choose a runtime like Python or
Node.js, and leave the rest of the options as default. Click "Create Function."
Inside the code editor, you'll see a basic "Hello World" function. Don't change it for now.
Now, go to the Amazon API Gateway service.
Find the option to create an HTTP API and click "Create."
Give your API a name and, in the next step, configure a "Route." Use the GET method
and the /greeting route.
In the next step ("Integrations"), attach the Lambda function you created in step 4.
Review and create the API. Once created, you'll see an "Invocation URL."
Copy that URL, add /greeting (the route you created) to the end, and visit it in your
browser. You should see the "Hello World" message from your Lambda function.

Important: Cleanup! Go back to API Gateway and delete the API you created. Then, go
to Lambda and delete the function.

Lab 3 - Build a
Serverless Function with
Lambda

CHAPTER 14
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This section is your quick reference guide for all the key services covered in this book. Use
it to review concepts, remember the purpose of a service by its logo, or simply to get an
overview of everything you've learned.

Calculation

Visual Glossary of
Services

CHAPTER 18
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