
PETER ENOW 

(240)583-9300 | Penow2007@yahoo.com | Security Clearance Level: Secret 

OBJECTIVE 

Cybersecurity Analyst | Security Operation Center | Cybersecurity Defender 

 

PROFESSIONAL SUMMARY   

United States Military Personnel and Cybersecurity Professional with Secret Security Clearance, 

leveraging over two years of experience as a Cybersecurity Specialist in Military operations, 

intelligence, decision making, planning operation, supervision, and multiple levels of management. 

Has a keen understanding of intelligence processes with ability to solve problems and maintaining 

security, while staying in compliance with policies and practices. Focus in maintaining high levels of 

accuracy, efficiency, and adapting swiftly to new environments and latest technology. Career 

supported by a Bachelor of Science in Chemistry and Certifications in Cybersecurity Technology and 

Networking. Fluent in English and French languages. 

 

SKILLS 

• Risk Assessment & Mitigation    

• Information Security: LAN/WAN/VPN 

• Monitoring & Vulnerability Tools: 

Metasploit, Wireshark, Zenmap, 

OWASP ZAP, SIEM-Splunk, EDR-

Microsoft Defender. 

• Cybersecurity Operations 

• MS Office Suite (Project, Excel, Word, 

PowerPoint, Office Stream) 

• Customer Service  

• Ethical Hacking, Threat Hunting 

• Accountability | Attention to Details      

• Time Management | Critical thinking 

• Leadership | Collaborative & Team 

Player 

• TCP/IP Configuration & 

Troubleshooting 

• Logistics | Planning & Organizing

 

PROFESSIONAL EXPERIENCE 

Information Technology and Operation Supervisor.  

215th US Army.        10/2020-Present 

• Provided critical Command and Control communications to over 1200-Armed forces 

during contingency deployments through system installations, configurations, and complex 

troubleshooting. 

• Performed network traffic analysis using raw packet data, network flow, Intrusion 

Detection System (IDS), and censored clients output from communication network.  

• Installed and managed a broad range of equipment, including servers, firewalls, routers 

running multiple-protocol networks, encryption devices, and cabling systems. 

• Interacted with upper-level management to ensure optimal performance and exceptional 

success rate on all projects. 

• Maintained transfer, hand receipt, destruction, and other records tracking classified 

cryptographic materials. 

• Performed updates, inspections, and computer re-imaging of over 400 computers and 

laptops. 

• Tested Voice Over Internet Protocol in lab environments. 

• Trained over 120 personnel on network operations and configuration, threat analysis and 

mitigation, and general security knowledge. 
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• Oversaw cyber security capabilities, including threat intelligence, vulnerability scanning, 

and network enumeration. 

Water Resource and Petroleum Supervisor. 

 548th US Army.                                                                                            01/2017-10/2020 

• Supervised hydrologic, hydraulic, or water quality modeling. 

• Analyzed storm water systems to identify opportunities for water resource improvements. 

• Conducted and oversaw the conduct of, investigations on matters such as water storage, 

wastewater discharge, pollutants, permits, or other compliance and regulatory issues. 

• Developed strategies for watershed operations to meet water supply and conservation goals 

or to ensure regulatory compliance with clean water laws or regulations. 

• Conducted technical studies for water resources on topics such as pollutants and water 

treatment options. 

• Trained over 250 Soldiers and NATO Allies.  

IT Support Specialist.  

Damar Services Inc. Indianapolis, IN.                                                       04/2016-12/2017 

• Performed application and system troubleshooting to identify and correct malfunctions.  

• Configure routers, cameras, switches, and other IP devices as required by the organization. 

• Reviewed and ensured customers record and database were updated. 

•  Responded to queries in person, over the phone, and through email. 

• Monitored licensing of software, hardware, and validated server backup processes. 

• Assisted supervisor with assigned report in required time, developed new strategies, and IT 

procedures to increase efficiency.  

• Performed responsibilities in accordance with organizational standards, policies, and 

procedures. 

EDUCATION | CERTIFICATIONS 

• Bachelor of Science Degree in Cybersecurity Technology | University of Maryland 

Global Campus. Adelphi, MD. Expected completion date: March 2023 

• Bachelor of Science Degree in Chemistry | University of Yaoundé I. Yaoundé, 

Cameroon  

• Computer Networking Certification- University of Maryland Global Campus 

• Certified Ethical Hacker – CEHV10: Network SN | US Army eLearning. 

• Certified Modern Desktop Administrator Associate - CIO/G-6 NETCOM IA - MD-

100/MD-101 | US Army eLearning. 

• Demonstrated Senior Logistician 

Advanced Leaders Course (ALC) 

• CompTIA Network + Certificate 

• CompTIA Security + Certificate 

 

Volunteer Activities 

• Catholic Church Main Chapel, Fort 

Drum, NY 

• Habitat for Humanity, Indianapolis, IN 

• Army USO, Powidz, Poland

 


