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Can we measure the influence of a training sub-graph on the 
model’s prediction for target triple?
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Future Directions

Can we measure the influence of a training sub-graph on the 
model’s prediction for target triple?

Can we improve the adversarial robustness of KGE 
models to defend them against adversarial attacks?
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