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Foreword

by Paul M. Schwartz

We are all California privacy lawyers or soon will be. California is the state with the largest economy in the United States. Were it an independent country, it would rank as the fourth-largest economy in the world. For companies within the United States and participants in the global digital economy, commercial transactions with California residents are a “must.” As a consequence, all privacy lawyers must be aware of the complex web of privacy and security regulations in the Golden State. Their advice to clients must be based on solid knowledge of California privacy law.

Beyond the economic significance of this state, there is a further and more subtle reason why California privacy law is important. It is due to the role of the “California Effect,” which is a concept that refers to the role of California in setting a national privacy policy agenda.

Data breach notification legislation provides an initial example of the California Effect. Since California enacted the first data breach statute in 2002, all other states have now passed such legislation. In the HITECH Act of 2009, moreover, federal lawmakers required notification for leaks of health care information that falls under the jurisdiction of the Health Insurance Portability and Accountability Act of 1996 (HIPAA). Data breach notification is an idea from California that has swept the nation.

California privacy policy innovations have also had a global impact. In the European Union, the European Commission adopted a regulation in June 2013 establishing a data breach notification obligation for telecommunication companies and internet service
providers.1 More broadly, the General Data Protection Regulation of 2016, which took effect in May 2018, requires data controllers to notify supervisory authorities of data breaches and, in some instances, to inform the parties whose data is leaked.2 As for the rest of the world, according to one estimate, one-third of nations in the Asia-Pacific region have adopted a data breach notification requirement.3

More recently, California has enacted and amended the California Consumer Privacy Act (CCPA). In the words of Lothar Determann, this law “broke with the U.S. tradition of narrowly crafted, harm-based, sector- and situation-specific privacy laws and moved in the direction of omnibus regulation of data processing.” California has taken a decisive step in changing the national conversation around information privacy regulation. As Anupam Chander and co-authors have noted, this law has served as a decisive catalyst for other states.5 In their view, California privacy law represents the efforts of individual norm entrepreneurs who have harnessed the state legislative process to produce the CCPA, which, in turn, has exercised a strong influence of this model on other states.6

During the current era of gridlock in Washington, the role of California is more important than ever. Until recently, the California Effect served as the first part of a regulatory cycle. Typically, after legislative action in this state and perhaps other ones, regulated entities would seek relief through a “flight to Washington.”7 Congress would respond to developments at the state level with laws that, at their best, consolidated, corrected, and improved the initial state efforts at regulation.

5 Anupam Chander et al., Catalyzing Privacy Law, 105 Minn. L. Rev. 1733 (2021).
6 Anupam Chander et al., Catalyzing Privacy Law, 105 Minn. L. Rev. 1733, 1781 (2021).
7 For the classic description of this process, see E. Donald Elliott, Bruce A. Ackerman & John C. Millian, Toward a Theory of Statutory Evolution: The Federalization of Environmental Law, 1. J.L. Econ. & Org. 313 (1985).
Today, however, there is entrenched gridlock in Washington for privacy and other policy areas. Congress is setting new records for its lack of productivity and struggling to carry out the most basic tasks, including, at times, the task of enacting a federal budget. Congress has also been largely silent on the privacy front. Thus, the traditional federal-state cycle for privacy legislation is missing a necessary component due to the general lack of federal inputs into the legislative process. In face of this lack of activity in D.C., state privacy law, in general, and the California Effect, in particular, are more important than ever. In turn, the California legislature has proven eager and able to enact new legislation. As Determann’s *California Privacy Law* demonstrates, the resulting legal approach in the Golden State is both highly complex and notably different from European Union law, which has established the template for most of the rest of the world outside of the United States.

In California and elsewhere in the United States, information privacy law traditionally consisted of a patchwork of sectoral privacy laws. A sectoral law, whether state or federal, typically regulates only a narrow area of the use of personal data processing. The game changer in this regard has been the CCPA, which took effect in 2020. This new California law represents a significant movement towards a European-style “omnibus” privacy statute – at least in certain regards. And, as noted above, this statute already is playing a strong role in catalyzing and influencing other state privacy laws.8

The CCPA broadens the typical approach of federal and state privacy law. It extends the classic sectoral orientation of the United States by reaching more entities than the typical sectoral law and by expanding the set of required fair information practices. It regulates personal information use by for-profit businesses that satisfy one or more of an enumerated threshold list. Its jurisdictional triggers look to whether a company has gross revenues over $25 million; buys, sells, or shares the information of 100,000 or more consumers; or derives 50 percent

---

8 Anupam Chander et al., Catalyzing Privacy Law, 105 Minn. L. Rev. 1733 (2021).
or more of annual revenues through the sale or sharing of personal information.

The CCPA also guarantees an expanded range of consumer rights compared to a typical U.S. privacy law or the preceding regulations in California or other states. Under the CCPA, a consumer has legal rights to access and correct her information; to “port” personal information from one company to another; and to opt-out from processing and from the sale of her personal information. The CCPA also guarantees a right to deletion, subject to certain exceptions, of the personal information that a business stores on a consumer. Further, it prohibits a business from discriminating against a consumer who exercises her rights under the law. The CCPA provides protection for children’s information by prohibiting the selling of personal information of a consumer who is under 16 years of age without consent. Finally, the definition of “personal information” in the CCPA is quite broad—indeed, it reaches more data than even the GDPR.

One of the most important aspects of the CCPA is how it navigates the complicated terrain between anti-discrimination provisions and the permissibility of data sale. The CCPA generally prohibits discrimination against California residents who exercise their interests under the statute, including their rights of access, data erasure and data portability. But regulated companies may provide a different price, rate or quality in their services to a consumer when the difference is reasonably related to the value of a consumer’s data.9 Regulations are currently being formulated to provide guidelines as to when such data trades meet this test. In this area, California is in advance of the GDPR and European law in structuring a privacy-promotive framework for data trade.

As for private rights of action, the CCPA permits this kind of enforcement only as regards its data breach provisions. The CCPA gives the essential role for enforcement to both the California Attorney General and a new entity, the California Privacy Protection Agency. As Determann explains, the California Attorney General has the power to bring civil enforcement actions in court, and the CPPA to bring administrative enforcement actions.10 The law permits significant

---

9 Lothar Determann, California Privacy Law, Chapter 2 §2-4.2.5 (4th ed. 2023).
civil enforcement penalties of up to $2,500 for each violation and up to $7,500 “for each intentional violation.” The CCPA also permits regulated entities to request an attorney general opinion on CCPA compliance.

In Determann’s view, this law places considerable new burdens on businesses. He observes that in its aftermath businesses face a California law that combines the worst aspects of EU and U.S. regulatory approaches; he points to “extremely broad regulation of data processing in the CCPA plus myriad sector-, situation- and harm-specific privacy laws, which overlap with the CCPA.”11 Adding to the high stakes, regulations for the CCPA are still being finalized.

III

A further compliance risk in the United States is that the sheer complexity and volume of different statutes, federal and state, will overwhelm even the most determined privacy lawyer. Determann’s California Privacy Law proves indispensable in navigating this difficult landscape through the depth and clarity of its coverage. Determann carefully reviews California’s requirements for data security, location tracking, online privacy, and, of course, data breach notification. He explains the state’s anti-paparazzi laws and its “Shine the Light” law, which requires mandatory disclosures to consumers when businesses transfer consumer information to third parties for direct marketing purposes.

As a further matter, understanding California law requires setting it in the context of federal law. One of the strongest aspects of Determann’s California Privacy Law is its seamless integration of federal and California privacy law. In myriad areas, it proves impossible to understand one without the other. Health care and financial privacy law alike demonstrate why such an integrated analysis is indispensable. HIPAA, the federal regulation for health care privacy, places numerous obligations on “covered entities,” which include health plan operators, health care providers, employers who operate health insurance plans, and many other parties who have access to electronic health care insurance. HIPAA does not preempt stricter state laws, however, and

California’s Confidentiality of Medical Information Act (CMIA), which predates HIPAA by over a decade, is one such statute. CMIA also extends far more broadly than HIPAA; it covers “[a]ny business that offers software or hardware to consumers, including a mobile application or other related device that is designed to maintain medical information” as a “provider of health care.”12 This state health care privacy statute contains specific requirements for employee health information, as well as detailed obligations for valid authorization for disclosure of health information, including typeface-size requirements.

A similar interplay occurs between federal and state law for financial privacy. At the federal level, the Gramm-Leach-Bliley Act (GLBA) regulates the use by “financial institutions” of the “nonpublic personal information” of consumers. It does not generally preempt state laws that provide greater privacy protection, and California’s Financial Privacy Act (FIPA) does have stricter requirements in certain areas. Unlike the federal law, for example, FIPA requires opt-out notices before information sharing with affiliated institutions. As in California’s CMIA, FIPA also contains highly specific requirements for the mandated forms in which information is to be provided to consumers.

Determann’s California Privacy Law also provides a host of practical suggestions regarding privacy compliance; the drafting of policy policies and other privacy documentation; and achieving risk mitigation. One of the most interesting aspects of the compliance section of this book is the author’s perceptive analysis of consent issues. Pursuant to both Californian and federal statutes, the consent of affected parties is needed before certain specific kinds of personal data use. Under other laws, consent is optional but can release a company from extensive disclosure requirements. Determann points out both the benefits of obtaining consent and the possible risks of such a seemingly risk-averse policy.13 As he notes, consent, once obtained, must be documented and may require authentication steps regarding the identity of the party from whom consent is sought.14 But there can be considerable costs to obtaining consent where it is not strictly required by law. An existing business relationship may be disrupted

12 Cal. Civ. Code § 56.06(b).
if consent is sought. Seeking consent may require development of a process to seek new or additional consent should the terms of processing change.

IV

Privacy lawyers are well advised to keep an eye on developments in Sacramento, the California state capital. Determann’s *California Privacy Law* provides peerless assistance in doing so; it is a tour-de-force guide to the most important state privacy law in the world. It also provides a host of practical advice through dos and don’ts regarding a broad range of compliance issues. Privacy lawyers and practitioners are fortunate to have this up-to-date treasure of insight and advice.

Paul M. Schwartz
*Jefferson E. Peyser Professor of Law*
*Berkeley Law School*
About This Book

In late 2013, I embarked on a new book project, based on suggestions from the publishers of The Recorder (www.therecorder.com), who liked my previously published Field Guide to International Data Privacy Law and asked me to write “a California version.” I was immediately enthusiastic about. The plan and received much encouragement from colleagues, including Chris Hoofnagle at the Berkeley School of Law. As a practitioner, I had been looking for such a book myself and knew how increasingly difficult companies and their counsel have found it to get by without good comprehensive coverage of California and U.S. federal privacy laws. I vaguely knew then that I was in for a lot of work, given the proliferation of privacy-related legislation in California. But, it was not until a few months later, after I had taken inventory of all the relevant laws, that I realized what I was in for. And I knew I needed help.

Luckily, I found enthusiastic and talented volunteers to support my efforts in my current and former privacy law classes. It paid off that I have been teaching privacy law courses since 2003 at four law schools in the San Francisco Bay Area (and was the first to add a course on privacy law to the curriculum of three of these great law schools): University of California, Berkeley School of Law; University of California College of the Law, San Francisco (formally known as Hastings College of the Law); Stanford Law School; and the University of San Francisco School of Law. My research assistants have helped me gather statutes, legislative history, cases, and analyses. Many thanks to all of you! I could not have done this without you. As promised, you receive attribution in the “Acknowledgments” section of this book.
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also available in its 5th edition in English, and twelve other language versions have been released by publishers in Argentina, Belgium, Brazil, China, Egypt, Germany, Hungary, Italy, Japan, Korea, Russia and Turkey.

As I was working on the new editions, I was amazed how much has changed in the privacy field in the last few years. For a compressed summary and a little fun, please check out Privacy Please at www.youtube.com/watch?v=7u0XNVHXzus.

If you have any comments, criticism, supplements, corrections, or other thoughts, please send them to me at lothar@gmail.com. I hope that practitioners will find this book helpful, that scholars or policymakers will find it interesting, and that other legal commentators can build on the materials in this book. I hope that there will be handbooks for other states’ privacy laws soon—let me know, please, if you would like to write one and if I can help.

Lothar Determann
October 12, 2022
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CHAPTER 1

California and U.S. Federal Privacy Law Overview

1.1 Chapter Overview
This book is intended to give businesses, attorneys, privacy officers and other professionals practical guidance on compliance requirements, rights and remedies under California and U.S. federal privacy law.

Companies that have to comply with California privacy law also have to comply with applicable U.S. federal privacy laws, because U.S. federal laws apply in California. The reverse statement (companies subject to U.S. federal law also have to comply with California law) would not be entirely accurate, but it would almost be so, given that most companies are doing or trying to do business in California or with California-based businesses or consumers, given the economic significance of the Golden State. As a result, most major U.S. and foreign companies are trying to comply with California privacy laws and use them as a benchmark, proxy or starting point for compliance with other U.S. laws for reasons further explained in this chapter.

This chapter also addresses the threshold questions of what California privacy law is, when California privacy law applies, who has to comply with California privacy law and how California privacy law relates to other privacy laws.

1.2 California
California is the largest of the 50 U.S. states by population (39.2 million people in 2022)¹ and the third largest by area (after Alaska and Texas). Its economy, the largest in the United States, is so vast that it is comparable to that of many countries. In 2021, the gross state

product (GSP) was about $3.4 trillion, larger than that of all but four countries—the United States, China, Japan and Germany—and ahead of the United Kingdom, France, India, Italy, Brazil, Canada, Korea, Russia, Australia, Spain and Mexico.2

California is diverse and extreme. It has the largest non-white population in the United States, making up 60 percent of the state population. More than 200 languages are spoken and read in California, including more than 100 indigenous languages, making California one of the most linguistically diverse areas in the world.3 California has the highest mountain and the lowest point in the contiguous United States.4 California has the oldest trees on the planet and the latest technologies. The San Francisco Bay Area and Silicon Valley in Northern California are home to many of the world’s largest high-tech corporations, as well as thousands of tech startup companies, many of which work on technologies and business models focused on personal data. Southern California, particularly Hollywood and Los Angeles, are centers of gravity for the film and music industries, as well as the media and paparazzi. The struggle between privacy and data commercialization is front and center in California; it is one of the state’s key dynamics. No surprise then that California is often first in the United States—and sometimes in the world—to adjudicate and legislate on privacy topics.5

The term “California Privacy Law” in the title of this book could have a number of different meanings. It could refer to laws enacted by the California state legislature. It could mean laws made in California (by California or federal government institutions, including regulatory agencies and courts situated on California territory). It could also mean laws applicable or enforceable in California—regardless of where or

by whom the laws are made. Before diving into the topic further, it is worth taking a closer look at these different meanings and angles, to better define the geographical focus of this book.

1.2.1 Laws Made by California vs. Federal Laws

The California government makes laws in its bicameral legislative body (called the “California state legislature” or “California legislature,” consisting of the State Assembly and State Senate), in its courts and in its regulatory agencies (such as the California Public Utilities Commission, which regulates privately owned telecommunications companies). Companies and individuals in California and elsewhere are subject to laws made by the California legislature. For example, companies in other U.S. states and in foreign countries participating in phone calls with persons in California have to comply with laws made in California that require all parties to a phone call to consent to recording.7

A company or consumer in California who wants to know what applicable law requires or what rights it provides cannot look only at laws made in California. This is because California companies and residents are also subject to U.S. federal laws made by the United States Congress in Washington, D.C., and interpreted by courts and agencies situated in California (as in other U.S. states and territories). Companies and consumers in California are also subject to the laws of other U.S. states and of other countries. For example, California companies that place web cookies on computers of Europeans who access websites hosted in California are subject to European laws that require prior consent to cookie placement.8

6 See www.legislature.ca.gov and www.senate.ca.gov.
7 See Kearney v. Salomon Smith Barney, Inc., 39 Cal. 4th 95, 119-21 (2006) (interpreting California statute prohibiting recording of telephone conversation without the consent of all parties to apply to a conversation between one party in California and another in Georgia).
8 See the applicable Directive (Directive on privacy and electronic communications) at 2002 O.J. (L 201) 37, available at http://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32002L0058&from=EN, and an opinion on the applicability of EU data protection laws by the Article 29 Working Group, which is comprised of representatives of the national data protection authorities in the European Union, the European Data Protection Supervisor and a representative of the European Commission (Opinion 8/2010 on applicable law
If one were to define the term “California law” to mean laws that apply to organizations and individuals in California, then “California law” would encompass many laws that are made outside of California. This book is focused on a narrower subset of “California law,” namely, laws made by the California legislature and California courts and agencies. That is how this text uses the term “California law.” Where it is necessary to refer to federal laws or decisions by federal courts in other U.S. states in order to understand laws made by California, this book will mention or summarize these. Even with this narrower focus, the number and scope of laws is too vast to cover in just one handbook, and so this book selects and uses key examples.

1.2.2 Scope and Applicability of California Law

California law applies to persons, companies, activities, things and places in California. Persons and companies in California have rights and obligations under California law with respect to activities and transactions taking place within the State of California. If and to what extent California law applies in cases involving more than one state or country, however, is not always clear. In particular, controversies regarding online privacy often concern multiple jurisdictions. Any company anywhere in the world that collects data from website visitors or mobile app users inevitably connects with some users in California, and needs to determine whether California law applies to its activities and what California law requires. To make this determination, one must identify what activities the California legislature intended to cover (by referring to general principles of statutory interpretation and conflict of law rules in each statute) and what the California legislature has jurisdiction to cover (by referring to jurisdictional limitations imposed by international and U.S. federal law). The following discussion looks first at limitations under international law and then U.S. federal law.

1.2.2.1 Limitations on California Jurisdiction
Under International Law

International law does not address or limit the applicability of California privacy law. As a matter of public international law, California privacy law may apply to companies and persons in other countries, and some California laws do, in fact, apply abroad.

The world is composed of territorial states or countries having separate and unique systems of laws. Historically, the exercise of jurisdiction by a country was limited to people, property and acts within its territory, and to relatively exceptional situations in which a country’s nationals traveled beyond its borders. The power of a country to make and enforce laws ended at its borders, and countries were thought to enjoy exclusive authority to regulate within their borders. As countries and societies opened up and engaged in more global commerce and communications, countries saw an increasing need to regulate activities originating in another country’s territory.

Today, most countries assume authority to regulate activities outside their borders. For example, the United Kingdom enacted the Bribery Act of 2010, which criminalizes the failure of commercial organizations to prevent bribery, in response to cross-border bribery by businesses in the United Kingdom. In order to curb unethical transactions that affect the United Kingdom, the Bribery Act governs companies outside the United Kingdom and applies to activities even if they are performed wholly in another country. Similarly, Russian anti-monopoly law applies to agreements and actions by companies

---

10 See American Banana Co. v. United Fruit Co., 213 U.S. 347, 356 (1909) (“[T]he general and almost universal rule is that the character of an act as lawful or unlawful must be determined wholly by the law of the country where the act is done.”).
12 Bribery Act, 2010, c. 23 (U.K.).
14 Bribery Act, 2010 c. 23, § 3(6)(b) (U.K.).
operating outside the territory of the Russian Federation when such agreements or actions affect competition within its territory. In 2015, Russia enacted a law requiring companies anywhere in the world to store personal data concerning Russians on Russian territory. Similarly, according to data protection authorities in the European Union (EU), any company anywhere in the world has to comply with EU data protection laws if it places a web cookie on a computer of an EU resident. Data protection authorities in Europe have regulatory pursued U.S. companies for alleged non-compliance with the EU General Data Protection Regulation (GDPR). In 2021, plaintiffs in Europe brought a class-action lawsuit in a court in California against a California company for alleged violations of the GDPR, but the California court dismissed the case based on forum non conveniens and international comity grounds.

The United States frequently regulates the activities of overseas corporations through extraterritorial federal laws. The Foreign Corrupt Practices Act, which criminalizes the bribery of foreign officials, applies to foreign corporations whose shares trade in the United States securities market. Title I of the Americans with Disabilities Act, which prohibits employers from discriminating against individuals with disabilities, applies to foreign corporations that employ United States citizens working abroad. The Sarbanes-Oxley Act, which imposes standards for corporate responsibility, provides for United States jurisdiction over foreign accounting firms if they play “a

substantial role in the preparation and furnishing” of accounting statements within the purview of the US Securities and Exchange Commission.24 The United States Bankruptcy Code includes in its definition of the bankruptcy estate all assets of a debtor regardless of whether the assets are located within the United States,25 giving the United States bankruptcy courts jurisdiction over a company’s assets located abroad.

In the arena of U.S. privacy laws, the Federal Trade Commission has clarified that the federal U.S. federal Children’s Online Privacy Protection Act (COPPA) applies to any company anywhere in the world if it collects personal data from children in the United States, and COPPA applies to U.S. companies that collect personal data from children outside the United States.26 Also, under the U.S. federal anti-spam law, persons within and outside the United States are prohibited from sending marketing emails to U.S. email accounts and from harvesting U.S. users’ email addresses from websites contrary to the applicable terms of use.27

Occasionally, governments criticize other governments for overbroad extraterritorial legislation. For example, in 1996, the European Community (EC) retaliated against perceived overbroad U.S. legislation imposing sanctions on Cuba, Iran and Libya by introducing a regulation “protecting against the effects of the extraterritorial application of legislation adopted by a third country, and actions based thereon or resulting therefrom” because the EC

26 See Question B.7, Complying with COPPA: Frequently Asked Questions, Fed. Trade Comm’n, www.ftc.gov/business-guidance/resources/complying-coppa-frequently-asked-questions (“The Internet is a global medium. Do websites and online services developed and run abroad have to comply with the Rule? Foreign-based websites and online services must comply with COPPA if they are directed to children in the United States, or if they knowingly collect personal information from children in the U.S. The law’s definition of ‘operator’ includes foreign-based websites and online services that are involved in commerce in the United States or its territories. As a related matter, U.S.-based sites and services that collect information from foreign children also are subject to COPPA”). See id.
Council believed that “by their extra-territorial application such laws, regulations and other legislative instruments violate international law.”

Based on that European regulation, companies and individuals in Europe could recover damages and invoke sanctions in European courts against companies and individuals residing abroad if the Europeans were held liable outside Europe based on extraterritorial legislation of the United States or other countries. More recently, the EU enacted a regulation to protect European companies doing business with Iran from the impact of US extraterritorial sanctions. Paradoxically, the EU regulation itself applies extraterritorially and demonstrates that the EU countries do not accept limitations on their own ability to enact extra-territorial legislation.

Public international law—the law of nations—governs rights and obligations between countries. Generally, sovereign nations retain the powers of self-governance and do not submit to supranational authorities that can impose laws on them, although there are several prominent exceptions to this general rule. Instead, public international law is created through contracts between countries (also

---


31 Many nations submit jurisdiction over specific trade matters to the World Trade Organization. Similarly, many countries cede jurisdiction to the International Court of Justice over international human rights matters. Finally, the most striking example of an existing supranational legislative body is the European Union; its 27 member states have ceded jurisdiction in a variety of broadly defined areas. See Treaty on the Functioning of the European Union, (EN) No. 26 of Oct. 2012, art. 1, 2012 O.J. (C 326) 47. See also The Council of Europe Cybercrime Convention, http://conventions.coe.int/Treaty/en/Treaties/Html/185.htm; Ian Walden, Accessing Data in the Cloud: The Long Arm of the Law Enforcement Agent, Queen Mary School of Law Legal Studies Research Paper No.
known as “treaties”) and customary international law. Countries create customary international law through consistent practice in recognition of a legal obligation to follow the practice.

Countries tend to acknowledge that their jurisdiction to execute and adjudicate is generally limited to their own territory, which means a country must not send police, marshals or bailiffs to enforce its laws in another country without that country’s consent (e.g., via judicial assistance programs). But countries have not accepted any meaningful geographical limitations on their own jurisdiction to prescribe laws. For example, jurisdiction under antitrust law is often independent from territorial boundaries, as are violations of criminal law. Also, many European countries retain jurisdiction over criminal matters if an element of the offense is committed within the state’s borders. Moreover, many countries have enacted expansive embargoes and extraterritorial trade sanctions laws.


See S.S. “Lotus” (Fr. v. Turk.), 1927 P.C.I.J. (ser. A) No. 10, at 18 (Sept. 7) (The Permanent Court of International Justice stated, “[T]he first and foremost restriction imposed by international law upon a State is that—failing the existence of a permissive rule to the contrary—it may not exercise its power in any form in the territory of another State.”).

James Crawford, Brownlie’s Principles of Public International Law, 456–57 (8th ed., 2012) (discussing the move away from the territorial theory of jurisdiction in international law); ch. 21 (discussing prescriptive, enforcement and adjudicative jurisdiction).

See, e.g., Hartford Fire Ins. Co. v. California, 509 U.S. 764, 796 (1993) (“[I]t is well established . . . that the Sherman Act applies to foreign conduct that was meant to produce and did in fact produce some substantial effect in the United States.”).

See, e.g., United States v. Leiia-Sanchez, 602 F.3d 797 (7th Cir. 2010) (applying racketeering statute to extraterritorial conduct); United States v. Aguilar, 756 F.2d 1418 (9th Cir. 1985) (applying statute prohibiting impersonation of government official to extraterritorial conduct); United States v. Nippon Paper Indus. Co., 109 F.3d 1 (1st Cir. 1997) (applying price-fixing statute to extraterritorial conduct).

Thus, it is difficult to argue or demonstrate that international law imposes meaningful limits on the legislative jurisdiction of the United States over the activities of foreign individuals or companies. As a matter of comity and respect for other countries’ sovereignty, courts, scholars and commentators tend to phrase this less drastically and write, for example, that a country may enact laws that apply extraterritorially concerning “conduct outside its territory that has or is intended to have substantial effect within its territory.” But the concept of “substantial effect” does not draw a clear line or invoke any material limitation in practice.

Public international law does not concern itself with how individual countries—such as the U.S.—allocate jurisdiction between federal, state and local government levels. Therefore, since public international law does not constrain the United States’ jurisdiction to prescribe extraterritorially and also does not address the allocation of jurisdiction within its national system, by extension it does not place any meaningful limits on California’s jurisdiction to prescribe.

1.2.2.2 Limitations on California Jurisdiction Under Federal Law

Unlike international law, U.S. federal law does limit California’s jurisdiction to legislate. In principle, California and other states are free to legislate on any topic, whereas the U.S. Congress may only legislate based on enumerated powers set forth in the United States Constitution. Privacy is not one of the enumerated powers. In practice, however, the U.S. Constitution (through the Supremacy Clause and the Commerce Clause) significantly constrains California privacy law by limiting California’s ability to regulate out-of-state and foreign corporations and persons. The Supremacy Clause provides that the federal Constitution—and federal laws, generally—take precedence over state laws. Where state and federal law conflict, federal law

41 U.S. Const. art. VI, cl. 2.
preempts or displaces state law.\textsuperscript{42} Congress may indicate its intent to preemt state law in two ways: through a statute’s express language (typically in the form of a preemption clause) or through the statute’s structure and purpose.\textsuperscript{43} Where the scope of a statute indicates that Congress intended federal law to occupy the legislative field or where there is an actual conflict between state and federal law, the state law will be invalidated.\textsuperscript{44}

Moreover, where a state law presents an “obstacle to the accomplishment and execution of the full purposes and objectives” of a federal act, it violates the Supremacy Clause.\textsuperscript{45} A state law that interferes with federal policy may be invalidated under the Supremacy Clause. Federal laws have preempted state laws concerning a broad range of issues, including drug labeling;\textsuperscript{46} trade restrictions with foreign countries;\textsuperscript{47} training, testing and licensing of hazardous waste site workers;\textsuperscript{48} and the labeling by weight of packaged foods.\textsuperscript{39} In a privacy enforcement action initiated by the California attorney general against Delta Air Lines, federal law—specifically, the Airline Deregulation Act—was found to preempt application of the California Online Privacy Protection Act (CalOPPA) to commercial airlines.\textsuperscript{50} The Commerce Clause imposes additional constraints on state attempts to regulate out-of-state corporations. The Commerce Clause grants Congress the authority to regulate interstate commerce, as well as commerce with foreign nations.\textsuperscript{51} It also prohibits states from

\textsuperscript{43} See Altria Grp., Inc. v. Good, 555 U.S. 70, 76 (2008).
\textsuperscript{44} See Altria Grp., Inc. v. Good, 555 U.S. 70, 76-77 (2008).
\textsuperscript{46} See PLIVA Inc. v. Mensing, 564 U.S. 604 (2011).
\textsuperscript{51} U.S. Const. art. I, § 8, cl. 3.
passing legislation that improperly discriminates against or unduly burdens out-of-state commerce.52 This principle is often referred to as the implications of the “dormant” Commerce Clause or “negative” Commerce Clause, and a number of rules follow from it. When a state law effectively imposes a tax only on out-of-state products, it violates the dormant Commerce Clause.53 Where a state law provides for different treatment of in-state and out-of-state economic actors, it will be upheld only if it serves a legitimate local purpose and the purpose cannot be achieved through available nondiscriminatory means.54 Even if a state law does not discriminate against out-of-state businesses and attempts to advance a legitimate local public interest, it may be struck down when a court finds that the burden on interstate commerce outweighs the local benefits.55

The Supreme Court has invalidated state legislation under the dormant Commerce Clause on the ground that it regulates extraterritorial corporate conduct. Healy v. The Beer Institute involved a Connecticut law requiring beer companies to post their prices and affirm that these prices were no higher than those in four neighboring states.56 After noting that the “critical inquiry” under the Commerce Clause is whether a state regulation has the practical effect of regulating conduct beyond its boundaries, the court invalidated the statute, reasoning that the Connecticut law had the effect of preventing brewers from engaging in competitive pricing in Massachusetts and elsewhere based on prevailing market conditions.57 The Supreme Court has invalidated state laws on similar grounds concerning a liquor price affirmation scheme58 and communications between out-of-state acquiring corporations and out-of-state shareholders.59

When states attempt to regulate the internet, courts have to consider the dormant Commerce Clause. In one early case, American Library Association v. Pataki, a federal district court reasoned that due to the

internet’s amorphous geography, state laws seeking to regulate internet communications present a high likelihood that an individual will be subject to inconsistent laws by states regulating conduct beyond their borders, which offends the dormant Commerce Clause. Though many courts have followed Pataki, there is no bright-line rule that makes state attempts to regulate the internet per se invalid. As such, there is continuing uncertainty over the appropriate role for states in internet governance. In 2002, a California appellate court upheld a narrow California anti-spam statute after applying the balancing test set forth by the U.S. Supreme Court in Pike v. Bruce Church. A year later, in 2003, the Second Circuit stated that it is “likely that the Internet will soon be seen as falling within the class of subjects that are protected from State regulation because they ‘imperatively demand … a single uniform rule.’” Given that companies collect vast amounts of personal data from residents in many states via the internet, the dormant Commerce Clause may well place limitations on California’s ability to pass data privacy laws that conflict with other states’ laws.

Thus, unlike international law, U.S. federal law does have the potential to impose enforceable and meaningful limitations on California’s ability to apply California privacy law outside California’s border. Privacy advocates, businesses and politicians discuss preemption in the privacy field with great interest.

1.2.2.3 California Conflict of Law Rules

Besides being limited by U.S. federal law, the territorial scope of California laws is also limited by California laws themselves. Some statutes explicitly specify whether they apply only to data or persons in California or to anyone, anywhere. For example, the California wiretap statute, California Penal Code Section 631(a), applies to communications “while the same is in transit or passing over any wire, line, or cable, or is being sent from, or received at any place within this state;” this statute applies to persons acting outside California but only with respect to communications within California;

63 American Booksellers Found. v. Dean, 342 F.3d 96, 104 (2d Cir. 2003).
California Penal Code § 637.7(a), which limits the use of radio-frequency identification devices (i.e., tracking devices), applies only to a “person or entity in this state”); and California Corporations Code Section 25400 provides that it is “unlawful for any person, directly or indirectly, in this state” to commit securities fraud (as defined by the statute). These laws apply only to companies or persons in California.

On the other hand, CalOPPA applies to companies anywhere because it specifies a residency limitation only with respect to data subjects. CalOPPA provides that “any operator of a commercial Web site or online service that collects personally identifiable information through the Internet about individual consumers residing in California who use or visit its commercial Web site or online service shall conspicuously post its privacy policy on its Web site.”65

Similarly, the California Consumer Privacy Act of 2018 (“CCPA”) protects only California residents but requires businesses around the world to comply,66 subject to a convoluted and narrow exception: “if every aspect of the commercial conduct takes place wholly outside of California.” The statute defines that to mean where “the business collected that information while the consumer was outside of California, no part of the sale of the consumer’s personal information occurred in California, and no personal information collected while the consumer was in California is sold.”67

It is not always clear whether a state statute applies to a specific situation. Legal issues often arise that significantly affect more than one state, and courts must determine which jurisdiction’s laws govern a particular dispute. When the laws of two or more jurisdictions conflict, a body of rules dictates their ordering and resolution. These rules are generally referred to as “conflict of laws” rules. Where a statute is silent on its applicability to companies outside the state of California, courts look to legislative intent to determine whether the law applies to foreign corporations,68 as well as general conflict of law rules.

66 See Chapter 2.4.2 of this book.
68 See, e.g., Greb v. Diamond Int’l Corp., 56 Cal. 4th 243 (2013) (California statute allowing dissolved corporations to be sued irrespective of the date of dissolution does not apply to out-of-state corporations); Kearney v. Salomon Smith Barney, Inc., 39 Cal. 4th 95 (2006) (California eavesdropping statute applies to out-of-
Subject to constitutional restrictions, a court will follow a statutory directive of its own state as to choice of law.\(^{69}\) Where there is no such directive, courts may consider a number of factors, including the needs of the interstate and international systems, the relevant policies of the forum, the protection of justified expectations and the basic policies underlying the particular field of law.\(^{70}\)

There is a long-standing presumption in American law that a law does not apply extraterritorially absent legislative intent.\(^{71}\) Historically, the default position was that the statutes of a state have no force beyond the state’s borders.\(^{72}\) Although a state has the power to “legislate concerning the rights and obligations of its citizens with regard to transactions occurring beyond its boundaries, the presumption is that it did not intend to give its statutes any extraterritorial effect.”\(^{73}\) The presumption against extraterritoriality will not be overcome absent a showing of legislative intent clearly expressed or reasonably inferred from the language of the act or from its purpose, subject matter or history.

In the privacy arena, the default is probably the other way around, given the legislative intent to protect Californians from threats to privacy, regardless of where such threats emanate.\(^{74}\) If a California privacy statute is silent on the scope of applicability, California courts are likely to apply the statute to companies outside of the state when the complained-of activity took place or affected persons while they

---

\(^{69}\) Restatement (Second) of Conflict of Laws, § 6 (1971; revised 1986, 1988).
\(^{70}\) Restatement (Second) of Conflict of Laws, § 6 (1971; revised 1986, 1988).
\(^{73}\) North Alaska Salmon Co. v. Pillsbury, 174 Cal. 1, 4 (1916).
\(^{74}\) Cal. Civ. Code, § 1798.81.5(a)(1) states: “It is the intent of the Legislature to ensure that personal information about California residents is protected. To that end, the purpose of this section is to encourage businesses that own, license, or maintain personal information about Californians to provide reasonable security for that information.” The term “business” is defined in Cal. Civ. Code § 1798.80 broadly to mean any “sole proprietorship, partnership, corporation, association, or other group, however organized and whether or not organized to operate at a profit, including a financial institution organized, chartered, or holding a license or authorization certificate under the law of this state, any other state, the United States, or of any other country, or the parent or the subsidiary of a financial institution.”
were within the State of California. But, California privacy laws would probably not be presumed to protect residents of California whose privacy is intruded upon by non-Californian companies while the California resident is physically in another U.S. state or country.\textsuperscript{75}

The California Supreme Court adopted the “governmental interest” approach to conflict of laws issues in 1967, and it remains the chosen method for resolving conflict of law disputes in tort and contracts cases.\textsuperscript{76} The objective of this analysis is “to determine the law that most appropriately applies to the issue involved.”\textsuperscript{77} The governmental interest analysis generally involves three steps.\textsuperscript{78} First, the court must identify the specific state laws that govern the disputed legal issue and determine whether they are the same or different. If there is a difference, the court then examines each jurisdiction’s interest in applying its own laws under the circumstances of the case to determine whether a true conflict exists. If the court finds that there is a true conflict, it must carefully evaluate and compare the nature and strength of the interest of each jurisdiction in applying its own law, thereby determining “‘which state’s interest would be more impaired if its policy were subordinated to the policy of the other state.’”\textsuperscript{79} The court will then apply “the law of the state whose interest would be the more impaired if its law were not applied.”\textsuperscript{80}

In Kearney v. Salomon Smith Barney, Inc., the California Supreme Court resolved a conflict of laws issue pertaining to California’s Invasion of Privacy Act (CIPA).\textsuperscript{81} Clients of Salomon Smith Barney, a nationwide brokerage firm based in Georgia, alleged that employees of the firm had recorded their telephone conversations without their knowledge or consent in violation of California’s eavesdropping

\textsuperscript{75} See Speyer v. Avis Rent a Car Sys., Inc., 415 F. Supp. 2d 1090, 1095-97 (S.D. Cal. 2005) (finding that California’s unfair competition law did not apply to rental car transactions conducted by California residents while they were out of the state).


\textsuperscript{77} Reich v. Purcell, 67 Cal 2d. 551, 554 (1967).


statute.\textsuperscript{82} They filed a class action against Salomon Smith Barney seeking injunctive relief and damages.\textsuperscript{83} The court determined there was a true conflict between the California eavesdropping statute, which prohibits monitoring and recording a telephone conversation without the consent of all parties, and the relevant Georgia statute, which provides that telephone conversations may be recorded with the consent of only one party to a conversation.\textsuperscript{84} Applying the next phase of the governmental interest analysis, the court found that the failure to apply California law in this context would result in a more significant impairment of California’s interest in protecting the privacy of its residents than Georgia’s interest in having its law applied.\textsuperscript{85} Therefore, the California invasion of privacy statute would apply in determining whether the Georgia corporation’s actions constituted an unlawful invasion of privacy.\textsuperscript{86} The court also made clear that out-of-state companies that do business in California are required, as a general matter, to comply with the laws of the state.\textsuperscript{87}

The Kearney precedent is a strong indication that California courts are willing to apply state privacy laws to out-of-state corporations that engage with California residents, particularly where the legislature has made clear its intent to protect and promote their privacy. Although courts resolve conflict of laws issues on a case-by-case basis, companies that operate in California should pay careful attention to California privacy regulations and comply whenever possible. Privacy is a top priority for the California legislature, which processes and passes many privacy-related bills every year.\textsuperscript{88} Where California privacy laws do not have explicit territorial limitations, out-of-state and overseas corporations should assume that they have to comply.

\textsuperscript{88} Cal. Civ. Code § 1798.81.5(a)(1) states: “It is the intent of the Legislature to ensure that personal information about California residents is protected.” See also Chapter 2.3 of this book and Lothar Determann, Diana Francis and Oliver Zee, \textit{New California Privacy Laws}, BNA Privacy & Security Law Report, 10/28/2013, 12 PVLIR 1820.
Courts apply the same conflicts of law tests when addressing cases involving companies outside the United States operating in or affecting California. For example, in Arno v. Club Med, Inc., 89 the 9th Circuit applied California’s three-part governmental interest analysis (as the California Supreme Court did in Kearney) in deciding whether California or French law governed a California resident’s civil claims against a French resort where she was employed.

In summary, companies outside California are subject to California privacy laws if such laws are not preempted by federal law and do not violate the dormant Commerce Clause of the U.S. Constitution, and if the particular California privacy law specifically provides that it shall apply extraterritorially (e.g., because it expressly refers to all companies anywhere or because it specifies territorial limitations only with respect to the location of data subjects). Out-of-state companies are also subject to particular California privacy laws when those laws are silent on the question of applicability and a court finds that California’s interests prevail over other jurisdictions’ potential interests.

1.2.2.4 Enforceability of California Laws Outside California

Even though international law does not place meaningful limitations on a state’s power to prescribe, it does place relatively clear limitations on a country’s or state’s power to adjudicate and enforce. California cannot send its police, judges or other government officials to other countries to enforce California law there. But, other countries may choose to recognize and enforce judgments issued by California courts in the interest of reciprocity and comity, 90 because California also recognizes and enforces foreign money awards (but not injunctions) under the California Uniform Foreign-Country Money Judgments Recognition Act. 91 Some foreign companies are vulnerable to actions

---

89 Arno v. Club Med, Inc., 22 F.3d 1464 (9th Cir. 1994).
91 There are currently no treaties between the United States and other countries guaranteeing the recognition or enforcement of judgments, see Denis Rice, Global Jurisdiction over Privacy, Breach of Security, and Internet Activity, in: Privacy Compliance and Litigation in California § 11.70-1 (looseleaf); Yahoo! Inc. v. La Ligue contre Le Racisme et L’Antisemitisme, 433 F.3d 1199, 1213 (9th Cir.)
by the California government against assets and business interests that these companies have in California. Other companies may feel relatively safe with respect to laws and enforcement actions originating in California because they do not have strong ties to California, and thus enforcement of California laws against them seems unlikely.

Within the United States, courts and agencies of other states in principle must enforce California laws and judgments. The United States Constitution provides that each state in the United States must give full faith and credit to the public acts, records and judicial proceedings of every other state. The Full Faith and Credit Clause is implemented by a federal statute, which provides that authenticated acts of the legislature, records and judicial proceedings of any state are entitled to the same full faith and credit in every court within the United States as they have by law or usage in the courts where they originate. Full faith and credit must be extended to a judgment rendered by a California court or agency even if the action or proceeding that resulted in the judgment could not have been brought under the law or policy of the state applying the California decision.

When a plaintiff seeks to enforce a California or federal privacy law in a California court against an out-of-state defendant, jurisdictional limitations under the Due Process Clause of the Fourteenth Amendment to the United States Constitution come into play. Many California privacy laws apply to companies in other states and


92 U.S. Const. art. IV, § 1.


94 Baker by Thomas v. Gen. Motors Corp., 522 U.S. 222, 232 (1998) (“In numerous cases this Court has held that credit must be given to the judgment of another state although the forum would not be required to entertain the suit on which the judgment was founded.”) (quoting Milwaukee Cnty. v. M.E. White Co., 296 U.S. 268, 277 (1935))).
countries, but a company that is subject to a California privacy law is not also automatically subject to jurisdiction of California courts.95

1.3 Privacy

Privacy is a sweeping, evolving concept.96 Among other values, privacy encompasses freedom of thought, bodily integrity and self-determination, solitude in certain physical spaces (especially the home), control over personal information and reputation and freedom from surveillance, searches and interrogation by the government.97

1.3.1 Rights to Privacy and Data Privacy

For Samuel Warren and Louis Brandeis, the right to privacy is the individual’s “right of determining, ordinarily, to what extent his thoughts, sentiments, and emotions shall be communicated to others.”98 In their groundbreaking article from 130 years ago, “The Right to Privacy,”99 Warren and Brandeis explained that individuals cannot be compelled to express their own thoughts and sentiments (except when upon the witness stand), and even if individuals choose to express their thoughts, they “generally retains the power to fix the limits of the publicity which shall be given them.”

Alan Westin’s Privacy and Freedom100 defined privacy as “the claim of individuals, groups, or institutions to determine for themselves when,
how, and to what extent information about them is communicated to others." Westin distinguishes four states of privacy, specifically: (1) solitude, (2) intimacy, (3) anonymity, and (4) reserve. The first is characterized by separation from the group and freedom from the observation of other persons and is the most complete state of privacy. In the second state, the individual is acting as a “part of a small unit that claims and is allowed to exercise corporate seclusion so that it may achieve a close, relaxed, and frank relationship between two or more individuals.” The third state of privacy occurs “when the individual is in public places or performing public acts but still seeks, and finds, freedom from identification and surveillance.” It also encompasses the situation of publishing ideas anonymously. The last state of privacy for Westin is “the creation of a psychological barrier against unwarranted intrusion; this occurs when the individual’s need to limit communication about himself is protected by the willing discretion of those surrounding him.”

For Charles Fried, privacy is the “control over knowledge about oneself,” not simply “an absence of information about what is in the minds of others.” For Ruth Gavison, privacy pertains to “accessibility to others: the extent to which we are known to others, the extent to which others have physical access to us, and the extent to which we are the subject of others’ attention.” Helen Nissenbaum emphasizes the context of privacy and technology for the integrity of social life.

Julie Inness argues that “‘intimacy’ is the common denominator in all the matters that people claim to be private.” Privacy is “the state of the agent having control over decisions concerning matters that draw their meaning and value from the agent’s love, caring, or liking. These

decisions cover choices on the agent’s part about access to herself, the dissemination of information about herself, and her actions.”111 Anita L. Allen defines privacy as the “inaccessibility of persons, their mental states, or information about them to the senses and surveillance devices of others.”112

Paul Schwartz understands information privacy to result from legal restrictions and other conditions, such as social norms, that govern the use, transfer, and processing of personal data.”113

Susan Freiwald notes that trends to undermine or negate the privacy of electronic communications are “destructive of society’s ability to communicate. . . . If courts do not establish constitutional protections for the electronic communications that are now central to our lives and work, then we will have accorded law enforcement surveillance powers of Orwellian magnitude.”114

In Conceptualizing Privacy,115 Daniel Solove presents general headings that capture recurrent ideas in the field of privacy:

(1) the right to be let alone—Samuel Warren and Louis Brandeis’s famous formulation for the right to privacy;
(2) limited access to the self—the ability to shield oneself from unwanted access by others;
(3) secrecy—the concealment of certain matters from others;
(4) control over personal information—the ability to exercise control over information about oneself;
(5) personhood—the protection of one’s personality, individuality, and dignity; and
(6) intimacy—control over, or limited access to, one’s intimate relationships or aspects of life.

114 Susan Freiwald, First Principles of Communications Privacy, 2007 Stan. Tech. L. Rev. 3. at #30 and #34.
The Supreme Court has stated that it is up to the states to protect a person’s general right to privacy—the right to be let alone by other people.116 Other federal jurisprudence describes privacy as the right of an individual “to be free from unwarranted governmental intrusion into matters so fundamentally affecting a person….”117 The Fourth Amendment protects “privacy against certain kinds of government intrusions,”118 namely, those that intrude on reasonable expectations of privacy.119 In his famous Olmstead dissent,120 which has been cited or referred to repeatedly in various cases121 tackling privacy and the Fourth Amendment, Justice Brandeis declared that the makers of the Constitution:

[...]

The privacy right involves at least two different kinds of interests: “[O]ne is the individual interest in avoiding disclosure of personal matters, and another is the interest in independence in making certain kinds of important decisions.”122

Paul Schwartz notes that “[i]nformation privacy can . . . be distinguished from ‘decisional privacy,’ which, for example, was at stake in the Supreme Court’s decision in Roe v. Wade. The focus of decisional privacy is on freedom from interference when one makes certain fundamental decisions, including those concerning reproduction and child-rearing. In contrast, information privacy is concerned with the use, transfer, and processing of the personal data generated in daily life. Decisional and information privacy are not unrelated; the use,
transfer, or processing of personal data by public and private sector organizations will affect the choices that we make.”

California case law similarly recognized these two distinct classes of privacy interests: (1) the “interest in precluding the dissemination or misuse of sensitive and confidential information (‘informational privacy’);” and (2) the “interest in making intimate personal decisions or conducting personal activities without observation, intrusion, or interference (‘autonomy privacy’).”

1.3.2 Data Protection, Data Privacy and Data Security

The terms “data privacy” and “data protection” are often used interchangeably, in particular in the context of comparisons of Anglo-Saxon data privacy laws and continental European data protection laws. Actually, the two terms and legislative concepts have quite different origins and purposes. Data protection is about protecting individuals (the data subjects) from the effects of automated data processing. Data privacy, by contrast, is about protecting individuals’ communications from intrusion.

Under European data protection laws, the default rule is “verboten” (German for “forbidden”). Companies are generally prohibited from processing personal data, unless they obtain consent from the data subjects or they find an applicable statutory exemption. European data protection laws are first and foremost intended to restrict and

126 Governments are also subject to restrictions on data processing under national European data protection laws, but details vary from country to country. In 2014, people in Europe reacted with outrage to revelations about large-scale surveillance regarding electronic communications by the United States National Security Agency (NSA) and European intelligence services. Yet, the EU Data Protection Regulation continues largely to exempt data processing for national security purposes, due to different views in the 28 EU member states on this topic. See Lothar Determann and Karl-Theodor zu Guttenberg, On War and Peace in Cyberspace: Security, Privacy, Jurisdiction, 41 Hastings Const. L.Q., 1, 13 (2014).
reduce the automated processing of personal data—even if such data is publicly available.

One key feature of European-style data protection laws is a data minimization requirement: Companies are prohibited from collecting, using and retaining data, unless they obtain consent or have another compelling reason to process the data. And, companies are required to minimize the amount of data they collect, the instances of processing, the people who have access and the time periods in which they retain data. In practice, many companies in Europe collect and process personal data as much as their competitors in other parts of the world. European data protection laws provide for exemptions, and data subjects grant consent to allow this. But, a general hostility to personal data processing and databases in European data protection laws is important to keep in mind for purposes of understanding and applying European data protection laws. That posture may help explain why European companies do not lead in information-driven economy sectors, such as electronic commerce, cloud computing, software-as-a-service and social networking, where much of the innovation and market leaders come from the United States and, increasingly, Asia.

California, the United States and many countries outside of Europe, by contrast, generally allow data processing. Instead, their focus is on data privacy. Data privacy laws are primarily intended to protect individuals from intrusion into seclusion and interception of confidential communications. Given this focus, individuals are usually not protected, unless they have a reasonable expectation of privacy in a particular situation or unless some other policy justifies protection.127 Companies can—and frequently do—vitiate such expectations of privacy by notifying individuals of the companies’ data collection and processing activities (e.g., in employee handbooks, website

privacy statements and in-store warnings about security cameras). Individuals receive some protection in the sanctity of their homes, for example, but communications and activities outside receive little or no protection (e.g., information in public records, records shared with third parties, photos taken in public, audible phone conversations in public, postings on the internet or via social networking platforms, etc.). Instead of enacting one comprehensive data protection law, Congress and state legislatures have enacted numerous sector- and threat-specific laws on the federal and state level to address specific concerns about data privacy narrowly and without too much collateral damage to freedom of information and technological progress.

More recently, legislatures around the world have started to supplement data privacy laws with sectoral data security laws. These laws aim to protect individuals from specific harms resulting from unauthorized access to personal information, in particular, identity theft (e.g., criminals using someone’s personal data to acquire or charge credit cards). Examples include data security breach notification laws (California passed the first law in 2002, with most U.S. states and many countries following suit thereafter), detailed prescriptions regarding technical and organizational measures to protect health information in the Health Insurance Portability and Accountability Act (HIPAA) and U.S. state laws in California, Massachusetts, Nevada and New York requiring the encryption of certain data in certain circumstances.

In line with common language usage and in the interest of simplicity, this book will use the term “data privacy” collectively for data

128 See, e.g., In re Yahoo Mail Litig., 7 F. Supp. 3d 1016, 1028-32 (N.D. Cal. 2014) (holding that by agreeing to terms of service, email service provider’s users had explicitly consented to provider’s practice of scanning and analyzing emails, therefore barring their claim under the federal Wiretap Act).

129 See, e.g., Evens v. Superior Court, 77 Cal. App. 4th 320, 324 (1999) (holding that teacher had no reasonable expectation of privacy in her communications made in the classroom); United States v. Standefer, No. 06-CR-2674-H, 2007 WL 2301760, at *3 (S.D. Cal. Aug. 8, 2007) (“There is no reasonable expectation of privacy in financial records such as checks, deposit slips, and financial statements maintained by third party institutions such as banks, because a depositor takes the risk, in revealing his affairs to another, that the information will be conveyed by that person to the Government.” (internal quotations omitted)).

protection, data privacy and data security, except where differentiation matters.

1.3.3 Property

Data privacy laws are not concerned with property rights. Under property laws, persons can own real estate, chattels, intangibles or other items and be entitled to exclude others from use of or access to such items. Property rights are intended to incentivize farmers to invest in land and authors to invest in the creation of original works. Owners may or must obtain deeds and register their property rights with land registries, the Patent & Trademark Office, the Copyright Office or other agencies. Property owners can grant exclusive or non-exclusive licenses or transfer their property rights.

Data privacy laws are not intended to give incentives to data subjects to make investments or derive profits from personal data. Data privacy laws also do not contemplate that rights can be registered, licensed or transferred. Data subjects can grant consent to allow use of their personal data, but they cannot assign or transfer ownership to new owners. Data subjects can prohibit companies from collecting or using personal data under certain circumstances, but not with the objective of granting exclusive exploitation rights. The remedies and effects of privacy laws can resemble property laws under some circumstances. But, privacy laws are not only enforced by data subjects, but also by regulators (which would not normally concern themselves with the enforcement of individual property rights). For example, the Federal Trade Commission or state attorneys general may sanction companies that violate consumer privacy laws with fines, due to the public interest in preserving privacy and human dignity.

Talk about informational self-determination and proposals for property law regimes to protect privacy sometimes give people


the idea that they own personal data about themselves. But, it is a fact is that no one owns facts. Factual information is largely excluded from intellectual property law protection. Copyright law protects only creative expression, not factual information. Trade secret law protects information that companies keep secret if such information derives an economic value from being secret. Personal information about individuals can be kept secret and protected under trade secret laws if it has an independent economic value due to being secret. When social media companies and other online service operators aggregate information about usage and user preferences, it is the companies that can claim trade secret ownership rights in such aggregate information, not the individuals (the data subjects) to whom the information pertains. Also, databases with content and personal information can be protected under European database laws and U.S. state laws on appropriation.


134 See, e.g., 17 U.S.C., § 102(b) (“In no case does copyright protection . . . extend to any idea, procedure, process, system, method of operation, concept, principle, or discovery . . . .”); Publications, Inc. v. Rural Tel. Serv. Co., Inc., 499 U.S. 340, 347-48 (1991) (holding that “all facts—scientific, historical, biographical, and news of the day” are part of the public domain and are not copyrightable because they do not owe their origin to an act of authorship as required by Article I, § 8, cl. 8 of the U.S. Constitution for protection) (citations omitted).

135 See, e.g., Cal. Civ. Code, § 3426.11.


137 See, e.g., National Basketball Ass’n v. Motorola, Inc., 105 F.3d 841, 852-54 (2d Cir. 1997) (discussing the merits of a “hot news” misappropriation claim in the context of the unauthorized electronic delivery of near-real-time professional basketball statistics) (citations omitted); United States Golf Ass’n v. Arroyo Software Corp., 69 Cal. App. 4th 607, 611-12, 618 (1999) (discussing California’s common law misappropriation as applicable to the unauthorized use of golf handicap formulas that were developed through intensive data collection and analysis); Board of Trade City of Chicago v. Dow Jones and Co., 439 N.E.2d 526, 537 (Ill. App. Ct. 1982) (applying Illinois’ common law misappropriation to the unauthorized use of the Dow Jones Index and Averages as a trading vehicle); Restatement (Third) of Unfair Competition, § 38 (1995); Jane C. Ginsburg, Copyright, Common Law, and Sui Generis Protection of Databases in the United States and Abroad, 66 U. Cin. L. Rev. 151, 157 et seq. (1997).
1.3.4 Freedom of Speech and Information

Privacy rights can complement the rights to free speech and information. For example, people can speak more freely when they can remain anonymous or at least hide or obscure their identities. But privacy rights can also directly conflict with rights to free speech and information, for example, in the context of defamation claims or “rights to be forgotten,” which are aimed at restricting dissemination and access to information. Both rights have to be balanced. In balancing conflicts between freedom of speech and privacy, California—and the United States, more generally—tend to give greater weight to freedom of speech and information than any other jurisdiction in the world.

While technology innovators in the United States are working hard to be remembered, European politicians are obsessed with a “right to be forgotten.” This makes for quite a symbolic illustration of the transatlantic divide with respect to innovation in the information age.

In 2014, the Court of Justice of the European Union (CJEU) issued a ruling granting EU citizens a limited “right to be forgotten.” The case, which concerned a Spanish lawyer, Mario Costeja González, requires search engines to consider requests from EU citizens to remove links to web pages resulting from a search for their name where search results

138 See EU Proposes ‘Right To Be Forgotten’ By Internet Firms, BBC News (Jan. 23, 2012), http://www.bbc.co.uk/news/technology-16677370 (discussing the EU’s proposed regulation requiring firms to delete data about users upon request if there are no “legitimate grounds” for the data to be kept); Bruno Waterfield, ‘Right To Be Forgotten’ Proposed By European Commission, The Telegraph (Nov. 5, 2010), http://www.telegraph.co.uk/technology/news/8111866/Right-to-be-forgotten-proposed-by-European-Commission.html (quoting Viviane Reding, the European Commissioner for Justice, Fundamental Rights and Citizenship at that time: “Internet users must have effective control of what they put online and be able to correct, withdraw or delete it at will . . . . [T]he right to be forgotten is essential in today’s digital world.”); Joseph Turow, et al., Americans Reject Tailored Advertising and Three Activities That Enable It, SSRN Electronic Journal (Sept. 2009), available at https://www.researchgate.net/publication/228204611_Americans_Reject_Tailored_Advertising_and_Three_Activities_That_Enable_It (reporting that in a random survey of 1,000 American adults, 92 percent believed that there should be a law requiring websites and advertising companies to delete all stored information about an individual, if requested to do so).

“appear to be inadequate, irrelevant or no longer relevant, or excessive in relation to those purposes and in the light of the time that has elapsed.” In just the first five months following the ruling, Google alone processed more than 140,000 removal requests related to 491,000 links.140

The 2014 CJEU judgment as well as the subsequent codification of the “right to be forgotten” in Article 17 of the European Union’s General Data Protection Regulation (GDPR)141 stands in stark contrast to decisions by U.S. federal courts with respect to search engine results. U.S. federal courts have uniformly held that search results are protected by the First Amendment and that individuals do not have a cause of action against search engine operators based on the inclusion or removal of search results pertaining to them.142 Therefore, search engine operators cannot be compelled under U.S. federal or California privacy laws to modify, include or delete search results. In 2019, the CJEU clarified that a search engine provider may limit the removal of search results to pages visible from the territory of the European Economic Area and does not have to censor search results visible to users in the United States or other countries.143

In his dark vision of Nineteen Eighty-Four, which has influenced the development of privacy law and policy, George Orwell described

a government obsessed with constantly rewriting history, causing facts to be forgotten and controlling citizens’ memories.\textsuperscript{144} In most constitutions around the world, the right to free speech and information is protected against government interference.\textsuperscript{145} According to Article 17 of the GDPR,\textsuperscript{146} effective May 25, 2018, politicians and other data subjects can demand that information about themselves be deleted from internet search results, websites or others’ social media accounts on the grounds that the information is no longer relevant or needed.\textsuperscript{147} In the aforementioned case concerning Mario Costeja González, the CJEU had already created such a “right to be forgotten” before the legislative process was completed. Under the GDPR, various government authorities in the EU are now empowered to censor free speech and curb rights to information.\textsuperscript{148}

\footnotesize
\begin{itemize}
\item \textsuperscript{144} See George Orwell, \textit{Nineteen Eighty-Four} (1949).
\item \textsuperscript{145} E.g., Constitution of the Republic of South Africa, 1996, Ch. 2, § 16(1)(b) (granting freedom of expression and freedom to receive or impart information or ideas); Bundesverfassung [BV] [Constitution] Apr. 18, 1999, SR 101, art. 16 (Switzerland) (granting the right to free expression and the right to receive, gather and disseminate information from generally accessible sources); Saligang Batas ng Pilipinas [Constitution] 1987, art. III, §§ 4, 7 (Philippines) (granting the right to freedom of speech and expression, and the right to information on matters of public concern). See generally Lothar Determann, \textit{Kommunikationsfreiheit im Internet: Freiheitsrechte und gesetzliche Beschränkungen} [Freedom of Communications on the Internet] (1999).
\item \textsuperscript{146} Regulation 2016/679 of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation), Official Journal of the European Union, May 4, 2016, L119/1.
\item \textsuperscript{148} During the 2012 Symposium of the Stanford Technology Law Journal on “First Amendment Challenges in the Digital Age,” (see \textit{Symposium 2012: First Amendment Challenges in the Digital Age}, Stan. Tech. L. Rev., https://law.stanford.edu/stanford-technology-law-review-stlr/stlr-past-symposia/#slsnav-2013), Professor Franz Werro argued for a right to be forgotten in reference to an incident that had recently occurred in Switzerland: a bank robber served a long prison sentence, then started a new career and became a successful businessman. Many years later, a journalist tracked him down and reported on his past, putting his new existence in jeopardy. Professor Werro argued that the ex-convict-turned-successful-businessman had a right to have his past forgotten. I argued against such a right by pointing to the right of the public to remain informed, and the value of this particular story for
\end{itemize}
California enacted a much narrower law requiring operators of online platforms to enable minors to remove their own social media posts, which most operators already allow, for minors and adults alike.\textsuperscript{149} It is not yet settled whether today’s children will want or need a right to be forgotten as they grow up. Former Google CEO Eric Schmidt has suggested that today’s children may have to change their names when they turn 30, to have their pasts forgotten and to dissociate themselves from all the sensitive, potentially embarrassing information that they and their friends published on social media sites.\textsuperscript{150} But perhaps, instead, social media will foster tolerance, and soon there will be so much embarrassing information about everyone online that society will learn to accept the fact that youngsters may be wild and take extreme views. Maybe once our children turn 30, society will have become less hypocritical and accept that young people have a right to change their views. Then, hopefully, no one has to wish to be forgotten, hide their past or change their name.


1.4 Law

The United States Congress enacts U.S. federal laws, as contemplated by the U.S. Constitution, which allocates specific subject matter areas to federal legislative jurisdiction. To the extent the U.S. Constitution does not provide for federal legislative jurisdiction, California and other states are generally empowered to make laws.151

In California, as in other states in the United States, the state legislature, as well as courts and administrative agencies make law. Statutory laws are rules enacted by legislatures, addressing situations generally and in the abstract. They differ from judgments of courts and adjudicatory rulings by administrative agencies, which address a defined set of facts relating to specific cases, controversies, parties, individuals or companies.152 The California legislature makes new law in statutes and also codifies court-made law, including, for example, the privacy torts.153 In the California Civil Code, the California legislature clarifies that it does not mean to ossify the common law through codification, and California courts shall remain in charge of further developing common law.154

As companies develop and apply their policies and practices regarding personal data, they need to take account of more than general, statutory laws. Companies also must take into account practices of competitors, court cases involving other companies, general guidance from executive agencies, regulatory enforcement

151 U.S. Const. art. I, § 8 and Amendment X.
152 See U.S. Const. art. III, § 2; Arizonans for Official English v. Arizona, 520 U.S. 43 (1997); Renne v. Geary, 501 U.S. 312 (1991). See Samuel W. Cooper, Considering “Power” in Separation of Powers, 46 Stan. L. Rev. 361, 387 (1994) (“Legislative power is the power to decree a result but not to implement it. It is the power to create a new policy, either general or specific, and present that policy to those charged with its implementation.”); 16A Am. Jur. 2d Constitutional Law § 261 (“Resolving specific controversies between parties, declaring the law, and ensuring the orderly and effective administration of justice are core judicial functions protected by the separation of powers doctrine.”).
actions, self-regulatory industry initiatives, public opinion and customer expectations.

If enough companies follow a certain practice, then this course of dealing can become legally relevant. Courts or regulators may look to industry practices to determine what exactly the term “reasonable” in a privacy statement or statute means. Customers may also adjust their demands and refer to “standard practice” or “best practices” in procurement terms and requests for proposals. Individuals may develop privacy expectations that companies may have either to honor under various laws or negate via privacy notices. Also, smaller companies tend to find comfort in the fact that larger companies follow a certain practice, hoping that this will keep the smaller company relatively safe from challenges by regulators and class-action plaintiffs’ firms, which tend to target bigger players or deeper pockets first.

Given the relatively recent advent of privacy laws and rapid changes in this area, attorneys and other professionals often find it difficult to determine what the law is on a particular point and frequently refer to “best practices” as a surrogate to justify decisions on privacy topics. This can cause companies to do more or less than they are required to do by applicable laws. Following recommendations that someone calls “best practices” can easily result in missed business opportunities or exposure to liability. Different companies have different interests and operate in different circumstances. Each has to determine for itself which practices are best in a particular scenario.

For these reasons, although it is generally advisable to monitor and consider industry standards and “best practices,” it is also important for every company to recognize that practices are not laws and that the “best practices” are what works best for you and your company.

1.5 California and U.S. Federal Privacy Law Summary

1.5.1 Scope
As discussed earlier, this book focuses on California and U.S. federal laws that are intended to protect individual data privacy. California

155 See Chapters 1.2 and 1.4.
privacy laws can also apply to companies in other U.S. states and
countries, and companies in California have to comply with foreign and
U.S. federal privacy laws, subject to conflict of law and jurisdictional
rules that are summarized in this chapter.

**1.5.2 Terminology**

Terminology and definitions in California and U.S. federal privacy
laws are varied and disparate. For example, a number of California
statutes use the term “personally identifiable information” but define
it differently. In the California Civil Code, one can find different
definitions of similar-sounding terms like “personal identification
information,” “personal information” and “personally identifiable
information.” Within the California Consumer Privacy Act

---

157 Cal. Civ. Code § 1747.08 (the Song-Beverly Credit Card Act uses the term
“personal identification information,” which courts have interpreted to cover
any information relating to a person, even a zip code, see Pineda v. Williams-
Sonoma Stores, Inc., 51 Cal. 4th 524, 530 (2001)). The statutory definition in
Cal. Civ. Code § 1747.08(3)(b) states: “For purposes of this section ‘personal
identification information,’ means information concerning the cardholder,
other than information set forth on the credit card, and including, but not
limited to, the cardholder’s address and telephone number.”
the term “personal information” with an enumerative list of data categories.
Cal. Civ. Code § 1798.80 (e) contains a much broader definition: “‘Personal
information’ means any information that identifies, relates to, describes, or
is capable of being associated with, a particular individual, including, but
not limited to, his or her name, signature, social security number, physical
characteristics or description, address, telephone number, passport number,
driver’s license or state identification card number, insurance policy number,
education, employment, employment history, bank account number, credit
card number, debit card number, or any other financial information, medical
information, or health insurance information. ‘Personal information’ does not
include publicly available information that is lawfully made available to the
general public from federal, state, or local government records.” Only a couple
of sections further, in Cal. Civ. Code § 1798.81.5(d)(1), on data security breach
notifications, the term “personal information” is defined with an enumerated
list of data categories.
159 Cal. Civ. Code § 1798.81.5[d][1] uses and defines the term “personal
information” but also uses “personally identifiable information” in subsection
[f], without separate definition: “Any person or business that is required to
issue a security breach notification pursuant to this section to more than 500
California residents as a result of a single breach of the security system shall
 (“CCPA”), the term “personal information” is defined in two subsections very differently for distinct parts of the statute.\textsuperscript{160}

This book will use the specific terms in a statute when discussing that statute, but will otherwise use terms that are more common in U.S. and international data privacy law literature, including the following:

“Personal data” means information that relates to an individual person who can be identified, including identifying information (e.g., name, passport number, etc.) and any other data (e.g., photos, phone numbers, etc.). Whether personal data is protected by a particular California privacy law depends on the statute’s or law’s definitions, which may refer to “personal information,” “personally identifiable information,” “personal identification information,” “medical information,” “personally identifiable health information,” etc.

“Data subject” means the individual person to whom personal data relates. California torts and some statutes protect any person. Other statutes protect more limited groups, for example, consumers, children or patients. Companies and other legal entities do not typically enjoy protections under privacy laws.\textsuperscript{161}

“Data controller” means a company that collects, uses and processes personal data for its own purposes (e.g., an employer with respect to employee data and a retailer with respect to customer data). California torts and some statutes apply to anyone. Other statutes regulate more limited groups, for example, operators of online services or medical care providers. Thus, it is important to determine for each statute its scope of applicability, both in terms of territorial range and subject matter (see details on these statutes in Chapter 2).

“Data processor” or “service provider” means a company that processes personal data on behalf of a data controller (e.g., an accountant or payroll service provider that assists an employer). Data processors act as service providers for data controllers and can generally satisfy only a few limited obligations, namely, follow the data controller’s instructions, keep data secure and notify the controller in

\textsuperscript{160}See the extremely broad definition in Cal. Civ. Code § 1798.140(v) and Cal. Civ. Code § 1798.150(a)(1), which refers to a much narrower definition in § 1798.81.5(d)(1).

\textsuperscript{161}FCC v. AT&T Inc., 562 U.S. 397 (2011).
case of a breach. Companies have to clearly position themselves and their business partners as data controllers or data processors to ensure that they can identify and meet their respective obligations.

“Processing” means any handling of personal data, including collection, storage, alteration, disclosure and use, by data controllers or data processors.

### 1.5.3 Key Features

California and U.S. federal privacy laws impose numerous obligations and prohibitions to protect reasonable data privacy expectations of Californians. Companies can satisfy most obligations and overcome most prohibitions by providing notice or seeking consent from data subjects. Without a reasonable expectation of privacy, data subjects do not tend to have many rights under California or U.S. federal privacy laws.\(^{162}\) Companies can set, qualify and negate privacy expectations by way of notice. Very few statutes fail to recognize notice or consent as an exception to prohibitions.\(^{163}\) Therefore, privacy notices play a key role under California and U.S. federal privacy laws and will be addressed in detail in Chapter 4 of this book.

Data subjects can enforce most laws by way of individual or class-action lawsuits. The Federal Trade Commission, the California attorney general and other regulators can also bring lawsuits or impose fines and other sanctions, but private lawsuits are more prevalent.\(^{164}\)

### 1.5.4 California and U.S. Privacy Law—What It Is Not

No one omnibus statute: Unlike many European, Latin American and Asian countries, neither the United States nor California has enacted one comprehensive data privacy statute. The U.S. Congress decided

---


163 Exceptions include the Song-Beverly Credit Card Act (Cal. Civ. Code § 1747 et seq.), see Chapter 2.7.9.3.1 of this book and Cal. Lab. Code § 435.

164 See Chapter 6 for more detail.
against European-style omnibus data protection legislation in the 1970s. Until a ballot initiative prompted the passage of the CCPA in 2018, California had taken a similar approach and only enacted privacy legislation regarding specific threats, industries or groups of data subjects. Some attribute the successful development of Silicon Valley as the world’s preeminent information technology and online services hub to the lack of an omnibus data protection law. Whether the more selective and sectoral regulatory approach in the United States and in California has resulted in more or less privacy protections is debatable. History shows that the more specific U.S. laws have been rigorously enforced whereas the broader and theoretically more protective European laws have been mostly honored in the breach. Since the CCPA took effect in 2018, businesses face the worst of both worlds in California: extremely broad regulation of data processing in the CCPA plus myriad sector-, situation- and harm-specific privacy laws, which overlap with the CCPA. Additionally, businesses are confronted with constant and rapid change: The California Legislature has amended the CCPA several times in 2018, 2019 and 2020 while the California attorney general enacted and amended regulations under the CCPA several times as well. At the general election in 2020, California voters adopted another ballot initiative to significantly alter and expand the CCPA and cancel the 2020 legislation. Meanwhile, the California Legislature has enacted other specific privacy laws imposing additional and different requirements on companies, including the California Age-Appropriate Design Code Act.

No default prohibition of data processing: In the United States, companies are generally allowed to process personal data unless...

---

169 The law was signed by California’s Governor in September 2022. See also Chapters 2.4 and 2.16 of this book.
particular restriction or prohibition applies. This is in contrast to Europe where data processing is prohibited by default, and companies have to find specific justifications and permissions.\footnote{See Article 7 of the EU Data Protection Directive, Article 6(1) of the General Data Protection Regulation, and Lothar Determann, \textit{International Data Transfers from Europe and Beyond}, 25 Rev. Bank Financ. Serv. (2009).}

\textit{Data minimization}: Unlike in Europe, California and the United States have traditionally not required that companies avoid or minimize the processing of personal data. Companies have been permitted to collect and process as much data as they want, so long as they comply with applicable consent, notice and security requirements.\footnote{See Cal. Civ. Code §§ 1798.199.10 and Chapter 2.4 of this book.} “Big data” has generally been allowed in the United States. Yet, effective January 1, 2023 under the CCPA, a “business’ collection, use, retention, and sharing of a consumer’s personal information shall be reasonably necessary and proportionate to achieve the purposes for which the personal information was collected or processed, or for another disclosed purpose that is compatible with the context in which the personal information was collected, and not further processed in a manner that is incompatible with those purposes.”\footnote{Cal. Civ. Code §1798.100(c).}

\textit{Data protection authorities}: Neither the United States federal government nor any states had established European-style data protection authorities until the California Privacy Rights Act required the creation of a new California Privacy Protection Agency in 2020 based on a ballot initiative adopted at the 2020 general election.\footnote{See Chapter 2.4 of this book.} Previously, the California attorney general had created a Privacy Enforcement and Protection Unit in 2012,\footnote{See California Attorney General, \textit{Attorney General Kamala D. Harris Announces Privacy Enforcement and Protection Unit} (July 9, 2012), http://oag.ca.gov/news/press-releases/attorney-general-kamala-d-harris-announces-privacy-enforcement-and-protection.} which will continue to enforce the CCPA and other California privacy laws, while the new California Privacy Protection Agency is only tasked with enforcing the CCPA. At the federal level, the Federal Trade Commission has protected consumer privacy quite effectively based on its powers to enforce general unfair competition laws and some specific privacy
laws, including the CAN-SPAM Act and the Children’s Online Privacy Protection Act (COPPA).  

No data protection registries or filings: The United States has not established any database registries or filing requirements under privacy laws. Companies do not generally have to submit filings to the California or federal government relating to data processing activities or seek any government approval before processing.

Data protection officers: Unlike in Europe, California privacy laws do not require companies to appoint general data protection officers. Under HIPAA, however a U.S. federal health federal law, covered entities have to appoint a data privacy official and a data security official.

No specific restrictions on international data transfers: California and the United States have traditionally stood for free trade and free information flows. International data transfers are not specifically restricted, unlike under the laws in Europe and an increasing number of other countries.

Translation requirements: English is the official language of California. Under California and federal privacy laws, companies are not explicitly required to provide translations of privacy notices, privacy policies or other privacy-related documentation. But, the attorney general requires in regulations under the CCPA that businesses make privacy notices “available in the languages in which the business in its ordinary course provides contracts, disclaimers, sale announcements, and other information to consumers in California.”

Also, companies in California have to provide translations of certain
types of consumer contracts if they negotiate such contracts primarily in Spanish, Chinese, Tagalog, Vietnamese or Korean; this requirement could also extend to privacy-related documentation if it were part of such a contract.\textsuperscript{179} Moreover, government agencies and employers can be required to provide translations under certain circumstances.\textsuperscript{180}


\textsuperscript{180} For example, long-term health care facilities must provide translations of the Patients’ Bill of Rights (which could include privacy policies) into any language that is used by at least one percent of the facility’s population, Cal. Health & Saf. Code § 1599.61. State and local authorities are required to provide written materials in languages other than English, for example, under Cal. Gov. Code § 7290 et seq. (state agencies in general); Cal. Lab. Code, § 105 (Dept. of Labor Stds. Enforcement); Cal. Unemp. Ins. Code § 316 (unemployment compensation); Cal. Welf. & Inst. Code § 19013.5 (Dept. of Rehabilitation) and § 10607 (Dept. of Social Services). In Samaniego v. Empire Today LLC, 205 Cal. App. 4th 1138 (2012), the California Court of Appeal found an employment contract to be unconscionable where an employer did not provide a Spanish translation of a contract that contained a number of one-sided provisions.
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