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Meet Masha Sedova, co-

Founder of Elevate Security, 

delivering the first people-

centric security platform that 

leverages behavioral-science to 

transform employees into 

security super-humans. 



Security awareness training is not about clicking the 
write answer, it is about changing behavior. 

Hackerõs Mind by Elevate Security gamifies the security training process resulting in employees who 

understand their importance in securing your organization. 



The Need

Getting your employees to care 

about security is hard. Not only does 

security feel irrelevant to them, but 

theyõd much rather be doing their job 

than going through security 

awareness training exercises. 



Security 
Training

Video lectures, lengthy quizzes, and brown 
bag lunch trainings are what paint an 
image of security in your employeesõ minds 
ñand it couldnõt be less enticing. 

Elevate Security co-founder, Masha Sedova 
conducted research in the field of 
gamification and discovered it was a great 
way to get employees to go from having to 
do security to wanting to. 



The Design 
Process

Hackerõs Mind was originally a board game 

created and deployed by Sedova to 

26,000 employees while at Salesforce.

Now, Hackerõs Mind is a group-based 
virtual experience that puts you inside the 
mind of a hacker, allowing participants to 
spot and exploit security vulnerabilities in 
their company, their team, and themselves, 
and giving them a first-hand look at why 
security matters to you. 



Results
Enterprise customers across industries, from healthcare to 

software, have seen employee detection and reporting of 

attacks improve by 5x or more. 



òWhen we launched Hacker's Mind, we got exclusively positive feedback 
about it, which is almost unheard of for mandatory security training. Really 

solid product.ó Aaron Levy ñ Site Reliability and Security Engineer



Participants were 52% less likely to click on malicious links and 80% more likely to report suspicious links. 



òWhen we first heard of Hackerõs Mind, 

we liked that it actually taught users 

how hackers think and what the impact 

could be to them. After the first group 

played, they told everyone else about it 

and the next day attendance tripled ñ

some even came back to play it again!ó

-Aika Sengirbayeva, Sr. Information 

Security Program Lead, Autodesk


