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07 Offensive Security Certified Duration:
Professional (OSCP) Program 10 lneure

Program Description:

Successful completion of all the below modules

is necessary to earn the OSCP credential.
The Offensive Security Certified Professional

(OSCP) is anintensive in-person program that covers 0701 Offensive Security Foundations
principles,tools,techniques,andtechnologies related * Duration: 30 hours
to offensive cybersecurity. The course will provide 0702 Offensive Tool Mastery (OTM)

a comprehensive understanding of penetration * Duration: 30 hours
testing, vulnerability assessment, exploitation, Bl D e o e eiie o Les ar (i)
and post-exploitation maneuvers. Throughout the °  Duration: 30 hours
P b . ) ) & o 0704 Network Penetration Tester (NPT)

course, learners will be provided hands-on training . )

; } ] ) * Duration: 30 hours
on various aspects of offensive security that aligns 0705 Advanced Offensive Techniques (AOT)
with the real-world cyber threat landscape. Students 5
will apply the principles and techniques to breach
simulated environments, giving them practical

knowledge of the offensive cybersecurity field.

Duration: 30 hours
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