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America’s military has no preordained right to victory on the battlefield.

—2018 National Defense Strategy

Executive Summary

For the first time in decades, it is possible to imagine the United States fighting—and possibly losing—a large-scale war with a great power. For generations of Americans accustomed to U.S. military superiority and its ability to deter major wars, the idea of armed conflict between great powers may seem highly improbable. The idea that the United States—with the most expensive armed forces in the world by a wide margin—might lose such a war would seem absolutely preposterous. Nevertheless, the possibility of war and U.S. defeat are real and growing.

Given that U.S. armed forces’ last major conventional combat operations were the massively lopsided victories against Saddam Hussein’s Iraq in 1991 and 2003, many Americans might be wondering how this could come to pass. This report makes the case that one salient issue is that the American way of war—the implicit and explicit mental framework for U.S. military strategy and operations—that coalesced after the Gulf War is no longer valid.

China and Russia have spent almost two decades studying the current American way of war. While the Department of Defense (DoD) has taken its military superiority for granted and focused on defeating non-state adversaries, China and Russia have been devising strategies and developing new concepts and weapons to defeat the United States in a war should the need arise. They have offset their relative weakness versus the United States by using time and geography to their advantage and by focusing their weapons- and concept-development efforts on finding ways to attack vulnerable nodes in U.S. military operations. The goal of these strategies and concepts is to create a plausible theory of victory whereby China or Russia avoid a “fair fight” with the Joint Force and could therefore defeat the United States in a war should the need arise. They have offset their relative weakness versus the United States by using time and geography to their advantage and by focusing their weapons- and concept-development efforts on finding ways to attack vulnerable nodes in U.S. military operations. The goal of these strategies and concepts is to create a plausible theory of victory whereby China or Russia avoid a “fair fight” with the Joint Force and could therefore defeat the United States in a war should the need arise. They are shifting military balances in key regions and pushing allies and partners to reconsider U.S. security guarantees.

The declining U.S. military advantage in key regions and the increasing plausibility of the Chinese and Russian theories of victory animated the development of the 2018 National Defense Strategy (NDS). The NDS realized that, absent an effort to reshape U.S. military strategy, operational thinking, and consequent force design; the DoD and the Joint Force would face increasing difficulty ensuring favorable balances of power in key regions like East Asia and Europe;
countering Chinese and Russian coercion below the level of overt conflict; deterring Chinese and Russian attacks on allies and key partners; and, should deterrence fail, defeating Chinese and Russian aggression. Put more simply, the NDS and efforts like the Third Offset Strategy that preceded it are a flashing warning signal to the DoD, the Joint Force, Congress, and the American people that there are fundamental flaws in the current American way of war.

The potential consequences of these flaws are profound. The possibility of U.S. military defeat, or even the perception that defeat is plausible, could begin to unravel the United States’ constellation of alliances and partnerships as allies and partners begin to hedge their bets on U.S. security guarantees. These relationships have helped the United States maintain a global order that for decades has made Americans secure, prosperous, and free.

Despite the warning signals and the dire consequences, changes to U.S. military strategy and operational thinking have been incremental, lethargic, and too focused on finding “silver bullet” technological solutions. Developing a new American way of war will require some shifts in resources and material, but at its core it is an intellectual challenge. Most efforts to drive change have done so with the goal of finding a way to make the current American way of war work again the way it did in Iraq in 1991 and 2003.

There is no going back to the post–Cold War era of U.S. military dominance. The DoD, the Joint Force, and the broader defense establishment have to come to grips with the systemic nature of the challenges posed by China and Russia. America needs a way of war that isn’t predicated on historically anomalous imbalances in national power, but rather is suited for long-term competition with great powers with capable militaries and substantial non-military power.

The challenges posed by China and Russia are real and difficult, but American military thinkers have faced and bested similar challenges in the past. Previous generations of American military professionals won a two-front global war against Germany and Japan, built the intellectual framework for great-power competition and deterrence in the shadow of nuclear annihilation, and developed the technologies and concepts that underwrote U.S. military superiority from the end of the Cold War until today.

This paper is the opening salvo in an effort to solve the central military strategic problem facing this generation of American military professionals and policymakers. It aims to focus military thinking and policymaking on the most critical issues, while also serving as the intellectual basis for developing a new American way of war. Given the urgency of the challenge and the consequences of failure, it is the duty of every American defense professional to sustain U.S. strategic advantages and pass them on to the next generation.
Introduction

At first blush, a novel about the unification of Italy in the 19th century seems an odd fit with 21st-century American military strategy. And yet this sentence, about how Sicily’s nobles could hold their position only by aligning with the liberal revolution against the Kingdom of the Two Sicilies, is a good metaphor for the paradoxes facing American military strategists, analysts, and planners. The United States is a status quo power navigating a period of disruptive change, or what Thomas Kuhn might have called a paradigm shift in the security environment. Sustaining America’s military advantage will therefore require changing everything about how U.S. armed forces fight. Some changes may need to be radical, while many may be subtle. However, they must all flow from new assumptions about the character of modern warfare and the challenges facing the Joint Force.

Unfortunately, the DoD’s responses to the many challenges posed by the emerging security environment have thus far been piecemeal and lethargic, largely because the Pentagon has failed to fully grasp the systemic nature and fundamental implications of the problem it faces: The American way of war that emerged following the Cold War will not work in an era of great-power competition. It rests on a foundation of strategic and operational assumptions that were the product of an anomalous historical period of unchallenged U.S. military dominance. The assumptions from that period are now deeply flawed or wholly invalid and must be updated for an era of great-power competition.

This has led to the situation in which U.S. armed forces are the most powerful in the world by a wide margin, and yet they increasingly run the risk of losing a future war with China or Russia. The root of the problem is the DoD’s unwillingness thus far to fully come to grips with the reality that its principal competitors are no longer regional threats such as the Iraqs and Yugoslavias of the world, but rather great powers with advanced military forces and the ability to match U.S. escalation. The problems and risks that spread from that root assumption in our current way of war cross every domain and every function when applied to great-power competitors. The erosion of U.S. military advantage vis-à-vis China and Russia was a symptom of this infection, and the need to reverse it was the animating thrust of the National Defense Strategy. The change in emphasis wrought by the NDS is beginning to infiltrate the thinking and resourcing of the DoD and the military services, but overcoming 30 years of ingrained practices will not happen overnight.
Absent an effort to reshape U.S. military strategy, operational thinking, and consequent force design, the DoD will be unlikely to meet the NDS’s mandate to prevail in the long-term competition with China and, to a lesser extent, Russia by ensuring rough balances of power in East Asia and Europe, respectively. More bluntly, the United States risks losing a plausible war or backing down when faced with one, with devastating strategic consequences. By setting conditions slowly over time, moving rapidly to seize key objectives before the United States or its allies and partners can respond, then offering to negotiate (while threatening to escalate), China and Russia could see a path to effectively using military force to harm vital U.S. national interests. Both China and Russia are pursuing such fait accompli strategies and developing supporting capabilities designed to offset the aggregate military superiority and “way of war” of the United States and its constellation of allies and partners.

How the Joint Force plans to fight in these types of scenarios is critical to the credibility of U.S. deterrence, the cohesion of U.S.-led coalitions, and the plausibility of the U.S. theory of victory. A military strategy that relies primarily on escalation may not provide a credible deterrent to Chinese or Russian coercion or limited-war strategies, particularly given China and Russia’s nuclear weapons and other means of strategic escalation. A military strategy that cedes too much territory or fails to defend key allies and partners may have difficulty keeping a coalition together and may not provide a strong position for negotiation.

This problem is tractable, but addressing it will require profound change. This change must follow a coherent logic based on the foundation laid by the NDS. When faced with great-power competitors like China and Russia, the United States cannot afford to throw resources around without a clear strategy and priorities. The Defense budgets for fiscal year 2019 and 2020 take modest steps in the right direction, but they still reflect pre-NDS priorities in many ways. While some inertia and resistance to change is to be expected—a new Joint Force will not be built in a single budget—the evident lack of focus should be an area of concern. The NDS clearly prioritizes the need to deter and, if necessary, defeat Chinese and Russian aggression. What’s needed now is for the DoD to define the next layer of detail on the military strategy and operational concepts—i.e., a new way of war—necessary to realize this objective, not continued debate over the fundamental precepts of the strategy.

Profound change is necessary given the potential consequences of failure. The United States and its allies and partners created the present global order after almost four decades of great-power competition and warfare that caused unimaginable death, destruction, and human suffering. This order survived and evolved through 40 years of competition with the Soviet Union and gave way to a post–Cold War era that, while not perfect, saw enormous expansions in democracy, personal liberty, human rights, and economic opportunity across the globe. There were costs and setbacks to leading and maintaining the global order, but leadership has benefited the United States and the American people enormously in the form of security, freedom from foreign coercion, and economic prosperity.

Today, the global order is weakening. Many in the United States and allied and partner nations only see the costs and burdens of this order in the form of military obligations, regulations, and multilateral organizations. The benefits are often diffuse and the original catastrophes that spurred its creation are increasingly lost in the mists of history. Meanwhile, China seeks to create an alternative Sino-centric order in Asia, and Russia seeks to undermine the U.S.-led order at every turn. Should these efforts prove successful, it could mark a return to
the harsh zero-sum competitions between political-economic blocs that led to global cataclysms in the past. To paraphrase Mark Twain, the history of the early 20th century may not be repeating itself today, but it certainly appears to be rhyming.

U.S. armed forces—through their ability to deter or defeat aggression, enforce rules of the road, and maintain alliance cohesion—are critical to sustaining the U.S.-led global order. This is by no means an easy or inexpensive task, and the American people are right to enquire about the utility of these expenses. The empirical data are quite clear on this point. Deterring war by preparing to defeat aggression is expensive, but its costs pale in comparison to fighting a war—particularly a war with a great power. Thus, while developing a new American way of war may not be cheap, it is vastly preferable to the alternative.

This paper is intended to lay the intellectual foundation for developing a new American way of war. Its primary purpose is to identify the problems this new way of war is attempting to solve. Secretary of Defense James Mattis was fond of quoting Albert Einstein’s remark that if you have an hour to save the world, you should spend 59 minutes defining the problem and one minute to solve it. This paper represents the “problem definition” for a new American “way of war.” Accordingly, it will first define the concept of a “way of war” and explain why it is important. Then it will situate the discussion within the strategic context of the NDS, which provides the vision for U.S. defense strategy in an era of great-power competition. The body of the paper will examine the current American way of war, the key assumptions that underpin it, and why these are no longer valid, and the assumptions that ought to guide a new American way of war.

Absent an effort to reshape U.S. military strategy, operational thinking, and consequent force design, the DoD will be unlikely to meet the NDS’s mandate to prevail in the long-term competition with China and, to a lesser extent, Russia.
What Is a “Way of War?”

Defined herein, a way of war is the paradigm or mental framework that military strategists and planners use to plan, prepare for, and fight the nation’s wars. Russell Weigley’s book The American Way of War was the first “official” use of the phrase in 1973. Since that time, a cottage industry of military historians and thinkers has written an array of works on the American way of war, which Antulio Echevarria catalogued extensively in the first chapter of his book Reconsidering the American Way of War. These works defined a “way of war” in diverse ways. This piece and the broader project on developing a new American way of war will focus on the overarching paradigm of U.S. military strategy and operational concepts.

Carl Builder captured the nature of this subconscious paradigm with the idea of “images of conflict” in his classic The Masks of War:

> By images of conflict, I mean, literally, the picture (movie or still) that jumps into one’s mind when talking about a future conflict, or some critical moment in that conflict . . . (t)hey have the common characteristic of capturing for the observer the essence of a conflict in a picture . . . Those images, much more than analysis, may be the basis for judgments about the prospects and conduct of future conflicts.11

This paradigm is expressed through informal patterns of thought and behavior, as well as more concrete manifestations such as (ideally) the National Military Strategy, the Capstone Concept for Joint Operations, other joint concepts, operational plans, contingency plans, and future concepts of operation. Put another way, the American way of war is the implicit (and sometimes explicit) framework that U.S. military strategists and operational planners start from when confronting a military problem. The specifics may vary to some degree based on the opponent, national strategic objectives, and geography, but the basic structure of joint strategy and operations remains—it is so pervasive in American military thought that its application has become subconscious.

This subconscious framework manifests itself most clearly in wargames and operational planning exercises. Faced with a problem of military strategy and operations, U.S. military thinkers arrive at remarkably similar solutions nearly every time. This partly reflects the nature of the challenges involved. Just as there are only so many ways to make an omelet, there are only so many ways to project power globally given the laws of physics and the state of human technology. An optimist might argue that this consistency in strategy and operational thinking reflects successful promulgation of concepts and doctrine. A pessimist might counter that it reflects professional military education and personnel systems that value knowing what to think over knowing how to think. Regardless of perspective, this framework exists, and its influence over how the Joint Force thinks about war, how it plans, how it fights, what equipment it buys, how it trains and postures its forces, etc. is profound.

This project focuses on this paradigm as it exists today and how it must change for the future. While informed by American military history, it will avoid the debates about the American way of war (or the American way of battle) that Weigley initiated and that others, such as Echevarria and Brian McAllister Linn, continue. These debates are worthwhile and provide a broader context to the discussion, but wading into them likely would be a distraction from the topic at hand, which is the future of U.S. military strategy and operational thinking.
The Current American Way of War

The current American way of war, what some have called the Desert Storm model, is optimized to deal with rogue state adversaries like Iraq or Yugoslavia, adversaries that lacked both top-tier conventional militaries and nuclear weapons. Many have written about the current American way of war, but perhaps none have summarized it as well as Alan Vick of RAND. Writing about the challenges of air base defense in 2015, Vick summarized what he called the “new American way of war” thusly:

- Rapidly deploy large joint forces to forward bases and littoral seas.
- Create rear-area sanctuaries for U.S. forces through air superiority.
- Closely monitor enemy activities while denying the enemy the ability to do the same.
- Begin combat operations in the manner and at the time and place the United States chooses.
- Seize the initiative with a massive air and missile campaign focused on achieving air superiority in the opening hours or days.
- Maintain the offensive initiative through parallel and continuous air operations throughout the depth of the battlespace.

- Sustain the air campaign from sortie factories—air bases and carriers generating large numbers of aircraft sorties (intelligence, surveillance, and reconnaissance [ISR]; strike; refueling) with industrial efficiency and uninterrupted by enemy action.

While reflecting an airpower-centered perspective, Vick diagnoses most of the current American way of war correctly. Building on his work, this paper posits the following as the current American way of war:

- Maintain a “tripwire” forward presence for peace-time shaping operations.
- Increase presence during crises through “flexible deterrent operations (FDOs).”
- Rely on basing access and overflight from allies, partners, and other states in the theater.
- Exploit sanctuary in the homeland and other theaters to deploy forces without threat from enemy attack.
- Build up and sustain expeditionary forces in the theater over weeks or months, and marshal forces at concentrated land and sea bases and staging locations close to enemy territory.
- Conduct extensive intelligence preparation of the battlespace.

F-117 fighters return to Nellis AFB, Nevada, after Operation Desert Storm. The ability of the F-117 to deliver precision strikes within Iraqi air defenses was a critical advantage for U.S. forces, and this combination of stealthy airpower and precision-guided munitions has become a core part of the American way of war. (Mike Baquette/DoD)
Commence offensive operations at the time and place the United States chooses.

- Attack regime targets and command, control, communications, computing, intelligence, surveillance, and reconnaissance (C4ISR).
- Establish aerospace, information, and maritime dominance throughout the theater.
- Attack the adversary’s fielded forces and critical infrastructure to degrade its forces, erode its will to fight, and systemically disrupt the cohesion of the regime and its military.
- Conduct ground operations once enemy forces are heavily outnumbered, degraded, and disorganized.
- Combine precision firepower with rapid maneuver—enabled by information dominance and mostly secure lines of logistics—to fix and annihilate enemy forces and seize key terrain with minimal U.S. casualties.
- Exploit other levers of power (diplomacy, information, and economics) for coercive leverage.

This expeditionary warfare model proved devastatingly effective in the first Gulf War, and variations have been used against Serbia in 1999, the Taliban in 2001, Iraq again in 2003, and Libya in 2011. This is the starting point—or what some refer to as the “school solution”—for joint planning. The model has become ingrained in U.S. military strategy since the DoD codified it into the first major post–Cold War defense strategy. The Bottom-Up Review of 1993 centered on the “two-war” force-sizing construct, which DoD planners envisioned as simultaneous Gulf War–like conflicts against Iraq and North Korea.

The durability of this model is can be attributed to several factors. First, it has worked. This approach has been incredibly effective at delivering operational success, despite the inconclusive strategic outcomes that often followed. Second, and related to the first point, no adversary has yet been able to counter it in a conventional sense. Third, this model was a good fit for an era when the principal military threats to U.S. interests and international stability came from rogue states rather than peer or near-peer adversaries. During the post–Cold War period, the DoD faced a broad array of geographically dispersed challenges, but few of these required the Joint Force to deploy large, heavy forces rapidly to respond to time-critical threats. At the same time, calls for a “peace dividend” led to an increasingly U.S. homeland-based posture that ensured jobs and crucial congressional support while simultaneously necessitating an expeditionary way of war. The problem facing the DoD is that the fundamental assumptions that made the current American way of war a good fit for the post–Cold War era are no longer valid in an era of great-power competition.

The problem facing the DoD is that the fundamental assumptions that made the current American way of war a good fit for the post–Cold War era are no longer valid in an era of great-power competition.
A Changed World

Yet this is the world in which we live, as the 2018 National Defense Strategy lays out.20 China and to a lesser degree Russia now pose the primary threats to American security. North Korea, Iran, and terrorism pose distinct, but lesser challenges. Against these threats, the United States marshals two critical and interdependent advantages: a wide constellation of allies and partners, and an ability to project and sustain military forces globally. Our allies and partners extend American military and political power and provide access and support to U.S. operations. America’s ability to project power overseas provides allies and partners with an extended deterrent in peace and a defender in the event of enemy coercion or aggression.

The purpose of these advantages is to maintain favorable regional balances of power in key theaters, particularly East Asia and Eastern Europe.21 A favorable balance of power, realized through a combat-credible forward posture and a clear delineation of U.S. vital interests, deters overt aggression and provides credible military options should deterrence fail.22 It also better empowers friendly forces to confront coercive behavior below the threshold of overt armed conflict without undue concern about the risks of escalation, while enabling the use of other elements of national power.

The optimal standard for U.S. defense planning has been, and should continue to be, non-nuclear deterrence by denial. This means the ability to defeat adversaries’ theories of victory for aggression against our allies and established partners by directly denying their ability to achieve operational objectives without dependence on vertical or horizontal escalation.23 Strategies of deterrence by threat of mutual annihilation or graduated punishment certainly have their places, but not as cheap or “low-risk” replacements for the military force necessary to halt and defeat aggression. In deterrence, as with many things in life, cheap and low-risk options often-times have enormous hidden costs and risks, and this is certainly the case with respect to defending our allies. The United States should not want to enter into a contest in pain infliction with Russia or China over our allies or key partners.

This is particularly important because the most worrying potential conflicts of the future involve highly stressing scenarios with a significant potential asymmetry of interests between the United States and its potential adversaries. In particular, the United States will need to find ways to effectively defend Taiwan, the Philippines, and Japan from growing Chinese military power, and the Baltics, Poland, Scandinavia, and allies on the Black Sea from Russian coercion and aggression. In these scenarios, threats to rapidly escalate in response to limited conventional aggression become incredible, as adversaries are unlikely to believe that U.S. policymakers will be willing to “trade Tacoma for Taipei,” or “New York for Narva,” and are probably ill-advised given the potential consequences.

An indirect approach to deterrence theoretically offers a way to exploit America’s unique strengths to shape adversary behavior with less risk to U.S. forces.24 As a global power the United States has many means—such as blockades, punitive strikes, sanctions—to impose costs on an adversary through horizontal escalation. The problem in practice is finding the right amount and type of threats or coercive pressure to force an adversary to back down in a timely manner without leading to unwanted escalation. Too little pressure and the adversary may not change course before it achieves its aims; too much and it may perceive its survival to be at stake.

Achieving this balance in practice is even harder given the strategic situation facing the United States. In conflict scenarios with a significant asymmetry of interests between the United States and its potential adversary—such as the defense of an ally or partner within the adversary’s perceived sphere of influence—the adversary is likely willing to suffer a great deal of punishment before backing down. Additionally, most potential adversaries are fully aware of the United States’ ability to use its global advantages to impose costs and will have “priced” those costs into their decision to go to war. Discerning which threats are likely to deter an adversary without prompting unfavorable escalation is more difficult during the heightened tension and compressed timelines of a crisis. Finally, any global campaign to impose costs indirectly will have negative second- and third-order impacts on our allies and partners, many of whom have deep economic ties with China and Russia.25 These four factors turn an already-small sweet spot for effective deterrence-by-punishment into a razor-thin opening.

Instead, the ability to deny adversaries’ objectives by defeating their aggression without dependence on vertical or horizontal escalation that would threaten the survival of their regimes or ways of life makes for
Why the Current American Way of War No Longer Works

The foundational assumptions underpinning the current American way of war are that rogue regional threats, such as Iraq, Iran, and North Korea, are the principal threats to U.S. security, and that the most worrisome scenario would be simultaneous conflicts with two of these adversaries. This was the foundation of the two-war force sizing construct of the 1993 Bottom-Up Review and subsequent quadrennial defense reviews until the 2018 NDS shifted toward a new force-management and planning construct. Alongside these explicit assumptions has been the implicit assumption that U.S. military-technological superiority—epitomized by precision-guided weapons and supporting sensors, information technology, and networks—would remain unchallenged.

These assumptions made sense at a time when the Soviet Union was collapsing, China’s military power was still mostly latent, and the cost and difficulty of building advanced precision weaponry seemed prohibitive for potential competitors. Likewise, the two-war standard was a reasonable yardstick for determining how far the United States could shrink its military while remaining a global superpower. It also had the benefit of drawing on the Gulf War to determine how the Joint Force would fight these types of wars, and what the requisite forces would be. The unfortunate consequence of this wholly sensible decision, however, was that the DoD benchmarked the Joint Force against relatively static threats that lacked meaningful abilities to contest the way of war that emerged from the Gulf War.

The world has changed markedly since 1993 and even since 2003—the last time that the United States engaged in large-scale conventional conflict. By far the most important difference is the continuing rise of China, the strikingly rapid modernization of the People’s Liberation Army (PLA), and its emergence as a highly formidable armed force. Accordingly, the foundational idea of the NDS is that an increasingly capable China, and to a lesser extent a revanchist Russia, represent the most stressing challenges to U.S. national security. This shift has profound implications for the American way of war. The many assumptions and approaches Vick laid out no longer hold in a strategy focused on China and Russia. They need to change to meet the NDS’s requirements—thus America needs a new way of war and new military capabilities to enable it.

Why is the current way of war no longer valid in an era of great-power competition? The basic problem is that an
expeditionary model involving methodical deployments of forces over thousands of miles to vulnerable bases will not work against China or Russia. Indeed, both of these states have gone to school on this way of war over the last 10–20 years and have devised myriad strategic and operational counters to it along with capabilities designed specifically to target vulnerabilities inherent in the preferred American way of operating. This has resulted in a situation in which many, if not most, of the assumptions and rationales behind the current American way of war no longer obtain. Accordingly, each of these aspects of the legacy way of war is now, at a minimum, contested, if not outright obsolete.

The remainder of this section is a point-by-point description of the assumptions underpinning the current American way of war, a brief discussion of how China and Russia can render these assumptions invalid, and how this change should affect U.S. operational thinking and planning.

First, however, a brief caveat. This paper combines China and Russia together for the purpose of analytic and narrative brevity. Their motivations, perspectives, strategies, operational capabilities, and tendencies all differ to substantial degrees. While acknowledging these differences, their approaches to challenging and countering the current American way of war share sufficient similarities at a high level that a combined view still yields useful insights. Nevertheless, a deeper dive on the unique challenges posed by each competitor is warranted.

**Maintain a “Tripwire” Forward Presence for Peacetime Shaping Operations.**

This assumes that the mere presence of U.S. forces—regardless of their ability to fight effectively—will deter aggression.

The logic is that any aggressor would have to attack them, and any attack on U.S. forces would inevitably prompt an overwhelming U.S. response that would roll back the aggression and impose on the aggressor severe costs, potentially including regime change. Under this assumption, credible combat power is less important than the ability to reassure allies and convince adversaries of U.S. commitment. This approach can work with rogue powers that have no meaningful ability to prevent or withstand a counterattack at a time and place of America’s choosing, but less well against great powers with significant military capabilities.

The question for allies and partners facing post–Cold War regional threats was: “Will the United States intervene?” In this environment, symbolic gestures mattered. Given current trends, the question for allies and partners facing Chinese or Russian aggression may increasingly become, “Can the United States intervene?” In this environment, symbols matter less than capability.
Chinese and Russian military strategies seek to avoid direct confrontation with the United States, or to use their A2/AD systems to deter, delay, and degrade any potential military response if confrontation is unavoidable. Without the threat of an effective military response in the event of conflict, a tripwire presence loses its viability, as it doesn’t “trip” anything. Instead, it runs the risk of becoming a vulnerable target, a hostage, or irrelevant. This is particularly concerning since Chinese and Russian strategies, combined with neglect of alliance relationships, are weakening collective responses to coercion and aggression.

Simply adding more forces to a theater doesn’t necessarily solve this problem, since China and Russia’s A2/AD operations target vulnerable nodes in our way of war to achieve systemic effects. Putting more aircraft at a forward airbase, for example, adds no effective combat power if missile strikes destroy the fueling systems, disable the runway, and kill aircraft on the ground.30 As this paper will explore in greater detail below, there are strong incentives to attacking an adversary first in a mature precision-strike regime, particularly in the dangerous period when peacetime crises transition to outright conflict.

Rather than tripwires or a peacetime orientation, U.S. forward posture in Asia and Europe (and to a lesser extent the Gulf) must be combat credible.31 This means ensuring that forward forces, bases, and other critical facilities can withstand and operate effectively under coordinated multi-domain attacks with minimal warning, possibly before hostilities begin.

A combat-credible forward posture of U.S., allied, and partner forces should cause military planners in China and Russia to doubt their ability to gain a lasting advantage through preemptive strikes, or systemically degrade U.S. forward combat power. In turn, this should prompt them to question their ability to achieve their goals without a prolonged and costly confrontation and the prospect that their aggression will fail or incur unacceptable risks or costs. This kind of forward posture doesn’t necessarily need to win a war, but it needs to avoid losing one while making a counterattack more effective and opening up options for war termination from a position of strength.32 Combat-credible forward postures in Asia and Europe that can deny coercion or rapid aggression present China and Russia with a dilemma during a crisis: back down, or escalate a conflict in ways that galvanize a U.S.-led coalition.

**The question for allies and partners facing post–Cold War regional threats was: “Will the United States intervene?” Given current trends, the question for allies and partners facing Chinese or Russian aggression may increasingly become, “Can the United States intervene?”**

Increases Presence during Crises through “Flexible Deterrent Options (FDOs).”

This assumes that adding forces alters the regional balance of military power—and therefore adversary deterrence calculi—in ways that cannot easily be countered.

Against rogue regional threats, reinforcing the theater during a crisis can deter provocations or aggression by signaling capability and intent. Given their limited military power, these states have difficulty offsetting or negating the change in the regional military balance.

As the previous section discussed, more forces forward do not necessarily equate to a stronger deterrent against China or Russia without a combat-credible posture. Adding more forces to a theater with vulnerable, highly concentrated “hub” bases may simply provide more targets for a first strike. Alternatively, China and Russia possess sufficient military forces across different geographic commands to offset the reinforcement of any particular theater. Russia, for example, could use its interior lines to reinforce the Baltic region during a crisis by shifting forces from their Central, Southern, or Eastern military districts faster than the United States could reinforce the region from its global posture. Should an FDO possess enough combat power to fundamentally alter the military balance during a crisis, it could actually push China or Russia into an aggressive act out of fear that the additional forces are a prelude to war.

Both FDOs and the reliance on tripwire postures to some extent reflect a flawed emphasis on reassuring allies over deterring adversaries. In both cases, U.S. forces are intended to convey a signal of intent and will, but they do not substantially tilt the military balance. Against adversaries that already perceive the balance to not be in their favor—e.g., Hussein’s Iraq following the Gulf War—U.S. force presence is more about reassuring allies and stabilizing the region than deterring aggression.

However, this focus on reassurance is actually problematic in areas where the military balance may be
uncertain or unfavorable for the United States and its allies and partners. In that case, a small addition of U.S. forces that has a negligible impact on deterrence may cause an ally or partner to erroneously feel more secure. Under this misapprehension, they may reduce their readiness or military investments or engage in more provocative behavior that could draw the United States into a conflict that it is not postured to fight. While reassurance of allies is obviously important, it must be subordinate to deterrence.

FDOs likely will remain part of the DoD’s tool kit for responding to crises, but they should be reexamined for their applicability to the challenges posed by China and Russia. FDOs should reinforce a combat-credible posture, rather than further expose U.S. forces to a debilitating first strike. They should be less predictable, with different forces converging from multiple locations consistent with the NDS’ Dynamic Force Employment concept. They must be calibrated to induce doubt and caution into the minds of Chinese and Russian planners and policymakers, without causing them to fear preemptive U.S. action.

Rely on Basing Access and Overflight from Allies, Partners, and Other States in the Theater.
This assumes that states are willing to risk their relations with the aggressor, not to mention the possibility of retribution, to support U.S. operations.

Both FDOs and the reliance on tripwire postures to some extent reflect a flawed emphasis on reassuring allies over deterring adversaries. In both cases, U.S. forces are intended to convey a signal of intent and will, but they do not substantially tilt the military balance.

During operations against rogue regimes, regional states typically have allowed basing and overflight access. Sometimes, this is because they actively support operations to rid their region of a destabilizing threat. Other times, states rationally calculate that the benefits of good relations with the United States outweigh the costs of soured relations with a pariah regime. Regardless of the reason, basing access and overflight have not been significant limiting factors in planning for these sorts of operations.

China and Russia are not small, pariah regimes with limited influence over states in their regions. They are great powers with lasting economic, political, and cultural relationships with many of the states on their periphery. They possess myriad carrots and sticks with which to induce or coerce regional states to deny basing access and overflight to
any given situation. Nevertheless, in many cases, prudence suggests that the United States should start with the assumption that access and overflight will likely not be granted in a conflict scenario with China or Russia, and work from that basis, rather than the inverse. This would have two potentially salutary effects. First, it would focus U.S. defense cooperation and other instruments of national power on wooing (or corralling) wavering states with critical geographic locations (e.g., the Philippines). Second, it would encourage development of new operational concepts and necessary capabilities that are resilient to changes in access and overflight.

Exploit Sanctuary in the Homeland and Other Theaters to Deploy Forces without Threat from Enemy Attack.

This assumes that adversaries lack the capability to attack locations outside the primary theater of operations.33

The current American way of war assumes that rogue regimes such as Iraq and North Korea lack effective means of attacking distant U.S. bases in the homeland or in other theaters such as Europe. This allows U.S. forces, equipment, and material to move from garrisons and depots to ports and airfields without enemy interference, which speeds deployment time lines and allows the Joint Force to respond quickly to crises. It means that planners can assume that forces, equipment, and supplies are safe at their home stations and that critical supporting infrastructure like the military industrial base, fuel refineries, chemical plants, railroads, highways, ports, airports, and supporting computer networks may suffer from friction, but they will be largely free from enemy attack.

The 2018 NDS stated clearly that the homeland is no longer a sanctuary. While this statement is a bit misleading, as the historical idea of the homeland as a sanctuary is more of a collective delusion than a rational assessment, states, and possibly some non-state actors, can meaningfully interfere with the Joint Force and its supporting infrastructure in places that were previously considered safe. Two trends are driving this shift. The first is the change in opponents from rogue regimes to great powers. China and Russia possess capabilities for long-range attacks that rogue regimes like Iraq and North Korea do not.34 Russia, in particular, has a variety of conventional weapons systems with which it could attack the U.S. homeland to disrupt deployment of forces and materiel, as well as U.S. command and control.35 Should the United States find itself in a conflict with China or Russia, it can no longer assume that the homeland will be safe from kinetic attack, and the risk of attack will increase if U.S. forces strike their homelands.

The second trend placing the homeland at risk is a change in the areas of vulnerability and the means of attack toward deniable or semi-deniable attacks. Virtually every aspect of the systems and infrastructure that enable the deployment of U.S. forces relies on computer networks that are vulnerable to cyberattacks. U.S. communications networks are vulnerable to deniable or semi-deniable attacks on space infrastructure and undersea cables.36 While most adversaries would be cautious about kinetically striking the U.S. homeland or the territory of a major U.S. ally during a crisis or early in a conflict, many might be willing to attempt deniable or semi-deniable attacks on computer networks, space systems, or undersea infrastructure that could seriously hobble U.S. operations and society without easy attribution or loss of life.

Operational planning should start from the assumption that China and Russia will contest U.S. operations wherever possible, including in the homeland and at overseas bases outside the primary theater of operations. Chinese and Russian interference likely will start with covert or deniable actions such as information

U.S. Army M-60 tanks assemble after debarking the USNS Antares following Reforger 86. The Reforger exercises were a key component of late–Cold War deterrence and conducting similar deployment exercises today that emphasize contested mobility could help improve the Joint Force’s ability to respond to Chinese or Russian aggression. (Nathaniel McBride/DoD)
Operational planning should start from the assumption that China and Russia will contest U.S. operations wherever possible, including in the homeland and at overseas bases outside the primary theater of operations.

Operations, cyberattacks, or attacks on submarine cables, then progress to overt kinetic actions as the conflict escalates. Attacks may be direct (e.g., attacks on U.S. forces and bases) or indirect (e.g., attacks on supporting civilian transportation infrastructure or industrial base facilities). Planners should assume that, in addition to the ordinary friction of warfare, interference will increase deployment timelines and induce confusion both in force deployments and sustainment. One method to explore this issue and increase resilience to interference is to conduct exercises akin to the Cold War Return of Forces to Germany (Reforger), with an active opponent or red team trying to deny, degrade, or delay the deployment.

Build Up and Sustain Expeditionary Forces in the Theater over Weeks or Months, and Marshal Forces at Concentrated Land and Sea Bases and Staging Locations Close to Enemy Territory. This assumes that the United States will have weeks or months to respond to a crisis or a conflict, and that adversaries cannot contest U.S. strategic mobility or effectively attack forward bases in the theater.

The Gulf War of 1990–91 was likely the high-water mark of U.S. expeditionary power projection. Starting from a minimal base, the United States required just over two months to put in place sufficient forces to defend Saudi Arabia, and over four months to assemble sufficient forces to eject the Iraqi military from Kuwait. At the time, defense planners rightly considered the movement of that quantity of forces over those distances, in that time line a miracle of logistics.

A host of favorable conditions contributed to this “miracle.” Iraq had no capability to interdict the flow of forces outside the theater and made no significant attempts to disrupt reception, staging, and onward integration (RSOI) of forces in theater. The latter decision was particularly fortuitous for U.S. forces. Until the arrival of the 24th Infantry Division and its armored and mechanized brigades in late September, the light forces of the XVIII Airborne Corps regarded themselves as “speed bumps” against any concerted armored thrust into Saudi Arabia by the Iraqi army. To illustrate the vulnerability of U.S. posture prior to the arrival of heavy forces, U.S. Central Command conducted a wargame before the conflict called Internal Look 90, during which Iraqi forces launched a southward thrust, seized the port of Jubayl, and imposed 50 percent attrition on defending U.S. forces. Prior to the war Saudi Arabia and the United Arab Emirates had built substantial infrastructure during the 1980s to support potential U.S. force flows, which prevented choke points in the theater. The Joint Force was, if not at the height of its Cold War readiness, very close to it. This readiness included the air- and sea-lift necessary to rapidly transport U.S. forces across the Atlantic—or to the Persian Gulf. The Soviet Union acquiesced to the U.S. deployment to the Gulf, freeing up strategic mobility assets and forces from the European theater.

Iraq’s inability to interdict the flow of forces and materiel to the Gulf or strike forward-marshaling areas allowed the U.S.-led coalition to amass an enormous amount of combat power virtually uncontested.
Military strategy and operational planning for China and Russia should start with the assumption that they will seek every opportunity to stretch U.S. decision and deployment time lines, contest every step of U.S. power projection, and look to gain and maintain the initiative.

they are suppressed by the threat of attack. In deploying forces to Eastern Europe, for example, the threat of Russian submarine attacks against ports and sea lines of communication may require the U.S. commander to allocate surface combatants and maritime patrol aircraft to defend ports on the Eastern Seaboard, patrol Atlantic shipping lanes, or escort convoys of ships from the United States to Europe. These multi-mission assets would then be unavailable to support operations in the primary theater. Convoying ships, rather than deploying them when they are ready, helps protect them from attack but likewise stretches time lines and leaves assets unavailable to the theater commander. In this way, even the threat of attack can present commanders with a dilemma: prioritize speed to reduce risk to the mission but accept the risk that some forces may be interdicted; or prioritize force protection and potentially put the mission at risk.

Military strategy and operational planning for China and Russia should start with the assumption that they will seek every opportunity to stretch U.S. decision and deployment time lines, contest every step of U.S. power projection, and look to gain and maintain the initiative by attacking forward bases and staging locations. Attacks on logistics assets and infrastructure will directly slow U.S. responses, impose virtual attrition, and have second- and third-order effects on the Joint Force’s ability to use civilian assets such as the Civilian Reserve Air Fleet and the Voluntary Intermodal Sealift Agreement fleet, as well as the willingness of allies and partners to contribute support to coalition operations. By impeding U.S. global power projection in this way, while minimizing their exposure to U.S. or coalition attacks (e.g., by conducting operations deniably or rapidly), potential adversaries could maximize their local military advantage and offset or even negate the United States’ global advantage in military power.

Conduct Extensive Intelligence Preparation of the Battlespace.

This assumes that U.S. forces have sufficient time to gather intelligence before conflict and that adversaries cannot effectively thwart U.S. intelligence gathering.

In virtually every post–Cold War operation or planning scenario, U.S. forces enjoyed massive asymmetric advantages in intelligence versus potential adversaries, and this advantage would only grow as wars continued. In both Iraq wars, U.S. commanders had a good understanding of the enemy order of battle, the disposition and condition of enemy forces, enemy command and control, and key nodes of government power. In contrast Iraqi leaders and commanders possessed very little information about U.S. and coalition forces, particularly as U.S. air forces began degrading and destroying Iraqi C4ISR networks. This asymmetry enabled U.S. commanders to maneuver...
audaciously, with the famous “Left Hook” of the first Gulf War and the simultaneous armored thrusts into the heart of Iraq in 2003. This aggressiveness could be undertaken at acceptable levels of risk because U.S. commanders knew their flanks were secure while the Iraqi forces had little or no idea where the fatal blows would land. While U.S. forces had some intelligence advantages in the Balkans and Afghanistan, it varied based on weather, terrain and, in the case of Afghanistan, the sudden nature of U.S. involvement and the irregular nature of the foe.

While the United States has myriad means of collecting intelligence on potential adversaries, several stand out in the post–Cold War era. The first is the use of space-based ISR, which past adversaries or potential adversaries had limited technical means to counter, instead relying on cover, concealment, decoys, and deception. While these techniques can be effective, they impose a tax on operations by diverting resources away from the main effort. The second is the use of penetrating and standoff airborne collection platforms, both prior to and during the conflict. The last is increasing use of cyberattacks against adversary networks. Under the right conditions, these tools give U.S. commanders an almost insurmountable intelligence advantage.

In a potential conflict with China or Russia the initial U.S. intelligence advantage may be limited, or even tilt toward a disadvantage. As explored elsewhere in this paper, neither China nor Russia will cede the operational initiative to give U.S. forces time to collect intelligence on the battlespace or their force dispositions. If they are able to initiate a crisis or a conflict on their time lines, they may choose a moment when conditions (e.g., weather) negate some U.S. ISR systems. Moreover, the contrast between the U.S. experiences in the Balkans and Afghanistan versus Iraq are telling. The Joint Force possesses unparalleled ISR collection capabilities, but these can be offset to some degree by climate, terrain, and a competent opponent.

Both China and Russia have a variety of means to disrupt, degrade, or even deny U.S. use of space for ISR collection, and both possess formidable integrated air defense systems that can severely restrict or deny altogether airborne ISR missions. In the event of a conflict, China and Russia are likely to launch substantial cyberattacks to exploit U.S. networks for intelligence or to degrade their effectiveness. Cyber, which has become a source of strength against weaker opponents, may in turn become a vulnerability.

Given the centrality of intelligence to warfare, and its particularly critical role in modern combat, the U.S. armed forces must address this shift from asymmetric advantage in intelligence to potential weakness. At a minimum, U.S. operational planning should not assume adequate intelligence preparation of the battlespace, nor should it assume that U.S. forces inevitably will gain an advantage in ISR operations. More realistically, planners and commanders should assume that collecting, disseminating, and acting upon intelligence about the battlespace will be a dynamic competition during pre-conflict activities, and reflect this in their theater campaign plans. Increasingly, operational planning may need to assume that, rather than being a supporting effort,
the ISR battle instead may be the main effort, particularly from the perspective of maintaining deterrence. U.S. forces may need to employ counter-ISR measures of their own, such as deception and concealment, as a principal means of force protection and keeping potential adversaries off-balance. The less confident potential adversaries are regarding their understanding of the battlespace and U.S. and coalition forces, the more likely they are to behave cautiously, thereby remaining deterred.

Commence Offensive Operations at the Time and Place the United States Chooses.
This assumes that adversaries cannot dictate the tempo or geographic location of a conflict.

The phrase “at a time and place of our choosing” is so common in U.S. military strategy and operational planning that it has become cliché. Its ubiquity reflects the pervasiveness of the assumption that U.S. forces will engage with a potential adversary where and when they choose. The usefulness of this somewhat chest-thumping assertion was debatable, even during the post–Cold War period, but there was some validity to it. The United States and its coalition allies and partners fought almost exclusively on the territory or in the airspace of adversaries and, with few exceptions, initiated hostilities with the adversary when they were ready.

This temporal and geographic initiative gave planners a great degree of operational freedom. This may seem comical to the United States Central Command (USCENTCOM) planners who scrambled to respond to Hussein’s invasion of Iraq in 1990. However, their position was inestimably better than that of U.S. planners in the Pacific theater in 1941 and 1942, who found themselves scrambling to respond to Japanese offensives against key U.S. and friendly positions while suffering from qualitative and quantitative disadvantages in forces.50

Absent changes to U.S. force posture and operational concepts, the opening rounds of war with China or Russia are likely to have more in common with 1941 than 1991. China and Russia have witnessed the folly of ceding the initiative to the United States and will orient their strategy and operations toward preventing an effective U.S. response. Both likely will attempt to leverage non-military aspects of power—particularly information operations—and covert, clandestine, and sub-conventional forms of coercion to confound U.S. indications and warning and set the battlespace and terms of engagement to their advantage. Should these efforts succeed, China and Russia may be able to achieve their objectives without resort to combat, or at least direct conflict with the United States. Should these efforts fail, China and Russia would be able to dictate the terms of the fight to a large extent, at least initially.

Rapid, and possibly preemptive attacks against U.S. and allied C4ISR networks and forward bases and forces would leave U.S. commanders scrambling for situational awareness and a means to coordinate an effective response. These attacks may be limited and non-kinetic to avoid escalation, or they may be broader and destructive to achieve a knockout blow or, failing that, signal willingness and capability. In any case, the United States would not be dictating the scope, scale, location, or timing of the conflict. Amid the resultant...
chaos, China and Russia may seek to seize key objectives and offer to negotiate an end to hostilities in order to undermine the political will of the United States and its allies and partners. Both powers may contrast this diplomatic offer with implicit or explicit threats of escalation to further strain a U.S.-led coalition.

As opposed to methodically building a coalition and marshaling overwhelming force as in the Gulf War, U.S. political leaders and commanders might resemble their World War II counterparts—looking to stem the bleeding, keep critical allies and partners onside, and counterpunch until they can stabilize the situation. The ability of China and Russia to expand and escalate these conflicts using both military and non-military means would complicate U.S. efforts to seize the initiative through vertical or horizontal escalation.

Operational and force planning for potential conflicts with China or Russia should proceed from the assumption that these potential adversaries will initiate operations at a time and place of their choosing and likely will hold the initiative for much longer than past adversaries. To use the traditional phased operational planning construct, U.S. commanders and their staffs may find themselves thrust immediately from an uneasy “Phase Zero—Shape” into a long and bloody “Phase Two—Gain Initiative.” There are many potential implications of this situation, but three stand out.

First, the Joint Force should shift away from peacetime “shaping” operations toward a more fluid mix of competition for influence and access and deterrence of aggression. Shaping is too vague; specifying that U.S. armed forces are vying for influence and access while trying to deter aggression more clearly links the operational actions and desired outcomes to a strategy of maintaining advantageous balances of power alongside a constellation of allies and partners in key regions.

By combining the two, it acknowledges the aggressive state of the competition and the need to be prepared to transition from competition to combat immediately.

Second, U.S. planners and commanders need to find ways and means to attack the adversary’s operational center of gravity without first fully seizing the initiative. Think of these operations as the inverse of the famed Doolittle Raid against Tokyo in 1942, which was operationally meaningless, but helped shift strategic perceptions of the war in Japan and the United States. In the future, the ability to quickly disrupt and heavily attrit the enemy’s power-projection forces likely will be essential to denying them a fait accompli. Success in this crucial opening phase of the conflict then will buy time for the Joint Force and the forces of allies and partners to recover and begin to control the tempo of operations.

Third, operational and force planning must place a far greater emphasis on resilience rather than efficiency. U.S. forces and overseas bases and facilities should be developed and postured under the assumption that they must operate effectively while under sustained, precise, multi-domain attacks.

Conduct Strategic Strikes against Regime Targets and Command, Control, Communications, Computing, Intelligence, Surveillance, and Reconnaissance (C4ISR).

This assumes that such strikes are feasible and will not provoke escalatory responses from the adversary.

Attacking an adversary’s ability to gather information, make decisions, and command and control their forces is hardly new in warfare. However, the increasing sophistication of sensors and networks and their centrality to modern warfighting has made counter-C4ISR one of the highest-priority missions for the Joint Force. The early strikes of both Gulf wars and the bombing campaign against Slobodan Milosevic’s Yugoslavia all focused on the regime leadership and their ability to understand events, make decisions, and command and control their forces. These attacks grew out of the work of the influential airpower theorists Colonel John Boyd and Colonel John A. Warden III, both of whom sought to apply airpower systemically to induce in adversaries strategic paralysis, moral collapse, and ultimately defeat. The validity of these theories—and therefore the histories of these conflicts—remains a matter of some debate. However, regardless of whether the aim is to induce strategic paralysis or cripple operations, the idea of attacking adversaries’ eyes, ears, nervous systems, and brains remains attractive and a central part of U.S. and adversary operational thinking.

Given the increasing centrality of data and information to modern life and warfighting, the side that can accurately gather information, understand it correctly, and act on it more quickly—while resisting adversary attempts to exploit, disrupt, or deny this ability—will likely have a decisive advantage. While few would disagree with the objective, achieving it against China and Russia is likely to be enormously more difficult than the campaigns against Iraq and Yugoslavia. There are four major reasons for this shift: difficulty in collecting intelligence before or early in a conflict, China and Russia’s first-mover advantage, Chinese and Russian A2/AD networks, and the likely asymmetries of interest involved in potential conflict scenarios.
As noted above, collecting intelligence on China and Russia before or during the opening phases of a conflict will be far more difficult than it was against less capable post–Cold War foes. Unfortunately, this sort of intelligence is critical to launching effective attacks against C4ISR networks, as targeteers need to have a sufficient understanding of adversary networks to achieve systemic disruption or degradation with a limited number of offensive weapons. While some C4ISR assets, such as over-the-horizon radars and satellite ground stations, can be difficult to conceal, China and Russia likely will attempt to hide as many of these assets as possible, and likely will harden, defend, or make redundant those that are not easily concealed. Concealing, hardening, or defending C4ISR systems is fundamentally easier for China and Russia than it is for the United States, since their assets are predominantly in their homeland and can be commingled with other, non-military systems. Given the need to project U.S. C4ISR coverage far from the continental United States, U.S. systems often are on overseas bases, in space, or on vulnerable air or maritime platforms, which makes them harder to conceal or defend, and therefore easier to target and strike.

In general, the first mover in the C4ISR battle will have an enormous advantage, as the side that is rendered deaf, dumb, and blind first will face enormous difficulties in mounting successful attacks on their opponent’s C4ISR systems. Given that China or Russia likely will dictate the time, location, and tempo of operations in a potential conflict with the United States, U.S. planning should proceed from the assumption that this first-mover advantage will accrue to China and Russia. This will make the task of disrupting and degrading Chinese and Russian C4ISR early in a conflict all the more difficult, and it places a heavy premium on developing more resilient U.S. C4ISR infrastructures and procedures.

U.S. armed forces enjoy an enormous advantage over China and Russia in the quantity and quality of their C4ISR assets and their operational expertise in conducting persistent ISR and strike operations in distant locations under combat conditions. Unfortunately, many of these assets and much of this experience has been oriented toward the relatively permissive environments prevailing in conflicts against weaker opponents such as Iraq and irregular adversaries, such as al Qaeda and the Taliban. Both China and Russia possess A2/AD systems—and particularly counter-space and air defenses—that make it difficult to bring this advantage to bear early in a conflict. Chinese and Russian electronic warfare, dazzling, cyberattacks, and kinetic strikes will target U.S. space capabilities, both in orbit and on the ground. Chinese and Russian missile and air attacks will seek to destroy U.S. aircraft on the ground and disrupt or degrade airbase operations. The airborne C4ISR assets that remain will face dense layers of sophisticated air defenses before they can reach a position where they can provide targeting information for strikes on Chinese or Russian C4ISR systems. These assets will have difficulty remaining on station in contested environments, thereby reducing their ability to find, fix, target, and track mobile or relocatable targets. Operating in contested environments also will limit the effectiveness of C4ISR assets’ sensors and communications systems, as some types of active sensors or communications can give away a platform’s location and render them vulnerable to attack. Many types of sensors and communication systems are also susceptible to degradation or deception via electronic warfare. U.S. forces simply will not be able to assume the availability, security, or validity of their networked operational and tactical “pictures.”

In spite of these obstacles, U.S. forces will be able to conduct some attacks on adversaries’ C4ISR networks, and this ability will grow over time as more U.S. forces arrive in the theater and as U.S. attacks cumulatively degrade adversary A2/AD systems. This is where the asymmetries in interests noted earlier come into play. In a scenario—such as a conflict with China over Taiwan or Russia over the Baltics—where the stakes are much higher for China and Russia, they will be likely to respond much more aggressively to perceived U.S. escalation. In contrast, U.S. policymakers will be much more circumspect about creating the perception of escalation, both for internal political reasons as well as to hold together a coalition of allies and partners that may be concerned about turning a local dispute into a broader regional or even global war.

Given the increasing centrality of data and information to modern life and warfighting, the side that can accurately gather information, understand it correctly, and act on it more quickly—while resisting adversary attempts to exploit, disrupt, or deny this ability—will likely have a decisive advantage.
Under these conditions of asymmetry, launching massive, crippling attacks on Chinese or Russian C4ISR—almost all of which is located in their respective homelands and closely tied to their regimes’ abilities to maintain internal control—would be enormously escalatory and potentially strategically untenable. Given that U.S. strategies in past conflicts often have centered on decapitating or removing the ruling regime, it would be difficult for Chinese or Russian leadership to perceive a massive attack on their C4ISR as something other than an existential threat. Unlike Iraq or Yugoslavia, China and Russia possess a variety of means—including nuclear weapons and other forms of strategic attack—to respond to this sort of escalation.

While the exact triggers for escalation may be difficult to know beforehand, operational planning cannot simply assume that mutual nuclear and strategic deterrence will hold. This assumption is enormously misleading and dangerous. It pushes operational planners toward maximally aggressive solutions to the pressing operational problem of gaining C4ISR superiority, without taking into consideration the enormous strategic consequences of these operations. This challenge is daunting enough operationally, and it becomes more difficult when planners must restrain their attacks to limit the risk of unfavorable strategic escalation.

As difficult as it may be, U.S. planning for counter-C4ISR in a potential conflict with China or Russia must find a way to degrade their ability to effectively target U.S. forces and command and control their power-projection forces, without creating the perception that the regimes’ existences are at stake or otherwise provoking unfavorable escalation.

Establish Aerospace, Information, and Maritime Dominance throughout the Theater.

This assumes that this level of dominance is feasible in strategically relevant time lines.

U.S. forces can thread this needle with acceptable amounts of calculated risk. China and Russia have predicated their counter-C4ISR concepts directed against the United States on this exact prospect. Unlike the broad and kinetic U.S. approach to counter-C4ISR of the past quarter century, it may well be that defeating a great power’s C4ISR in an armed conflict translates to non-kinetic means—both passive and highly discriminate active—to temporarily disrupt or deceive the adversary’s C4ISR within localized areas for specific operational purposes. This highlights the importance of conducting counter-C4ISR actions within a broader operational concept vice pursuing such actions as an operational end in and of itself.

The U.S. approach to operations since World War II has tended toward limiting risk and avoiding “fair fights” in which conditions prevent the United States from leveraging its asymmetric advantages to limit risk to U.S. forces. The consequence of this emphasis has been a tendency toward methodical operations to establish dominance in information (C4ISR), air, space, and maritime domains before engaging in ground combat or other operations designed to compel the adversary to surrender. Essentially, U.S. post–Cold war operations and planning have traded time and firepower to reduce risk to forces. This approach made sense in a strategic environment where the United States had ample time to respond to threats, the defensive capabilities of adversaries or potential adversaries were limited, and vital U.S. interests were not at stake. The long campaign to suppress, degrade, and deny Iraq’s air defenses during the Gulf War was a perfect example of this approach. It worked in large part because U.S. forces did not face dire time pressures (e.g., from an Iraqi assault south into Saudi Arabia), and because Iraq’s defenses—while capable by the standards of the Gulf region—were not as advanced nor as competently operated as they could have been.

Given Chinese and Russian investments in A2/AD and power projection, it is highly unlikely that the Joint Force will enjoy the time and space to simultaneously establish multi-domain superiority and halt Chinese or Russian forces before they achieve their objectives. Despite their range, density, and sophistication, A2/AD networks are not “bubbles” of preclusive defenses at given ranges, which is how media coverage and graphics often portray...
them. During a conflict, the purpose of these systems is to deter U.S. intervention by raising the cost of conflict beyond the value of the disputed object—again, the likely asymmetries of interest in a potential conflict with China or Russia are key. If these systems fail to deter the United States, they would disrupt, degrade, and delay any U.S. response for long enough that China or Russia could seize its objectives at acceptable levels of risk.

Like their U.S. counterparts, neither Chinese nor Russian leaders wish to engage in a fair fight, and certainly not with an adversary that enjoys absolute advantages in the quality and quantity of key weapons systems and personnel. A2/AD approaches help China and Russia level the playing field by severely limiting and delaying an effective U.S. response through real and virtual attrition, with a particular focus on constraining information and aerospace power. While China and Russia respect the capabilities of U.S. ground and maritime forces, they realize that the true asymmetric advantages of the U.S. armed forces are their ability to operationalize information at high wartime tempos (much of which relies on space) and deliver devastating effects through airpower (both land- and sea-based).

Given the Joint Force’s significant, albeit potentially declining, qualitative edge in platforms and personnel, a symmetrical strategy of annihilating or attriting U.S. airpower through air-to-air combat likely would be suicidal for the PLAs Air Force or the Russian Air Force. Instead, their A2/AD approaches asymmetrically target the vulnerable points in the system-of-systems that comprise U.S. aerospace power—what the PLA calls “systems destruction warfare.”

Kinetic and non-kinetic (e.g., jamming, dazzling, and cyber) attacks on space systems could deny U.S. long-range communications; ISR; and space-based position, navigation, and timing (through the Global Positioning System or GPS). Air and missile attacks on U.S. forward bases could destroy aircraft on the ground and disrupt airbase sortie generation for operationally significant periods of time, particularly if these attacks could strike critical systems like fuel farms or pumping stations. Further air, missile, or cyber attacks against U.S. mobility and logistics networks could deprive forward forces of fuel, munitions, and spare parts and prevent rapid reinforcement of the theater.

Joint Force Air Component Commanders could pull their aircraft back to more defensible bases farther from adversaries’ threat systems, but while this might reduce attrition on the ground, it would induce “virtual attrition,” as fewer aircraft would be able to reach their targets and they would not be able to remain on-station as long in key locations. Adversary surface-to-air missile (SAM) systems like Russia’s infamous S-300 and S-400...
and increasingly capable fighter aircraft such as China’s J-20 and J-31 would threaten U.S. aircraft—and particularly non-stealthy combat aircraft and critical ISR and refueling tankers—at ever-increasing ranges. These systems would impose further “virtual attrition” on U.S. airpower either by limiting U.S. air operations to stealthy aircraft; necessitating large “gorilla” packages containing significant electronic warfare support; or by forcing increased use of scarce, penetrating long-range standoff munitions. Each approach can be effective, but with the tradeoff that they limit operational capacity.

At sea, a combination of threats from antiship ballistic missiles, submarines, and long-range air- and sea-launched cruise missiles would severely impede the ability of U.S. surface vessels, including aircraft carriers, to operate persistently at ranges where they could efficiently bring their offensive striking power to bear early in a conflict. Given the threat environment and current air- and missile-defense capabilities and concepts, Navy surface vessels operating in contested waters—which they would have to do to bring the bulk of their striking power to bear—would likely expend most of their time and munitions defending themselves against attack rather than attacking the enemy. Even if the U.S. Navy manages to avoid attrition in such a scenario, “virtual attrition” has heavily curtailed its combat power, with the exception of the undersea force.

While enormously capable and difficult for adversaries to counter, the Navy’s undersea fleet is too small, and the weapons capacity of today’s submarines is too limited, to substitute wholesale for the offensive striking power of surface vessels.

Ground forces, particularly in Europe, do not escape the A2/AD threat. As mentioned previously, every aspect of strategic mobility may come under attack, with fixed nodes like ports, airfields, railway junctions, bridges, and marshaling yards presenting particularly tempting targets. Any locus of C4ISR, such as headquarters, operations centers, communications nodes, or intelligence centers may come under kinetic and non-kinetic attack. This will represent somewhat of a shift for ground forces that have become accustomed to enjoying relative sanctuary at major bases in Iraq and Afghanistan. However, ground forces have long operated persistently within the “threat rings” of adversary systems and have numerous methods for preventing detection, defending themselves, and continuing to operate under attack, so this should be a shift in emphasis, rather than a fundamental change.

The most consequent shift for ground forces is likely to be the loss of air and maritime superiority, particularly early in a conflict. U.S. ground forces have not come under significant air attack since the Korean War and have altered their doctrine and force structure accordingly. Concepts and doctrine have minimized the importance of air defense and the need to conduct long-range fires from the ground under the assumption that the United States would own the air and that airpower would perform the deep strike mission. During amphibious operations, U.S. ground forces have been able to assume that the U.S. Navy controls the seas and that U.S. airpower has used its air superiority to suppress, if not destroy, major land-based threats such as antiship cruise missiles. Without air superiority, sea control, or effective suppression of advanced land-based threats, contested amphibious operations against a competent adversary can be suicidal.

As with the air and maritime domains, the aim of Chinese and Russian A2/AD operations is to avoid a fair fight by systemically weakening U.S. ground forces or rendering them ineffective or irrelevant through “virtual attrition.” In the case of a potential conflict in Eastern Europe, Russian multi-domain attacks along with aggressive maneuver will pose U.S., allied, and partner ground forces with a classic combined-arms dilemma. U.S. forces can maneuver to seize key terrain and potentially halt adversary forces, thereby exposing themselves to withering air, missile, and artillery strikes; or U.S. ground forces can hunker down and cede initiative and key
terrain to the adversary, with the attendant risk of being bypassed or surrounded. The lack of viable ground forces to at least slow Russian aggression would further weaken the effectiveness of U.S. airpower, as Russian forces would be able to disperse, move rapidly, and otherwise present less-tempting targets for air and missile strikes.

With the playing field leveled, both the Chinese and Russian militaries will use their A2/AD systems and rapid maneuver to put U.S. commanders “on the horns of a dilemma.” Commanders can attack the A2/AD systems—such as air defenses and anti-ship missiles—to create freedom of maneuver, reduce risk to their forces, and eventually bring a larger proportion of their total force to bear. This may preserve U.S. forces, but it will come at the cost of ceding time and space for Chinese and Russian power-projection forces to seize their objectives and present the United States and its allies and partners with a fait accompli that may be difficult or impossible to overturn. Alternatively, U.S. commanders can attack Chinese and Russian power-projection forces in the face of functioning A2/AD networks and risk casualty rates that might make continued operations unsustainable or prohibitively costly.

The challenges posed by A2/AD networks have led many in the U.S. defense community to wrongly identify them as the operational center of gravity for China and Russia. This misidentification has focused concept and capability development on degrading or defeating these systems or rolling back their geographic coverage so that the Joint Force can again enjoy freedom of maneuver. The scale and temporal limitations of the challenge strongly suggest that an attempt to focus on counter-A2/AD operations as a means of limiting risk to U.S. forces is likely an operational dead end.

Despite contemporary success stories, later assessments showed that attempts to counter the Scud threat with missile defenses and offensive “Scud hunting” operations were largely unsuccessful. (DoD)
firepower against massed, undefended forces and are unlikely to present such a tempting target. U.S. operational planners must use a mix of military art and science to slow the movement of adversary forces, channelize them into vulnerable positions, and counter their efforts to avoid detection.

The DoD should not wholly ignore development of concepts and capabilities to degrade and ultimately defeat A2/AD systems including mobile missile systems. Rather, the shift is in priority, emphasis, and timing. It is a move away from using time to regain the level of dominance and freedom of maneuver enjoyed during the post–Cold War era, and toward rapidly achieving a level of advantage sufficient to blunt enemy attacks and buy time for global U.S., allied, and partner advantages to come to bear, thereby buttressing deterrence-by-denial.

**Attack the Adversary’s Fielded Forces and Critical Infrastructure to Degrade Its Forces, Erode Its Will to Fight, and Systemically Disrupt the Cohesion of the Regime and Its Military.**

*This assumes that the adversary cannot protect their territory or forces from air and missile attack, or respond to strategic attacks.*

In post–Cold War military campaigns, the United States and its allies and partners have exploited advantages in time and their ability to establish multi-domain dominance to methodically hack away at the power of adversary regimes. In a visceral sense, U.S. operations first attack the brain, eyes, ears, mouth, and nervous system, then begin striking the vital organs and limbs. The object of these campaigns was to compel surrender or, failing that, to significantly degrade the adversary’s governmental power, political will, social cohesion, and military capabilities prior to ground operations.

In the case of both the Gulf and Kosovo wars, U.S. full-spectrum dominance and the punishing air and missile campaigns it enabled left the adversary regimes with few good strategic options. They could hope to split the coalition (which Iraq tried to do by bringing Israel into the war), or they could hope to gain the support of Russia, whose strategic clout might be enough to give the United States pause. Absent such a low-probability/high-impact event, their best hope was that U.S.-led coalitions would tire of the campaign or that the prospect of casualty-intensive ground operations would deter them (hence Saddam Hussein’s hyperbole about the “mother of all battles”). However, as U.S. air operations pummeled or neutered their ground forces, this became increasingly implausible.

Once U.S. and coalition aircraft had suppressed and degraded Iraq’s air defenses and the regime’s ability to command and control its forces, the Gulf War air campaign began targeting fielded Iraqi forces. Iraq’s decision to place many of its forces in a largely static defense in open terrain without any effective air defenses, combined with a lack of effective C4ISR, left these units vulnerable to repeated coalition air attacks. The weaker these forces became, the less capable they were of deterring a U.S. ground invasion. U.S. and NATO forces conducted a similar air campaign against Yugoslavia during Operation Allied Force, although with greater difficulties in finding and targeting Yugoslavian forces in the field. Nevertheless, these forces had to hide, disperse, and abandon heavy weaponry to avoid air attack, which significantly reduced their military effectiveness.

U.S.-led coalitions possessed a wide array of options for compelling surrender or degrading adversary capabilities to the point where further operations could be conducted at low levels of risk. For all its limitations and difficulties, the war in Kosovo epitomized this asymmetry in strategic options. Once U.S. and NATO forces degraded Yugoslavia’s C4ISR, suppressed and degraded their air defenses, and removed the immediate threat to Kosovo, the coalition was free to explore myriad military and non-military coercive strategies to compel the Milosevic regime to surrender. These strategies included attacks on critical infrastructure in Yugoslavia, as well as strikes against economic targets associated...
with the regime and its core political supporters.73 The precise mechanism that prompted Milosevic to give up remains a subject of debate. The key point of these historical cases from the perspective of military strategy and operational concepts is that the United States had the time and freedom of maneuver to explore a variety of options to degrade, threaten, and ultimately compel the opposing regime, while Iraq and Yugoslavia could only hope that events broke their way. Both interventions began as minor regional conflicts, but only the U.S.-led coalition could turn them into a war of survival for their adversary with virtually no reciprocal risk.

In a potential conflict with China or Russia, the United States and its allies and partners are unlikely to find themselves in such an advantageous strategic position. Both China and Russia possess sufficient air, missile, and antiship defenses that rendering them functionally defenseless could require years of offensive operations and a quantity of advanced munitions far in excess of current U.S. munitions stocks.74 Their regimes are not nearly as fragile as those of Hussein's Iraq or Milosevic's Yugoslavia. Their military forces are sufficiently capable, resilient, numerous, and geographically dispersed that comprehensively degrading them in a long strategy of attrition would be infeasible. Both regimes likely would escalate the conflict long before U.S. attacks might achieve this level of degradation, thereby preventing them from being laid bare to strategic attacks and coercion that would fundamentally weaken the regime and foment internal discord. Both China and Russia have experienced that level of national weakness within, if not living memory, at least the memory of the generations that birthed the current leadership. Neither will allow their state to become that vulnerable, and both are able and willing to engage in countervailing strategic attacks to avoid that outcome. Put another way—the United States and its allies and partners cannot assume that they could achieve a level of dominance that would allow them to easily escalate a limited regional conflict with China or Russia as a means of compelling favorable war termination. This lack of escalation dominance is one of the core differences between the regional threats of the post–Cold War era and great powers like China and Russia.

From an operational perspective, this requires the United States to be prepared to fight and win limited regional conflicts against China or Russia. This necessitates the ability to defend vulnerable allies and key partners, and to directly defeat the Chinese or Russian forces engaged in aggression without immediate resort to escalation or strategies of attrition and exhaustion. Since U.S. force posture will not enable a preclusive defense at every point on the U.S. security perimeter, this means friendly forces must be able to hold sufficient terrain in vulnerable allies and partners, such as the Baltic States and Taiwan, to prevent their collapse and enable a counterattack from a position of strength. Revisiting David Ochmanek’s criteria from earlier in the paper, this likely will require a U.S.-led coalition to have the conventional ability to destroy 300-plus high-value PLA-Navy (PLAN) vessels in the Taiwan Strait, or 2,000-plus Russian armored vehicles in the Baltic region within 72 hours of the start of a conflict.75 The ability to accomplish the former would allow the coalition to prevent China from using its largest amphibious vessels and other key ships to land their cargos on Taiwan’s beaches. The ability to accomplish the latter would allow NATO to inflict loss rates of 50 percent or more on the first operational echelon of a combined-arms Russian invasion of the Baltic states. Escalation or strategies of attrition and exhaustion may come into play, but—given the asymmetries of interest and lack of unchallenged escalation dominance—the U.S.-led coalition must defend its interests in such a way as place the burden of escalation on China or Russia, which will further strengthen the coalition and make U.S. escalation seem more reasonable, and therefore more credible.

Conduct Ground Operations once Enemy Forces Are Heavily Outnumbered, Degraded, and Disorganized.

This assumes that the United States will control the tempo of operations, possess dominance across all domains, and that U.S. airpower and strikes will be able to systemically degrade adversary ground forces.

In both Gulf Wars, U.S. and coalition ground forces fought Iraqi forces that, for all intents and purposes, were already defeated. This is not to say that the ground invasions were without risk (they were not), or that
U.S. and coalition ground forces did not perform superbly (because they did). However, the coalition air campaign, and the decisions of the Hussein regime, had left the Iraqi ground forces mostly cut off from their command and control and logistical resupply, heavily attrited, and sapped of the will to fight. In hindsight, the absurdly lopsided outcomes of the invasions of Iraq seem overdetermined: A highly-trained professional military with advanced equipment and competent leadership defeated a third-rate conscript force with obsolescent equipment and incompetent leaders, which also had endured weeks of bombardment.

The purpose here is not to wade into the tedious debate regarding the relative merits of airpower versus ground forces. Rather, it is to note that U.S. ground forces have not faced a serious threat at the operational level of war since the end of the Cold War. Insurgent forces in Iraq and Afghanistan could achieve fleeting moments of tactical superiority, and could conduct a fairly effective strategy of exhaustion aimed at U.S. political will and fiscal priorities, but they did not pose an operational risk to U.S. forces. Ground forces, therefore, understandably have spent the last 15 years attempting to solve pressing tactical (e.g., improvised explosive devices) and strategic challenges (e.g., cultural competency), while generally downplaying the importance of operational problems like supporting maneuver forces with fires and air defenses.

In a potential conflict with China or Russia, U.S. ground forces would not enjoy this degree of overmatch. Ground combat between U.S. forces and the ground forces of China or Russia would be much more of a fair fight. Attrition likely would exceed anything U.S. forces have seen since the worst days of Vietnam. Operational defeat would be a distinct possibility.56 Both China and Russia would be able to contest U.S. air superiority over and near the battlespace, meaning that not only would U.S. ground forces not have persistent access to close air support, but also that they could come under air and missile attack. This shift is made worse by the fact that both China and Russia have built their ground forces around the assumption that they would not enjoy air superiority in a potential conflict. As a result, both Chinese and Russian ground forces possess large quantities of capable artillery and air and missile defenses. While Chinese and Russian personnel and training may not yet be on par with U.S. standards, they are improving, and their frontline units may approach a level of readiness and training similar to U.S. forces.77 The same applies in equipment and materiel; U.S. forces may continue to enjoy some advantages, but the gap in quality is not nearly what it was against Iraqi forces, and in some areas, U.S. equipment may actually be inferior.

In addition to these symmetrical force-on-force issues, the erosion of the assumptions underpinning U.S. post–Cold War operational planning may have relatively more profound impacts on the ground forces than the Air Force or the Navy. Threats to strategic mobility are particularly problematic for an Army that has adopted an expeditionary posture and has had difficulty responding to threats quickly even under more benign conditions.78 Moreover, the loss of air and maritime dominance, combined with an increasing focus on the Indo-Pacific region and the resultant focus on air and maritime forces, is pushing U.S. ground forces to contemplate how they can balance supporting roles in joint operational concepts with their traditional role as the supported forces in joint warfighting. In highly contested environments like East Asia and Eastern Europe, for example, forward deployed ground forces may be able to use fires, air and missile defense, and electronic warfare to create maneuver space for U.S., allied, and partner air and maritime maneuver.
Combine Precision Firepower with Rapid Maneuver—Enabled by Information Dominance and Mostly Secure Lines Of Logistics—to Fix and Annihilate Enemy Forces and Seize Key Terrain with Minimal U.S. Casualties.

This assumes that every preceding assumption of the current American way of war holds.

After almost 20 years of inconclusive stability, counterinsurgency, and counterterrorism operations, a triumphal valedictory seems out of place. And yet the disappointing denouements of many of America’s post–Cold War conflicts should not erase the phenomenal operational accomplishments that preceded them. The Iraqi military in the Gulf War may have been stronger on paper than it was in practice, yet it was still the fourth-largest military in the world, operating on or very near to its “home turf,” in a region where the United States had almost no permanent ground-force presence. While the absurdly lopsided outcome was partly due to the weakness and incompetence of the Iraqis, it also was due to the incredible capabilities of the late–Cold War U.S. armed forces.79

Although less celebrated, operations against Yugoslavia, Afghanistan, Iraq again in 2003, and even Libya and ISIS have demonstrated the unmatched ability of U.S. armed forces to project and sustain advanced military forces in distant regions.80 There is a good reason that China and Russia have spent so much time in recent decades going to school on the American way of war and looking for ways to defeat it. The United States has shown that it can defeat fairly large regional opponents halfway around the world with virtually no operational risk and very few casualties. From the perspective of U.S. competitors and adversaries, the American way of war has proven terrifyingly effective.

The problem, as the preceding paragraphs have illustrated, is that this terrifyingly effective war machine relies on a host of assumptions, each of which presents vulnerabilities that a capable, competent adversary can exploit. Under more normal historical circumstances, competitors likely would have begun deploying countermeasures to the American way of war that emerged from the Gulf War almost immediately. However, the collapse of the Soviet Union and the nature of the bipolar system left the United States without a real military competitor for almost two decades. The United States alone possessed advanced systems like precision-guided munitions and stealth aircraft. Rather than compete in the realm of conventional operations, states either pursued nuclear deterrents, made themselves hard to swallow through irregular warfare and other forms of weapons of mass destruction, or some combination of the two.81

These strategies were reasonably effective in self-defense, but they would not support a bid for regional hegemony or other actions that would seriously threaten vital U.S. interests.

As the NDS and the numerous intelligence and military assessments that informed it have made clear: This relatively quiescent period in military-operational competition is over. China and Russia have pursued operational and strategic counters to the present American way of war, with a particular focus on using precision-guided weapons—previously an area of functional U.S. monopoly—to disrupt U.S. forces systemically. The United States is entering what the late Andrew Marshall, Barry Watts, Andrew Krepinevich, and others have called “a mature precision-strike regime,” in which multiple military competitors possess the ability to strike targets with accuracy independent of range.82

The American way of war has proven terrifyingly effective. ... The problem is that this terrifyingly effective war machine relies on a host of assumptions, each of which presents vulnerabilities that a capable, competent adversary can exploit.

The implications of a shift from a monopoly on precision-strike toward a mature regime are profound—they cut to the heart of virtually every aspect of the current American way of war and are eroding the ability of the Joint Force to defend U.S. vital interests from coercion or aggression. At the same time, China and Russia have pursued novel approaches (e.g., land reclamation in the South China Sea) and new twists on old methods (e.g., the use of social media for information warfare), to aggressively undermine the United States and its constellation of allies and partners. This erosion of the Joint Force’s conventional deterrent and increasingly insistent competition in the so-called “gray zone” both are taking place under the shadow of nuclear weapons and new forms of strategic attack such as cyber.

The lopsided victories of the post–Cold War era are likely a thing of the past. America needs to prepare for a new era of great-power competition by developing a new way of war that accepts this reality. The Joint Force, the DoD, and Congress need to prepare for an era of warfare
The infamous “highway of death” epitomized the lopsided nature of the Gulf War. (Joe Coleman/U.S. Air Force)

that may look and feel very different than what they have been accustomed to. The American people may need to be prepared for levels of attrition and operational setbacks that haven’t been seen since Vietnam and Korea, respectively.

The recent first flight of the Kratos XQ-58A Valkyrie demonstrator illustrates the fundamental change in mindset that must occur. The Air Force Research Laboratory, which sponsored development of the XQ-58, views it as a low-cost “attritable” aircraft. This means that, while it is intended to be used multiple times, it has been designed to a low cost without a human pilot so that its loss in combat will not be an issue. Its low cost should allow it to be procured in large numbers and enable operational commanders to use it in ways that they might not use a manned platform or a much more expensive and scarce unmanned asset. This, on the whole, is a step in the right direction for U.S. airpower, which has been moving increasingly toward an empirical proof of Augustine’s law. The issue from the perspective of the American way of war is that this still presupposes that war can and should be relatively bloodless and free of attrition. In a possible future war with China or Russia, every U.S. platform will be “attritable,” and to pretend otherwise is foolhardy.

Exploit Other Levers of Power (Diplomacy, Information, and Economics) for Coercive Leverage.

This assumes that the United States and its coalition partners will have significant advantages in these areas.

The current American way of war assumes that the United States and its coalition allies and partners will have enormous advantages in non-military aspects of power. To use the military acronym, these are the Diplomatic, Information, and Economic aspects of DIME. This assumption accords with post–Cold War history. Iraq, Serbia, Afghanistan, and Libya all lacked any meaningful power in those areas. Iraq and Serbia both attempted to leverage their diplomatic relations with their erstwhile sponsors in the Soviet Union and Russian Federation, only to find that those connections were of little value. Iraq tried to deter and disrupt the coalition during the Gulf War through its ability to affect the global market for energy. While Iraq’s actions temporarily doubled the global price of oil, this strategy failed. The possibility that Iran might seek to disrupt or even choke off the flow of oil and gas by harassing shipping through the Strait of Hormuz or mining it altogether has long been a concern of U.S. policymakers and defense strategists. While there is ample debate regarding the military feasibility or strategic desirability of such a strategy from an Iranian perspective, based on the history of the Gulf War and the Tanker Wars, it likely would not succeed at deterring U.S. intervention.

The inability of regional states to challenge U.S. supremacy in non-military aspects of power has simplified the decision to go to war against them, made military operations against them easier, and provided additional leverage for favorable war termination. If, in 1990, Iraq could have used economic power to pry away some of the United States’ European or Asian allies and used diplomatic persuasion or coercion to pry away some Arab allies, or if it could have leveraged its relations with the Soviet Union to greater effect, it could have shrunk the size and coherence of the coalition, reduced U.S. access and overflight in the region, and impeded U.S. efforts to redeploy forces from Europe to the Gulf. The effect of these changes is difficult to predict, but they likely would have complicated the decision to go to war and, should the administration of George H. W. Bush still have decided to use force to eject Iraqi forces from Kuwait, they likely would have limited the options available to USCENTCOM planners.

Non-military aspects of U.S. power can help coerce adversaries into accepting unfavorable war termination
Russia and China have vastly different economic and diplomatic statuses compared to regional powers such as Iraq or North Korea, and they may not be equally vulnerable to these forms of coercion. Terms and provide means to enforce post-conflict order. After the Gulf War, U.S. diplomatic and economic power helped maintain the sanctions regime that crippled Iraq as a military threat. Similarly, economic coercion was critical to the campaign against Slobodan Milosevic's Yugoslavia. Both Hussein's Iraq and Milosevic's Yugoslavia were minor, peripheral players in global diplomacy and economics. Had these states been major global powers that were deeply enmeshed in global financial and trade networks, it might have opened up new avenues of coercion, but it also likely would have increased the negative second-order effects of using non-military tools against them, and given them their own non-military means to fight back. Maintaining a tight sanctions regime against Iraq from 1991 to 2003 was difficult; doing the same thing over the same time frame to China or Russia likely would be impossible.

Russia and China have vastly different economic and diplomatic statuses compared to regional powers such as Iraq or North Korea, and they may not be equally vulnerable to these forms of coercion. China is surely vulnerable to economic coercion, as it is highly dependent on the global economy for energy, food, and certain advanced technologies. However, its status as the world's second-largest economy and as one of the largest trading partners for the United States (as well as many key U.S. allies and partners) could make a concerted, long-term sanctions regime or trade embargo difficult to enact and enforce. Russia, by contrast, is far more dependent on the global economy than the global economy depends on Russia. Russia therefore may be just big enough to be vulnerable, but not big enough to make coercive measures counterproductive. At the same time, Russia has significant recent experience in insulating its economy from the effects of economic sanctions—whereas China has not devoted as much attention to this concern.

In either case, both Russia and China would have a variety of economic and diplomatic tools to offset U.S. and coalition strengths in these areas. Both are members of the U.N. Security Council, giving them veto power over any attempt to use the U.N. to broaden or legitimize U.S. actions, and they have had success historically in building coalitions in the General Assembly. While hurdles in the U.N. might not directly hamper U.S. actions, it could give an excuse to states that wish to remain on the fence during a conflict, but are worried about incurring the wrath of the United States following the conflict. Both states maintain deep economic, political, and cultural ties with states on their periphery, which they could use to deny U.S. forces access and overflight. China, in particular, could use a variety of carrots and sticks to induce or coerce regional states like the Philippines, Indonesia, Vietnam, and Malaysia to stay on the sidelines, delegitimize U.S. actions, or even to support Chinese operations. A lack of support from these key states might call into question the willingness of the United States to intervene in regional disputes. Should the United States use economic coercion—i.e., sanctions, trade embargoes, or a blockade—to pressure China, the cost of this coercion would also fall on the United States economy, as well as the economies of key U.S. allies and partners such as South Korea, Japan, Australia, the Gulf States, and NATO. While this does not wholly invalidate such an approach, it significantly raises its costs and reduces its potential impact, as states will have a great deal of incentive to cheat or avoid aligning with the United States in the first place. For its part, Russia could

During Operation Allied Force in 1999, U.S. and NATO forces had ample time and freedom of maneuver to pursue multiple strategies to coerce Yugoslavia's surrender. One strategy was to target economic assets owned by members or close compatriots of the Milosevic regime, such as this bombing of factory in Serbia. (U.S. Navy)
threaten to curtail energy exports to wavering European states during a crisis with NATO. Such a strategy may not be able to stop a U.S.-led intervention, but it would weaken the coalition, raise the costs of intervening, and put pressure on national leaders and commanders to resolve the conflict more quickly.

The ability to shape perceptions of conflict is often just as powerful as the conflict itself. Many historians believe that U.S. reporting on the Tet Offensive in 1968—and particularly Walter Cronkite’s newscast that challenged the U.S. government’s prevailing narrative of success—helped fuel negative public perceptions of the conflict, even as the offensive effectively destroyed the Vietcong as a fighting force. U.S. foes in the post–Cold War era have been unable to use information operations to disrupt mainstream narratives and erode support for operations to this degree. The information operations of Iraq, Iran, and North Korea often have been laughably amateurish, as epitomized by the work of Iraqi Minister of Information Muhammad Saeed al-Sahhaf, also known as “Baghdad Bob,” who issued proclamations during the 2003 invasion of Iraq that were clearly divorced from reality.

China and Russia have far more powerful and sophisticated information capabilities than states like Iraq and North Korea. Rather than enjoying a significant asymmetric advantage in strategic information, during a potential conflict with these great-power competitors the United States might be at a disadvantage. While this disadvantage may have direct impacts on the force (for example, alternative narratives could sap the morale of U.S., allied, and partner troops), indirect impacts may be larger and more worrisome. By targeting the governments and populations of allies and partners in the coalition, Chinese and Russian information operations could deny U.S. forces access or support. Russian information operations have successfully attacked weaknesses in the U.S. political system—similar actions during a crisis or a conflict may be enough to erode domestic support and delay or altogether prevent U.S. intervention. China has been slowly increasing its information operations through its Belt and Road Initiative. This has included joint ventures with major U.S. and European media outlets, as well as outreach through small, local news media. This enables China to shape opinions over time and publicize its alternative narratives during crises. As an indication of China’s commitment to this aspect of its strategy, it recently created the first Belt and Road Initiative broadcasting station in Cambodia.

The solutions to many of these non-military aspects of Chinese and Russian power may lie outside the military sphere. Nevertheless, military strategy and operational planning for potential conflicts with China and Russia cannot proceed from an assumption that the main challenge is bringing our absolute advantage across all instruments of national power to bear through a whole-of-government strategy. The more worrisome possibility is that, in some scenarios, the United States may be significantly weaker than China or Russia in diplomacy, information, and economics, and this will place an added burden on an already heavily laden DoD.
Key Challenges

This survey of the assumptions underpinning the current American way of war highlights a handful of key challenges. Solving them will be central to developing a new American way of war and military forces capable of executing it.

Loss of operational sanctuary in a mature precision-strike regime. Military forces have historically been able to find sanctuary, or freedom from effective enemy attacks, at some given range from the adversary. These sanctuaries are where military forces would generally place critical supporting functions that they wished to protect from disruption, such as headquarters and logistics hubs. The range needed to achieve sanctuary generally has increased over time as artillery reached farther and as ground vehicles and then aircraft became more capable, but the accuracy and mass of attacks historically have decreased as a function of range, thereby limiting long-range strikes to small, harassing attacks like the Doolittle Raid. Nuclear weapons began to shift this paradigm, as the development and deployment of large quantities of intercontinental ballistic missiles provided mass striking power at range that was difficult for an adversary to counter, and the destructive power of nuclear warheads helped offset their relative lack of accuracy. Given their strategic implications, however, nuclear ICBMs had little impact on operational sanctuaries in anything but a cataclysmic war. The advent of precision-guided munitions coupled with long-range sensors and networks into “reconnaissance-strike complexes” has fundamentally shifted the paradigm.

Throughout most of history, attacking an adversary’s operational vulnerabilities—e.g., headquarters, supply lines, depots, ports, or airfields—required some form of risky maneuver to penetrate their sanctuary, as closing within fairly close range was the only means to deliver accurate firepower. For example, Germany’s blitzkrieg, which it developed from its late–World War I stormtrooper penetration tactics, was designed to penetrate into the adversary’s rear areas and wreak havoc, thereby collapsing their ability and will to fight without an attritional slog. Even when it was successful, as in the invasion of France, penetrating the front line required substantial casualties. Exploiting the penetration to systemically disrupt French and British forces required the leading Panzer units to essentially ignore flank security and almost constantly outrun their logistical support. The systemic disruption created among French and British forces was astounding, but the risks run were equally enormous for Germany.

Precision-guided weapons allow long-range firepower to achieve the systemic operational effects against sanctuaries that previously required raids and other high-risk maneuvers. This was one of the insights that led to the concurrent development of AirLand Battle and the Second Offset strategy—defeating a numerically superior opponent required some form of operational disruption and asymmetric attrition. Long-range precision-guided weapons could achieve this by attacking Warsaw Pact rear areas and second-echelon forces without high-risk maneuvers. U.S. air planners in the Gulf War applied similar thinking to the Iraqi military, and the systemic disruptions they achieved left Iraq’s deployed military forces nearly defeated even before the 100-hour ground war. Cyber attacks conceivably could have similar “range-independent” capabilities that would further degrade sanctuaries. The impacts of this are difficult to assess, however, given the limited operational usage of cyber capabilities in wartime and the general secrecy that shrouds these potential uses of cyber.

The problem, from the perspective of the American way of war, is that U.S. military strategy and operational thinking for the last 30 years have focused on relatively weak regional opponents like Iraq or, since 9/11, on non-state adversaries. While understandable given the strategic priorities of the nation, this focus has fostered a sense of complacency based on the belief that only U.S. armed forces could conduct sustained precision long-range strike campaigns to induce systemic disruptions. Given sufficient range from the adversary, U.S. operational and force planning assumed that critical systems—such as air- and sea-bases, C4ISR systems, logistics nodes, and headquarters—would enjoy sanctuary and unimpeded freedom of maneuver. Because of this flawed assumption, the Joint Force unwittingly has opened itself to systemic disruption across virtually every key warfighting function. The imperative to economize while supporting ongoing operations—combined with the perception of sanctuary—has led the DoD to prioritize efficiency over resilience. For example, hardening and burying the massive fuel farms that supply aviation gas for aircraft is far more expensive than building standard above-ground tanks—this sort of expense is “wasteful” if airbases are assumed to be in sanctuary, but potentially critical to sustaining air operations under attack by an opponent with precision-guided weapons.

To exploit the vulnerabilities caused by the assumption of sanctuary and the focus on efficiency, China and Russia have developed and continue to seek weapons that will enable them to achieve systemic disruptions of U.S. forces by targeting critical but relatively undefended
nodes—such as air bases and space infrastructure—that the DoD has assumed to be free from attack since the end of the Cold War. The loss of operational sanctuary for U.S. forces reflects the maturation of the precision-strike regime that Marshall, Watts, Krepinevich, et al. predicted. As Watts and others have noted, precision-guided weapons promise accuracy independent of range, but range is still a driver of cost—therefore, long-range precision weapons remain relatively scarce, even for advanced militaries. This scarcity creates an imperative to use these weapons to achieve disproportionate, systemic effects. At the same time, both sides in this military competition recognize the vulnerability of the long-range “kill chains” that enable effective use of these weapons. Taken together, this creates enormous incentives for operational aggressiveness to attack the key supporting systems of long-range reconnaissance-strike complexes.

The operational impacts of these incentives may drive toward a warfare regime that resembles World War II carrier operations in the Pacific, except at much longer ranges. In that competition, the enormous long-range scouting and striking power of the carriers, combined with their vulnerability and scarcity, conferred incredible advantage on the side that could effectively strike the enemy’s carrier force first. As the dean of naval tactics, Captain (Retired) Wayne P. Hughes would point out, this wasn’t wholly novel—success in naval combat has long come down to “attacking effectively first.” The concentration of critical systems in the carrier heightened and focused this imperative. The side that could sink or disable the other’s carriers not only would destroy scarce platforms, but likely destroy or disable many aircraft and precious aircrews along with them. This loss of scouting and striking power would systemically weaken the opposing fleet in any engagement, and multiple such losses could permanently cripple the opposing fleet if the losses could not be replaced. Such were the potential systemic impacts, that the U.S. and Imperial Japanese navies went to great lengths to attack each other’s carriers, launching incredibly risky and even suicidal air raids in hopes of disabling or sinking them.

This emerging paradigm driven by the loss of operational sanctuary helps explain why the 2018 NDS emphasizes both lethality and resilience to such a great degree. Lethality requires the Joint Force to be able to strike diverse targets—with a particular focus on achieving systemic disruption—inside contested environments from the outset of a conflict. Resilience demands that the Joint Force must be able to withstand precision attacks on key nodes and systems, and continue to operate effectively. Together, demonstrating the ability to defeat an adversary’s strategy and plans by striking or suppressing key nodes and operational centers of gravity, while being able to withstand a first strike and continue fighting effectively, should provide a convincing conventional deterrent to aggression.

Vulnerability of information, basing, and logistics. This paper has largely eschewed discussing symmetrical military-operational competitions, such as air-to-air, naval fleet, or ground combat. This is not to imply that these competitions are wholly irrelevant to a new American way of war. Rather, it reflects the fact that neither China nor Russia wishes to enter into such a competition without first systemically disrupting U.S. military operations. A focus on air-to-air combat between U.S. aircraft and their Chinese or Russian counterparts, for instance, may overlook the impact that airbase and counter-C4ISR attacks have in defining the parameters of air-to-air engagements. In many cases, these systemic impacts may have greater influence on combat outcomes than differences in the quality or quantity of platforms, sensors, munitions, or personnel.

Instead of symmetrical combat, three particular areas stand out in the shift from the post–Cold War era to the new era of great-power competition: information, basing, and logistics. As noted previously, information has long been critical in warfare, but its salience has increased as modern military forces have come to depend on accurate, detailed, and timely information to conduct precision-strike operations. Prior to a conflict, China and Russia will work to deny or manipulate information to
prevent a timely and coherent response from the United States and its allies and partners. During a conflict, China and Russia will try to exploit information to their advantage or, failing that, disrupt, degrade, and deny U.S., allied, and partner access to information.

The vulnerability of airbases—both land- and sea-based—is a critical problem for U.S. operational planning. The United States needs overseas airbases to project power to distant theaters on a large scale, but these bases are large, difficult to conceal and, at least in the case of land bases, in fixed locations, which makes them easier to target. Prior to competitors and adversaries developing long-range precision-guided weapons, attacking U.S. airbases required long-range raids that were highly risky against U.S. defensive fighter patrols. However, defending U.S. airbases against sustained large salvos of ballistic and cruise missiles is expensive, and it cannot be sustained over time given the imbalance between adversary offensive missiles and U.S. defenses. Defending airbases against emerging hypersonic missiles will be extremely difficult. This issue is particularly problematic in the Pacific, where the United States has a relative dearth of good basing options, and the PLA possesses large inventories of long-range ballistic and cruise missiles designed to attack airbases and aircraft carriers and is developing hypersonic weapons that can evade U.S. defenses. Through a combination of attrition on the ground and suppressed sortie generation, airbase attacks can radically alter the ability of the Joint Force to generate airpower when and where it’s needed. There is no silver-bullet solution to this problem, and each potential remedy has fiscal or operational costs.

The United States cannot project and sustain power overseas without functioning logistics networks. While American discussions of military strategy and operations often overlook this fact, Chinese and Russian strategy are well aware of it. Just as attacks on C4ISR and airbases can create systemic disruption, so too can attacks on logistics. For example, why should the PLAN attack a U.S. surface action group, when it much more easily can attack the Combat Logistics Force ships that U.S. surface combatants rely on for underway replenishment? A similar problem exists in the air domain, given the dependence of U.S. aircraft on vulnerable aerial refueling tankers. To make this problem worse, after decades spent operating in sanctuary, U.S. logistics forces are woefully unprepared for operating against adversary attacks or in contested environments.

A lack of time.

Both China and Russia are well aware that, while the relative gap may be closing, the United States and its allies and partners maintain an absolute advantage in combat power, provided they have the time to bring it to bear. From their perspectives, victory therefore requires preventing an effective and timely U.S.-led response. China and Russia can accomplish this by exploiting time to their advantage and presenting the United States with a fait accompli before it is able to respond.

China and Russia thus far have achieved temporal advantages by operating in areas where U.S. strategy and policy are unclear, or by exploiting techniques that confound U.S. decisionmaking and responses. These gray-zone techniques exploit time in unique ways. China’s land reclamations in the South China Sea, for example, were a slow-motion crisis that succeeded in “boiling the frog;” although it remains to be seen whether China’s geologic aggression has been a net strategic gain. Russian actions in Crimea were radically different. Using legal and covert troop movements, as well as the cover of a snap exercise, Russia seized Crimea militarily faster than Ukraine could respond—and arguably before Moscow was ready to exert political control. China slowed time down to make territorial aggrandizement seem less aggressive, thereby preventing a coherent U.S. or regional response. Russia sped up time to move faster than the United States or its allies and partners could fashion a response. In both cases, China and Russia used time to achieve a fait accompli.

While these two scenarios were sui generis, U.S. military strategy and operational planning should assume that China and Russia will seek again to use time to their advantage so they can present the United States with a fait accompli. Slow burn or salami-slicing techniques such as China’s activities in the South China Sea exploit U.S. indications and warnings systems and a national security decisionmaking apparatus that is more focused on unambiguous actions like Hussein’s invasion of Kuwait. A rapid coup de main like Russia’s seizure of Crimea simply moves faster than the United States or its allies and partners can respond.

In many cases, these systemic impacts may have greater influence on combat outcomes than differences in the quality or quantity of platforms, sensors, munitions, or personnel.
Both approaches use time in different ways, but they exploit a common weakness in U.S. military strategy: an expeditionary posture that requires weeks or months to respond to crises. Since the end of the Cold War, U.S. forces generally have shifted away from forward stationing and toward basing forces in the United States. The reasons behind this shift are myriad: declining threat perceptions, a desire on the part of some host nations to reduce the presence of U.S. forces, a belief that forces based in the United States are more flexible and responsive to unpredictable threats than those stationed overseas, and political pressure to relocate military forces (and therefore jobs) to the United States. The end result, as an Army staffer once put it: “the United States has a Western Hemisphere military for Eastern Hemisphere problems.”

These reasons behind this choice may have been justifiable during the post–Cold War era, when the United States faced negligible time-sensitive threats and economic considerations trumped military concerns. However, the strategic environment has changed. The emergence of great-power competition hasn’t reduced the number of potential threats to U.S. national security, but it has helped to clarify and prioritize them. China and Russia present unique military challenges to U.S. security interests in terms of scope, scale, and speed, hence their centrality in the NDS.

The misalignment of U.S. force posture with the security environment means that responding to threats in the theaters where U.S. interests are most challenged requires weeks or months to build up combat power. This delay is part of what makes a fait accompli strategy viable for China and Russia. As illustrated throughout this paper, the challenges posed by China and Russia are particularly problematic for expeditionary power projection. Put simply, China and Russia may be able to strike vulnerable points in the U.S. security perimeter faster than expeditionary forces can respond, and with sufficient force to overwhelm or bypass allied, partner, and U.S. tripwire forces. Absent changes to posture, the United States is at risk of possessing an absolute advantage in military forces globally that it cannot bring to bear to achieve strategic outcomes regionally.

You can ask me for anything you like, except time.
—Napoleon Bonaparte

End of all-domain dominance.
U.S. forces have become accustomed to possessing virtually unchallenged dominance over every operating domain since the end of the Cold War. This dominance has given U.S. commanders and operational planners nearly unfettered freedom of maneuver and allowed them to reduce operational risks—and particularly risks to the force itself—to historically low levels in wartime. In addition, all-domain dominance and freedom of maneuver have enabled different parts of the Joint Force to work synergistically to achieve greater combat effects with fewer forces. For instance, the dominance of Air Force, Navy, and Marine Corps aviation has provided the Joint Force with freedom from air attack, incredible situational awareness and targeting, close air support, and battlefield interdiction. As a result, the Army and the ground component of the Marine Corps have been able to maneuver more aggressively and spend relatively less on air defenses and long-range fires.

The loss of all-domain dominance threatens this synergy and could make the Joint Force less than the sum of its constituent parts. Without air dominance, for example, U.S. ground forces may remain in more static defenses or maneuver much more conservatively. Without aggressive maneuver, adversary ground forces will not be forced to concentrate or counter-maneuver, making them less susceptible to detection and less vulnerable to offensive strikes. With air dominance threatened, the Air Force is likely to husband its ISR and tanker aircraft, which could leave them unavailable to support Navy aviation operations, which in turn might constrain the effectiveness of the carrier air wing, and so forth. The potential effects are myriad. The broader point is that, in a warfighting regime that likely demands greater cross-domain collaboration, the loss of dominance in multiple domains could undercut collaboration as each military service and component seeks to mitigate the effects of operating within contested domains and seeks to reestablish superiority in its domain.

The tendency of U.S. operational and force planning thus far has been a strange mixture of seeking to regain a level of all-domain dominance commensurate with post–Cold War experience, and attempting to avoid the problem through wishful thinking and invoking strategies of horizontal escalation (which, in many potential scenarios, are one and the same). U.S. operational and force-planners need to accept that the virtually unchallenged dominance that the Joint Force enjoyed in the air, sea, space, and information domains was a historical anomaly of a period without serious military competitors. Trying to regain that level of dominance,
particularly at the outset of a conflict, is a fool’s errand that will waste time, money, and lives. Horizontal escalation has its place as an adjunct to a strategy of defending U.S. vital interests, but it is not a substitute. What’s needed instead are concepts and capabilities to defeat an adversary’s theory of victory by attacking operational centers of gravity in contested environments from the outset of a conflict—i.e., without a long campaign to achieve domain superiority or dominance.\footnote{112}

The Kenny Rogers problem.
In, “The Gambler,” Kenny Rogers sang, “You’ve got know when to hold ’em, know when to fold ’em, know when to walk away, and know when to run.” Much like a gambler in the song, U.S. military strategists and force-planners have to make informed bets about the future of warfare. The challenges posed by China and Russia require major changes to how the Joint Force fights and how the military services are trained, organized, and equipped. However, this does not mean that every aspect of U.S. military strategy and operations needs revolutionary change.

While the current paradigm shift will touch almost every aspect of U.S. warfighting, not every change will be radical. Some military systems, such as the M2 .50-caliber machine gun, have stood the test of time because of their simplicity and fitness for purpose. While they may see different uses in a new way of war, they may not need substantial physical changes. Other systems, such as the B-52 bomber, have been flexible enough to be constantly reinvented to meet new threats, and may see yet another role in 21st-century great-power competition. Devising a new American way of war requires taking a close look at the current defense portfolio and the demands of the future, then differentiating between what can be made to work, what needs an overhaul, and what can be discarded.

Concluding Thoughts
The challenges outlined above are real, they are difficult, and the DoD and its subordinate components must solve them urgently to implement the National Defense Strategy and defend U.S. interests. However, these problems are solvable. The U.S. military establishment has solved problems of similar magnitude in the past, and there are initiatives and organizations working on solving them today. The Third Offset and the NDS have provided an intellectual foundation, a call to action, and strategic prioritization to solve them. The defense budgets for FY2019 and FY2020, while far from perfect, represent steps in the right direction.

At the same time, China and Russia face real, substantial challenges in conducting operations against the United States, its allies, and partners. Their forces are superior to those of Iraq or Yugoslavia, and they possess myriad strategic advantages that previous U.S. competitors have lacked, but their strategic and operational approaches have vulnerabilities and uncertainties that U.S. forces can exploit. For example, striking mobile targets at range, which is central to both Chinese and Russian operations in a potential conflict with the United States, requires accurate targeting information and the ability to transfer that information to the weapon in a timely manner. U.S. forces have spent several decades practicing and refining their ability to do this, including extensive combat experience, and yet these strikes are still complex and difficult operations. As this paper has illustrated, the links in these kill chains are vulnerable to all manner of disruptions, and Chinese and Russian kill chains are no exception to the rule.\footnote{113}

U.S. armed forces do not need to be invincible to achieve the objectives of the NDS. They simply need capabilities and operational concepts sufficient to sow enough doubt in the mind of Chinese and Russian
military planners that they eschew armed coercion and aggression against U.S. interests, our allies, and partners as a means of achieving their political objectives. During the post–Cold War era, the American way of war was so effective that victory was simply a matter of reducing risk in execution, regardless of the problem.114 This perspective carried over into the DoD’s assessments of risk to its ability to conduct operations. These often take the form of “stoplight charts,” because they use red, yellow, and green to represent high, moderate, and low risk, respectively. Generally speaking, the response to these assessments is to focus on areas of red and yellow to reduce risk.

This was a reasonable approach when the way of war was assumed to work, and the risks were limited in scope. It works less well when the way of war itself is in question and the risks are getting higher and more widespread. Moreover, it represents a flawed understanding of deterrence. For contingencies in which important national interests are at stake, credible deterrence is less a function of the risk to U.S. forces than it is of the risk to the adversary’s overall operation. For the Joint Force to deter an adversary, it does not need U.S. risk to be low; it needs the adversary’s risk to be high. In the parlance of the stoplight chart, the Joint Force doesn’t need to be green or yellow across the board, so long as the adversary sees enough red in their assessment of their own abilities that they choose not to act.

Instead of seeking to reduce risk, a new American way of war must seek to induce doubt in potential adversaries by attacking their theories of victory and introducing risk into their operational concepts. Executing this shift in strategic mindset is difficult, but achievable. It does not require enormous investments or the arrival of game-changing new technologies. The hard work of grappling with the problems described above can begin today, and changes to concepts and capabilities that could alter the deterrence calculi of China and Russia are feasible within one or two budget cycles.

There should be no doubt about whether the United States has the wherewithal to execute the NDS. The question is whether it will. This strategy will require focus and discipline in the DoD, Congress, and presidential administrations. It will require consistent funding directed at the right priorities, and a willingness to make unpopular cuts to previously sacrosanct programs. It will require the military services to rethink their strategic concepts, roles, and missions, and build on the NDS to develop viable theories of victory that will confound U.S. adversaries. It will require new operational concepts that explain how current and planned forces can be employed to achieve campaign objectives. It will require deeper engagement with allies, key partners, and potential allies and partners. It will require the DoD and the broader defense community to confront difficult challenges, solve them in a way that is consistent with U.S. strategic objectives given budget constraints, and make a clear argument to the American people for why these hard choices are necessary.

In the face of increasing pressure from China and Russia, the NDS seeks to uphold a security order and a constellation of alliances and partnerships that have made the United States secure, prosperous, and powerful for over 70 years. Sustaining this advantageous position for the next 70 years and beyond, given the paradigm shift under way in the security environment, will require a willingness to fundamentally rethink how the U.S. armed forces fight wars. If we want everything to stay as it is, everything will have to change.
Next Steps Toward a New American Way of War

The current American way of war will not work in a strategy focused on deterring Chinese and Russian aggression. To continue investing money in flawed concepts is a waste of resources and, given constrained resources, an enormous lost opportunity to make better investments. This project will rigorously examine and debate the key aspects of U.S. military strategy and operational thinking with an eye toward developing new strategies and operational concepts better suited to long-term military competitions—and potential conflicts—with China and Russia.

This project will advance research and debate on developing a new American way of war in several ways. First, it will convene regular meetings of military strategists, operational planners, analysts, and force planners to discuss the problems identified in this paper. Second, it will create a network of like-minded military thinkers who will work to advance the art and science of American military strategy and operational thinking. Finally, it will regularly publish products that bring this research and debate into the public.
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