When complying with discovery obligations in cross border litigation or responding to document production requests from overseas regulators, multi-nationals operating in China have to comply with China’s state secret laws that prohibit the unauthorized export of China’s state secrets. Recent cases in the United States and Hong Kong have shown that companies faced with document production requests will not be able to successfully refuse production on the grounds of potential exposure under China’s state secret laws. Rather, as this OnPoint explains, multi-nationals facing such obligations have to proactively review the relevant documents for state secret information and exclude only the documents that contain state secret information from production.

China’s State Secret Laws

The difficulty in assessing whether documents include state secret information arises from the broad and ambiguous definition in the applicable laws. The Guarding State Secrets Law (State Secrets Law) defines state secrets as “matters which have a vital bearing on state security and national interests and which are entrusted to a limited number of people for a given period of time” and prohibits acts such as illegal acquisitions, unsecure transfers through the internet or exports of state secrets out of China. In addition to the broad definition referred to above, the State Secrets Law also includes a catch-all provision that defines state secrets as “[o]ther matters that are classified as state secrets by the National Administration for Protection of State Secrets.” The State Secrets Law creates criminal responsibility (including imprisonment on conviction) for individuals involved in the prohibited acts.

Recent Cases Involving Document Production Request by Overseas Regulators

In 2011 and 2012, the Securities Exchange Commission (SEC) requested audit work papers and related documents from several accounting firms in connection with securities fraud investigations commenced by the SEC against ten U.S. issuers whose operations were principally based in China. The accounting firms concerned refused production citing, inter alia, China’s applicable state secret laws as grounds for the refusal. The SEC responded by commencing administrative proceedings against the accounting firms in 2012.

In May 2013, the Public Company Accounting Oversight Board (PCAOB) in the United States, the China Security Regulatory Commission (CSRC) and the Ministry of Finance of China signed a Memorandum of Understanding (MOU) that provides for a mechanism by which the PCAOB or the CSRC can request audit work papers and other relevant documents from each other during the course of their respective investigations. Under the MOU, the government agencies agreed to provide timely support for document requests with only a limited scope to refuse such requests (e.g. based on ground of public interest or essential national interests). Documents obtained through document requests under the MOU can be shared with the relevant government agencies (e.g. the Department of Justice and the SEC in the United States) for investigative purposes.

Shortly after the MOU was signed, the CSRC notified the accounting firms of a new procedure, approved by China’s State Council, which would apply to the screening of audit work papers for state secrets (and other sensitive information). The accounting firms must adhere to this procedure once the CSRC receives a request for documents under the MOU. The procedure requires inter alia the following steps:
accounting firms must screen the relevant documents and redact or remove all state secrets or any other sensitive information;
accounting firms must engage external law firms (qualified in China) to certify that the screening was done correctly; and
accounting firms must ask their clients to certify that the accounting firms’ work is proper.

After screening the requested documents in accordance with the procedure set out above, the accounting firms have to produce the documents to the CSRC, which in turn would hand them on to the regulator in the United States.

Notwithstanding the MOU and the procedures outlined above, it is evident from two recent cases that the SEC is taking the view that the accounting firms remain ultimately responsible for making the requested documents available whether directly to the SEC or indirectly through the CSRC. In both cases, the SEC continued actions it commenced against the accounting firms even though steps had been undertaken to obtain the requested documents via the CSRC. As one of the cases demonstrates, the SEC will only discontinue its actions after it obtains the relevant documents and assurances that the involved accounting firms will cooperate fully with the CSRC in future production requests.

In the administrative proceedings against the accounting firms referred to above, the SEC continued its action despite the CSRC having become involved in facilitating the production of documents requested under the MOU. The action resulted in an SEC administrative law judge censuring four Chinese subsidiaries of the accounting firms for failing to produce the relevant documents, and denying them the privilege of practicing and appearing before the SEC for six months. This means that the four subsidiaries are effectively barred from auditing companies listed in the United States for a six-month period. The accounting firms have petitioned for a review of the 22 January 2014 decision and filed a motion to adduce further evidence in support of their arguments that the production of documents by the CSRC under the MOU is an alternative means of production that satisfies the accounting firms’ production obligation. Recent filings reveal that the SEC and the accounting firms are currently in settlement discussions.

In a subpoena enforcement action commenced by the SEC against an accounting firm in the U.S. District Court for the District of Columbia that contains similar facts to the SEC’s case against the accounting firms referred to above, a joint motion to dismiss the action was only filed on 27 January 2014 after the SEC received most of the documents requested through the CSRC via the procedure set up under the MOU and obtained an assurance from the accounting firm of its continued cooperation with the CSRC in relation to future production requests in that matter.

The U.S. regulators are not alone in pushing back on refusals to disclose documents on grounds of potential exposure under China’s state secret laws. On 23 May 2014, the Hong Kong Court of First Instance ordered an accounting firm to comply with a request from Hong Kong’s Securities and Futures Commission for the audit work papers and other documents of one of the accounting firm’s Chinese clients on grounds that it had no reasonable excuse (the applicable test) to withhold the requested documents. The court rejected the accounting firm’s arguments that the requested documents could contain state secrets and would put the accounting firm at risk of violating China’s state secret laws. In doing so, the court held that whether the audit work papers at issue constituted state secrets within the definition in China’s applicable laws was a factual question that was entirely dependent on the contents of the audit work papers. As neither the Court nor the expert witnesses in the case had been shown the audit work papers, the accounting firm was unable to establish that the audit work papers contained state secrets that precluded their transmission to Hong Kong.

The U.S. and Hong Kong cases illustrate that accounting firms cannot successfully resist production requests for audit work papers of their Chinese subsidiaries by pointing to their potential exposure under China’s state secret laws. Instead, the accounting firms must proactively undertake steps to review the audit work papers and any other information requested by an overseas regulator and identify any state secret information within such documents. Additionally, even if overseas regulators like the SEC request audit work papers through official channels (e.g. under the MOU), the accounting firms will still be responsible under the protocol set up by the CSRC for screening the relevant documents and identifying and redacting state secret information before turning the relevant documents over to the CSRC.

**Avoiding Liability in Cross Border Litigation and Investigations**

While the cases cited above are specifically targeted at the audit work papers of accounting firms operating in China, similar challenges could arise when multi-national companies face discovery obligations in cross-border litigation and/or document production requests from foreign regulators in regulatory investigations.
In order to avoid the dilemma of either facing liability under the applicable state secret laws or being subject to enforcement actions by overseas regulators and adverse findings in courts for failing to produce documents, multi-nationals have to proactively manage their data in China, particularly whenever they are faced with a potential export of such data from China. For that purpose, it is important for multi-nationals to "know" their data, identifying those that contain state secret information and those that do not. Multi-nationals that interact frequently with the government during the course of their business operations in China or that do business with state-owned enterprises (SOEs) face a higher risk under China’s state secret laws as they may have come into possession of state secret information during the course of these interactions. Information on strategic industries such as natural resources, energy, military or defense is also in the higher risk category of information. For example, a database of onshore oil and gas wells in China has been found to contain state secret information. Any commercially sensitive information obtained from domestic enterprises, and particularly SOEs, could potentially be regarded as state secret information (e.g. information on pricing strategies of a particular industry).

When faced with a discovery obligation or a request for production of data located in China, we recommend the following steps:

- Where an overseas regulator has issued the request for production, inform the regulator at the outset of the potential state secret risks and the steps that will be taken to comply with the production request and China’s state secret laws.
- Review the relevant data in China as early as possible to identify whether they include potentially state secret information.
- Where potentially state secret information is identified, retain legal counsel to verify and confirm such findings. If necessary, involve the relevant Chinese government authorities (e.g. the CSRC) in the verification process.
- If the findings are confirmed, exclude the data from production or redact the data as necessary. Communicate the exclusion or redaction to the requesting party as early as possible.
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