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Editor's note: In a generation more likely to seek health information online than see a doctor, social media is playing an increasingly critical role in healthcare decisions. Today more than 40% of consumers say that the information they read in social media affects how they deal with their health—and two-thirds of doctors use social media for professional purposes. With statistics like these, it's not surprising that a growing number of healthcare entities are incorporating social media into their communication plans. In the article below, Manatt reveals how you can effectively harness social media's power to reach and influence your target audiences—and what you can do to minimize the risks that often can accompany an active social media presence. The article is based on our webinar for Bloomberg BNA, "Best Practices for Using Social Media in Healthcare: Maximizing Impact, Mitigating Risk." If you missed the program, click here to view it free, on demand, and here to download a free copy of the presentation.

Part I: Maximizing Impact

Social media has become a shorthand designation for person-to-person information shared using a wide variety of online and digital platforms, such as Facebook, Twitter, Pinterest, Tumblr and LinkedIn. Most started as desktop applications, but all have experienced dramatic growth in their transition to mobile platforms.

Social media applications originally were designed to allow individuals to create self-defined networks of friends or like-minded strangers and share information, stories, links and pictures. As social media became more prevalent in the late 2000s, commercial interest exploded. Companies saw social media as another channel to deliver their messages to their audiences.

The problem is that very few social media users want to hear "corporate messages" and certainly don't consider themselves an "audience." Therefore, they weren't attentive to companies' early efforts to engage in this space. The core attribute of social media—user-defined networks of relationships—requires a fundamentally different way of engaging.

11 Keys to Success
Companies are not the sole source of trusted information on social media. In fact, most of the information that people rely on comes from friends, colleagues and in some cases organizations that they have self-selected to join their social networks. Research shows that 41% of users say social media would influence their choice of a doctor or hospital—and 9 out of 10 18- to 24-year olds would trust medical information others shared on social media. It's important to remember that those 18- to 24-year olds are tomorrow's patients, members and employees.

Clearly, social media is an essential communications tool, but one that requires a different dynamic and different skill set than traditional media. There are 11 keys to social media success that we will discuss in this article:

1. Connect the dots.
2. Have a plan.
3. Tell a story.
4. Answer the question.
5. Get in shape.
6. Take a risk.
7. Trust the team.
8. Listen and learn.
9. Seize the day.
10. Guard your flank.
11. Revise, revise, revise.

1. Connect the Dots

Every healthcare organization has a series of mission-critical communities, including patients, caregivers and employees, as well as local, state and national stakeholders and leaders. Each community has its own unique infrastructure and culture. The active support of these mission-critical communities is fundamental to every organization's long-term success.

The relationship between these communities and healthcare organizations is shifting. Each person may belong to many communities. Each considers him- or herself unique and will resist being treated as part of an "audience." To garner the loyalty of these people whose active support is vital, organizations must engage with them on their terms and with their agreement.

It's important to recognize that these communities overlap. For example, in delivery systems, nurses and doctors can become patients. Patients may be donors. Caregivers may play community leadership roles. For managed care organizations, as well as for pharma and device manufacturers, patients may learn of organizations through their physicians or a wide array of patient-focused third-party organizations. Social media quickly exposes any disconnects in what these overlapping communities are hearing. Therefore, it's crucial to have one cohesive social media strategy to protect against delivering mixed messages to mission-critical communities.

2. Have a Plan

Design a campaign to engage the hearts and minds of mission-critical communities. Develop a message platform that is the core theme of your organization's mission. In a political context, it was compassionate conservatism for President Bush, hope and change for President Obama. For healthcare organizations, it can be trust, quality, convenience or mission focus.

Many organizations develop their message platforms using a simple two-by-two box of us versus them. How would we describe ourselves? How would we describe our competition or our mission-critical communities? How does our mission-critical community describe itself? And how does that mission-critical community view us? This approach is fundamental to developing a message platform for social media because ultimately it becomes the guidepost to engaging in conversation with mission-critical communities.

We recommend forming a multistakeholder governance approach to
developing a social media strategy across various communities. When creating a message platform, make sure to include all parts of the organization. The goal is to engage people, not audiences. Therefore, it's very important to understand what's happening from the outside in among your communities.

3. Tell a Story

The best campaigns are stories. Social media users are engaged in a continuous conversation with their networks of self-identified friends and relationships. Most folks are just listening. Some are posting to the community, looking to share something they found. Others react to the conversation, commenting on a post or a tweet. But whether listening, talking or reacting, social media is a conversation, not a message. If organizations simply view social media as a place to deliver a message—a different version of a newspaper or magazine—they won't last long.

The challenge is to enter the conversation and begin to shape it gradually and consistently with the values of the people on the other end in a way that mirrors the organization's message platform. It's critical to frame the conversation in an authentic voice that mirrors how people actually talk to one another.

Use the rule of thirds. A third of the time, talk across platforms about brand awareness. A third of the time, focus on the community's interests. And last, a third of the time, engage individuals in that community on a more personal level.

4. Answer the Question

Answer any questions. Don't simply send a link or direct people to another page. Make it easy for people to find a doctor, make an appointment or learn about a treatment.

5. Get in Shape

Engaging mission-critical communities in conversation is a new skill. Get teams in shape. There's no substitute for practice. Anyone playing an active role in social media strategy needs to have a hands-on appreciation for social media. This is not something that can be delegated. Each person on the team needs to listen through these new channels.

You gain credibility when senior leadership is actively engaged. Research shows that 82% of consumers are more likely to trust a company whose CEO is on social media—yet only 30% of Fortune 500 CEOs are on social media.

6. Take a Risk

Making the leap from the old world of messages delivered to audiences to engaging in conversation is a big jump. But it's critical to start. Because as risky as social media can be, the bigger risk is not to engage.

7. Trust the Team

As organizations develop or redesign their social media, they need to trust their digital natives. The most compelling conversation-based strategies will come from colleagues who grew up with podcasts, posts and tweets.

Organizations should recruit their social media teams from their current staff. Employees know their organization's culture, products and services better than anyone. Every organization has a lot of social media users among its employees with a deep understanding of the new environment. But don't give them the keys to the car without reminding them of traffic rules. Have explicit social media policies in place, and ensure they are well understood and widely disseminated.

8. Listen and Learn

A critical part of any state-of-the-art social media strategy is the combined art of listening and learning. It's important that your strategy includes continuously scanning the environment. Best-in-class organizations have established formal listening posts. Listen to what people are saying to learn how to engage in the conversation—and, more importantly, determine needed changes in business processes.

In addition, watch what people are searching for on Google. That's just one of the diagnostic tools that can give organizations a heads-up they can use to refine and reshape conversations. It's good to get "likes" on
It's also critical to consider the value of participation and outward engagement. Don't make community members always come to you. Engage them in conversations about their choice of hospitals, health plans and products. Consider the experience of the Mayo Clinic. The average number of listeners to Mayo's podcasts jumped by 76,000 in a single month after it started using social media.

It's important to remember that listening alone isn't enough. Organizations need to be prepared to change based on what they learn. For example, a hospital in the Midwest picked up repeated complaints being retweeted about long wait times. The administrator was able to not only identify the issue but to resolve it. On the other side of the coin, organizations need to find ways to reinforce the positive feedback they hear on social media.

9. Seize the Day

To be an authentic voice in the conversation, organizations must be present in the constant focus groups that are being conducted online. There's no room for delay.

Consider the time the lights went out during the Super Bowl a few years ago. A team of people at Oreo reacted in the moment and tweeted out the message that "You can still dunk in the dark." It immediately got 15,000 retweets and 20,000 likes on Facebook. That's just one example of how an organization reading quickly to a change in circumstance can bring its brand to the forefront.

UCLA Health's live-tweeting and Vining an entire brain surgery while the patient played guitar is another great example. The event formed an incredibly positive impression on many levels. People came away perceiving UCLA Health as technology-savvy, committed to its artist patient and medically sophisticated.

The key thing to remember is that time is the enemy in social media. Just 18 minutes after an initial tweet, half the retweets are done. The half-life for Facebook is 30 minutes and for YouTube is 7.4 hours. Organizations that can't act in the moment get lost in the conversation.

10. Guard Your Flank

Social media is not a risk-free environment. Don't assume that because a tweet's half-life is 7 minutes, it's gone from the record after that. It's there forever. Use the coffee shop test. Anything not appropriate to talk about in a conversation over a cup of coffee in the hospital cafeteria or corporate lunchroom shouldn't be talked about online.

There will be things that can't be anticipated—from data breaches to malicious comments. Have a tested crisis management plan in place, and retest it quarterly, so people don't fall out of practice.

11. Revise, Revise, Revise

Social media plans are good for about three months before either technology or the conversations being monitored significantly change. Failing to adapt plans will mean conversations get stale, understanding of the prevalent technology becomes out of date and organizations lose the credibility they gained over time.

Part II: Mitigating Risk

While there are risks associated with social media in any industry, regulatory constraints mean risks are heightened in the healthcare industry. With proper policies, training and monitoring, however, there's no reason that healthcare organizations can't use social media as effectively as others.

The Context in Healthcare

There are obviously many ways in which the healthcare industry is using social media, from sharing new research to discussing new technologies and treatments. Increasingly, social media is the way healthcare organizations and professionals are communicating with patients and marketing their brands. In this article, our primary focus will be on the risks associated with the marketing and branding space.

Legal Risks: HIPAA and Other State Privacy Laws

Potential violations of the Health Insurance Portability and Accountability Act (HIPAA) and other state privacy laws can occur when organizations post patient information online. Organizations must be aware of these laws and implement policies and procedures to protect patient privacy.

Consider the case of the California patient whose doctors posted his medical records to Facebook. The patient's records were then disseminated to hundreds of Facebooks users, including medical students and the media.

The patient filed a complaint with the Department of Health and Human Services (HHS), which investigated and found that the hospital had violated HIPAA. The hospital settled the complaint for $495,000.

12. Be Prepared

To be prepared to mitigate the risk, organizations must have a clear understanding of the legal landscape and implement policies and procedures to protect patient privacy. This includes training employees, monitoring social media, and having a plan in place to address any violations.

In addition, organizations must regularly review and update their policies and procedures to ensure they remain current with the latest legal requirements. This includes monitoring the ongoing legal landscape and staying informed about new cases and regulations.

13. Stay Informed

To stay informed about the latest legal developments, organizations must be actively engaged with the legal community. This includes subscribing to relevant blogs and journals, attending legal conferences and seminars, and networking with legal experts.

In addition, organizations must be proactive in addressing any legal issues that may arise. This includes conducting regular audits and reviews, responding promptly to any complaints or concerns, and working collaboratively with legal experts to develop effective solutions.

By following these best practices, organizations can effectively use social media in healthcare while mitigating the risks associated with it. 

Conclusion

Social media is a powerful tool for healthcare organizations to communicate with patients, engage in conversations, and share knowledge. However, it is also important to remember that social media is not a risk-free environment. Organizations must be prepared to mitigate the risks associated with it by implementing best practices and staying informed about the legal landscape. 
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Act (HIPAA) and other state privacy laws was for many years one of the primary reasons the healthcare industry was slower than some others to embrace social media. The nature of social media creates significant risks of violating HIPAA and state privacy regulations.

HIPAA prohibits disclosing any individually identifiable health information transmitted or maintained in any form or medium, including social media platforms. The prohibition covers any information that can be used to identify a patient and that relates to his or her physical or mental health condition or the provision of healthcare, even if the person is not identified by name. Organizations are responsible for disclosure of this information by their employees.

The informality and fast-paced nature of social networking sites create substantial potential for mistakes. There are many ways that people are identifiable on social media, even when their names are not shared, such as through a Facebook profile picture. People erroneously assume they're not triggering HIPAA because a patient's name is not being used. But in fact, most of the ways people are identified in social media would fit within the HIPAA trigger.

For example, at a Rhode Island hospital, an emergency room doctor posted information about a trauma patient on Facebook. The name of the patient wasn't included, but the doctor provided enough information for the patient to be identifiable in the community. That was sufficient to trigger a HIPAA violation. At that time the hospital did not have a social media policy in place.

There also was a case involving a paramedic posting details about a rape victim on his MySpace page. Again, the patient wasn't mentioned by name, but there was enough information to allow identification by the community. The paramedic's employer was fined for his actions.

In fact, there are numerous examples of medical professionals being fined for posting information about medical procedures without disclosing the patient's name. Perhaps one of the most egregious cases involved a nurse in Portland who posted pictures of a car accident victim's buttocks on Facebook. Because of its severity, people in the community knew about the accident and therefore could identify the patient. The nurse was sent to jail and permanently banned both from being in the nursing industry and using social media sites.

What are the themes shared across these cases? In each instance, though the patient's name wasn't provided, there was enough information for the community to identify the person. In addition, in all these cases the problems arose from the actions of employees—often posting information on their own social media pages. It's critical to remember that organizations are responsible when their employees disclose information.

Most HIPAA violations that occur over social media are based on a common set of misconceptions. Common mistakes in social media include:

- The mistaken belief that communication is private and accessible only by the intended recipient.
- The mistaken belief that the content of posts has been deleted and is no longer accessible. Remember…on social media everything is permanent.
- The mistaken belief that if the site is private (i.e., limited to select recipients) the disclosure of patient information is harmless.
- The mistaken belief that there is no breach if the patient's name is not disclosed.
- The mistaken belief by employees that disclosure on their own personal social media networks is not actionable.

Legal and Ethical Risks

Social media also poses legal and ethical risks that are unique to the healthcare industry. There is a fine line between sharing information and providing medical advice. Because social media is based on personal interactions, there is the increased danger of inadvertently offering medical guidance to patients or prospective patients. Other risks include:

- Creating the chance for claims of operating without a license if patients are located in another state. With social media, there is no way to know where people are when they are communicating with you.
AMA Guidelines

The American Medical Association (AMA) has issued guidelines on social media usage that are valuable to keep in mind:

- Be cognizant of standards of patient privacy and confidentiality. Don’t post sensitive patient information online or transmit it without appropriate protection.
- Use privacy settings to safeguard personal information, but understand that privacy settings are not absolute.
- Maintain the appropriate boundaries of the patient-physician relationship, just as in any other context.
- Report unprofessional postings to the appropriate authorities.
- Do not post any identifiable information about clients, patients or affiliate care providers.
- Avoid searches on people that you relate with professionally.
- Create separate professional and business pages in social media.
- Keep personal content distinct. (Manatt would add the caveat to remember that posting information about patients or treatments on one’s personal page could still raise privacy and HIPAA violations.)

Marketing and Branding Risks: FTC Testimonial and Endorsement Guides

The Federal Trade Commission (FTC)—the primary agency that regulates all advertising and marketing communications—has set a regulatory framework for any use of social media for advertising or marketing purposes. While there is no specific statute on point, the FTC’s Testimonial and Endorsement Guides are the most significant sources of regulatory guidance. Any time an organization engages "social media influencers" on its behalf or presents testimonials, its communications are subject to the FTC Testimonial and Endorsement Guides. There are four provisions of the Guides that have gotten organizations into trouble.

1. Any connection between the endorser (including bloggers or any social influencers) and the advertiser must be disclosed.
2. The advertiser is responsible for making sure that those disclosures are made throughout the social media universe.
3. The advertiser is also responsible for any claims made by the endorser.
4. The advertiser must be able to independently substantiate claims made through testimonials.

In the last year, the FTC’s views have become increasingly restrictive in three areas. The first is what constitutes an endorsement, the second is what constitutes material connection, and the third is how to disclose those connections adequately when they exist.

The increasing restrictions started with an action that the FTC brought several years ago against Ann Taylor. Ann Taylor invited bloggers to a fashion show. Those who attended received a goody bag and entry into a mystery gift card drawing worth up to $500 at Loft. Many bloggers went home and blogged about the fashion show and their reactions—but did not mention the fact that they had gotten the gifts from Ann Taylor. The FTC’s position was that not mentioning the fact they had gotten the gifts was a violation of the FTC’s Testimonial Guide, and it was Ann Taylor’s responsibility to make sure that the bloggers made those disclosures.

The FTC brought a similar case against Hyundai, when Hyundai’s media agency offered gift cards to bloggers. Hyundai was running a Super Bowl promotion, and all the bloggers were doing was generating buzz about the promotion—not even Hyundai’s cars. But again, the bloggers failed to disclose receipt of the gift card. The FTC did not require Hyundai to enter into a consent decree. In this case as well as in the Ann Taylor case, the
FTC did something called a closing letter which said, “we’re not going to make you sign a consent order, but we’re going to let the world know that you did something wrong.”

The only reason the FTC did not take formal action is that the promotion had been done by an individual at the media agency, not by a Hyundai employee. In addition, both Hyundai and its social media agency had social media policies in place that prohibited what happened.

In the most extreme case, the FTC brought an action against Cole Haan for a sweepstakes promotion asking people to pin pictures of Cole Haan shoes, as well as destinations to which they would like to travel. People who pinned pictures received an entry into a sweepstakes. The FTC took the position that the mere act of pinning constituted an endorsement, and a sweepstakes entry was a “material connection that had to be disclosed.”

In other words, Cole Haan needed to make sure that consumers disclosed that they were pinning pictures, because they were hoping to win a prize.

**FTC Testimonial and Endorsement Guides: Key Lessons Learned**

These cases may seem trivial, but they teach some important lessons:

- The most common social media task can constitute an endorsement, even if the person isn’t expressing an opinion or belief. For example, if a hospital asks new mothers to post pictures with their babies to show positive experiences in the neonatal unit, the mere act of posting would constitute an endorsement.

- Any incentive, no matter how nominal, could be considered material.

- Advertisers can be held liable for claims made by endorsers.

- Advertisers can be held liable for failure of endorsers to disclose material connections—such as if they received something for the endorsement.

- Advertisers must have a social media policy in place for employees and advocates. That is one of the first things the FTC will look to—and it can make the difference between a slap on the wrist and a full-blown enforcement action.

- Make sure PR agencies know the rules. Most FTC cases resulted from PR agency activities.

- Make sure to have robust monitoring procedures in place. Failure to monitor can be a violation.

**NOTE:** Subsequent to the webinars, the FTC released answers to questions people are asking about the Guides in the form of FAQs which may be found here. Through the FAQs, the Federal Trade Commission has taken a “deeper dive” into forms of social media promotion that were in their infancy just a few years ago. We discuss them in detail here.

**Disclosures in Social Media**

Many social media platforms have tight space constraints. The FTC does not accept the lack of space as an excuse for failing to make necessary disclosures—and it wants to see those disclosures as close as possible to the triggering claims. Disclosure at the bottom of a page, requiring consumers to scroll, could be a problem. The FTC does not consider scroll bars a “sufficiently effective visual cue.”

The FTC also is taking a more restrictive view of hyperlinks. It’s important that hyperlinks be clearly labeled, so consumers know exactly what kind of information they contain. The FTC does not like generic names for hyperlinks. Avoid hyperlinks entirely for health or safety information, as well as when information is integral to the claim.

When disclosing that an ad or post is sponsored, the common practice in social media is to use hashtag sponsor or hashtag ad. Be aware that the FTC doesn’t like abbreviations like hashtag “spon.” They prefer full words to ensure consumers understand—so spell out “sponsor.”

**User-Generated Content**

User-generated content poses risks of liability for copyright infringement and trademark infringement, as well as for libel and defamation. If organizations are using people’s names and likenesses, there could be a risk of privacy/publicity violations. If claims are being made, there’s the added risk of false product claims. The good news is that there are ways...
to mitigate these risks. In addition, there are two relevant safe harbors:

The Digital Millennium Copyright Act (DMCA), providing immunity for copyright infringement, as long as safe harbor requirements are met. DMCA requires that there is not actual knowledge the material is infringing. If something is infringing on its face, it must be taken down. In addition, there must be provisions for people to notify the organization if any material is infringing—and procedures for taking it down immediately. Finally, there can be no financial benefit from the infringing activity.

The Communications Decency Act, providing immunity for defamation, torts, Lanham Act, privacy and publicity, as long as the organization is not a "content provider." Organizations cannot participate, in whole or in part, in creating the content or they could lose immunity. Don't modify content or provide samples or templates.

The best protection is to include strong content submission guidelines that prohibit use of third-party infringing works, third-party marks, photos or likenesses without required releases, and offensive/defamatory works.

Reusing Third-Party Social Media Content

What if an organization wants to repost or retweet a positive comment? The rules of engagement are very different when retweeting for marketing purposes than for personal reasons. Just because a platform allows sharing doesn’t necessarily mean it’s all right to use the content for marketing purposes.

First, organizations reusing content become publishers of that content, so they lose the benefits of the safe harbors discussed earlier. Second, an organization that retweets people’s profiles and pictures is using their names and likenesses without their consent. Remember that terms of use do not override legal protections against unauthorized use for commercial purposes.

The Big Risk: Reputational Damage

The risk of reputational damage has many potential sources. Damage can come from unauthorized employee conduct, negative conversations that consumers or others initiate, or an organization’s own social media conversations that get out of control.

A good example is a recent McDonald’s campaign called McDStories. McDonald’s intended to receive stories about what people love about McDonald’s. Instead, people hijacked the hashtag and applied it to share negative stories. McDonald’s had to pull the campaign within two hours of launching—but people continued to post with the branded hashtag. Even though McDonald’s pulled down the campaign, it couldn’t stop the conversation.

McDonald’s provides a cautionary tale. Be sure to think through a hashtag before launching—and understand its potential to go viral. Realize that once a brand launches the campaign, the audience controls it.

The risk of reputational damage in the healthcare industry is perhaps even higher than others. In the healthcare environment, it can be harder to defend against negative comments because of concerns about violating confidential information or someone’s rights of privacy or publicity. To mitigate risk, have a strong social media policy in place, train staff thoroughly, moderate and monitor conversations, and create a risk management team.

A Guide to Effective Social Media Policies

To be effective, social media policies should be directed both to social influencers and employees. In addition, they should be simple and written in clear, understandable language. They also should include a set of key elements, including:

Who can access social media from an organization’s network.

Instructions on proper activations of network settings.

Inappropriate uses of social media on an organization’s network and personal social media sites.

Examples of inappropriate conduct. This is particularly important for healthcare organizations, because it may not be obvious what constitutes protected healthcare information (PHI).
When crafting policies, it's important to balance restrictions on employees' social media activities against National Labor Relations Board (NLRB) considerations. The NLRB has taken action against companies whose social media policies have been so broad that they could have theoretically prohibited employees from talking about working conditions or wages.

In addition to strong policies, implement a comprehensive training program to be sure employees fully understand all requirements, prohibitions and consequences. Consider a "certification" program for those authorized to use social media on behalf of the organization. Finally, remember to monitor conversations and engage moderators to review content prior to posting.

An On-Call Crisis Management Team

A crisis management team should be on call, if unexpected problems arise. There are four keys to effective crisis management:

Always be credible, honest and transparent. Often the cover-up is worse than the crime. Return phone calls, and insist on a free flow of accurate information.

Do no harm. Admit mistakes quickly—and be careful about undertaking any action that might create legal exposure.

Disclose, disclose, disclose, and always get—and stay—ahead of the news. It's better for organizations to put bad news out themselves.

Keep the organization's head held high. Social media problems happen every day. In most cases, the companies haven't done anything wrong. State the facts and move forward.

Conclusion

Social media is a core communication tool for organizations today. It poses exciting opportunities to participate in meaningful conversations with your audiences. Particularly in healthcare, it also can present significant risks. Make sure to have clear social media policies and training programs in place and work closely with counsel and an experienced crisis management team to ensure a full understanding of any potential legal or reputational pitfalls and how to avoid them.
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Building on Year One 1095-A Form Success: Marketplaces' Recommendations for Future Tax Seasons
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Editor's note: Beginning with tax year 2014, all health insurance marketplaces—both federally facilitated and state-based—were required to report information about Qualified Health Plan (QHP) enrollment to all enrollees through Form 1095-A, which was developed by the Internal Revenue Service (IRS) and used by enrollees to fill out new tax forms. While some feared that the new challenges with generating, distributing and using the 1095-A form would evoke memories of the Affordable Care Act's (ACA's) difficult first open enrollment period, the state-based marketplaces (SBMs) and federally facilitated marketplace (FFM) primarily executed their reporting requirements to enrollees successfully. The IRS also helped to ensure this first tax season went smoothly by providing
consumers flexibility in filing their tax returns, permitting consumers not to refile with late corrected forms, and encouraging consumers to request filing extensions.

Through the support of the Robert Wood Johnson Foundation’s State Health Reform Assistance Network, Manatt Health facilitated a workgroup of SBMs leading up to and during the 2014 tax season to discuss implementation challenges and solutions. Based on those workgroups and follow-up interviews with marketplace officials in California, Colorado, the District of Columbia, Kentucky and New York, Manatt Health produced a new issue brief, summarized below, examining the practical strategies learned this year to ease implementation of the 1095-A forms in the future. Click here to download a free PDF of the full issue brief.

Ensuring Data Integrity and Reconciliation Between Carriers and States

The 1095-A forms are used in the process of claiming and reconciling the premium tax credit, making it critical that they accurately reflect enrollees’ coverage status and tax credits received or owed. To ensure the integrity of the data provided on their forms, all marketplaces engaged in a data integrity reconciliation process with QHP carriers to verify that the data in their systems matched the data in the carriers’ systems. Most marketplaces relied on carriers for this data because carriers collect enrollees’ premiums and therefore are responsible for providing timely and accurate information to the marketplaces.

All states reported the need for an extensive data exchange and quality assurance process with carriers and have continued cleaning the 2014 data well into 2015, such that the two coverage years’ data integrity efforts are now overlapping. Marketplace officials noted that the greatest discrepancy with carriers’ data was due to not receiving an effectuation, termination or cancellation transaction from the carrier, leading the systems to show different coverage start and end dates or enrollment status. Since premium tax credits are based in part on the number of months for which someone is enrolled in a qualified health plan, the start and end dates of coverage can directly affect the size of someone’s credit. Interviewees also acknowledged that this year’s data was impacted by the technical challenges encountered as they and carriers launched the marketplaces for the first time.

States had the following recommendations regarding data integrity reconciliation:

1. Establish an ongoing, proactive strategy for checking data integrity.
2. Conduct reconciliation with carriers:
   1. On an ongoing basis throughout the year;
   2. In an extensive effort well in advance of generating and distributing the forms; and
   3. Throughout the tax season after original 1095-A forms have been distributed.
3. Plan to continue reconciliation with carriers beyond the end of the tax season.
4. Prepare for insurance carriers to be occupied with their new reporting obligations under the ACA in tax year 2015. A number of marketplaces noted that carriers will be newly implementing Form 1095-B and may have more limited capacity to work with marketplaces on 1095-A forms.

Generating and Distributing Form 1095-A

Marketplaces were required to generate and distribute a high volume of 1095-A forms by the end of January 2015. All states highlighted the need to prepare early for such a large mailing, requiring that their cover letters be finalized well ahead of the mailing. Marketplace officials agreed, however, that the cover letter included was an important tool for ensuring consumers understood what the 1095-A form was and how to use it. Most marketplaces both mailed the form to a physical address and posted a PDF version online to an individual’s account (or, in D.C.’s case, through a separate login).

Many states noted that a high volume of returned mail hampered their efforts to reach enrollees efficiently. California instituted a manual process...
to call consumers and request an updated mailing address.

States had the following recommendations regarding generating and distributing Form 1095-A:

Conduct extensive testing on the production of Form 1095-A, develop batch tests and reach out to contacts at the IRS, as needed.

Plan well in advance for a massive mailing effort, including finalizing cover letter language early and cleaning physical addresses on file—throughout the year and in advance of the mailing.

Institute a process as automated as possible for correcting addresses on returned mail and resending it to the updated addresses.

To reduce consumer requests for duplicate copies of Form 1095-A, provide access to forms through the mail and online. Consider leveraging existing resources to establish a secure portal for providing consumers with electronic copies of their forms.

**Tackling Errors and the Correction Process**

In the event an error was identified on a form already sent to an enrollee, marketplaces were required to issue a corrected 1095-A form. While marketplaces sent some corrected forms in response to errors identified by enrollees, more commonly, marketplaces sent corrected forms because they received updated enrollment information from carriers after the original 1095-A form had been sent to a recipient. Marketplaces also sometimes identified errors produced by their IT systems. The most common reasons a 1095-A form needed to be revised included:

Errors associated with start dates, termination dates, and number of months (or which months) the enrollee was covered. In particular, marketplaces noted that enrollees in a “grace period” for non-payment of their premiums required corrections to their termination dates due to their retroactive terminations.

Cancelled policies. Marketplaces noted that they were required to send “voided” 1095-A forms to some enrollees who, after receiving the original 1095-A form, claimed never to have been enrolled in coverage.

Incorrect advance premium tax credit (APTC) information.

Most states required people to submit a paper form or call the marketplace's call center to request a correction. Several marketplaces expressed interest in developing a more consumer-friendly process for requesting corrections in the future.

Most marketplaces relied on carriers to review and validate requested corrections. Generally, marketplaces worked in tandem with and relied heavily on carriers as part of the correction process. It therefore behooved states to delineate clear responsibilities regarding which entity's data would be used to address a consumer's requested correction and how to share information or documentation when needed.

States' recommendations regarding errors and the correction process include:

Begin planning for the correction process, as early as possible, considering staff and IT infrastructure required to accept corrections, verify information with carriers, approve corrections and produce a corrected form in as timely a manner as possible.

Build close relationships with carriers, and establish a defined hierarchy for marketplace and carrier data, as well as a clear process between the two entities to resolve discrepancies.

Permit enrollees to submit corrections through a variety of means, including online forms.

Set up a real-time system to document and analyze requests for corrections during the tax season, allowing the marketplace to identify trends in required corrections and any systemic errors that could inform future efforts to ensure data integrity.

**Providing Consumer Assistance**

Because 2014 was the first year of marketplace coverage, officials anticipated extensive consumer confusion for the first tax season and a high need for consumer education. Particularly problematic in early 2015...
was the overlap between the end of the 2015 open enrollment period (which concluded on February 15, 2015), marketplaces' distribution of the 1095-A form (approximately the end of January) and a standard peak in the tax filing season when many people tend to submit their tax forms (mid-February). This confluence of factors created a period of uniquely high need for consumer assistance to address both open enrollment and tax filing questions simultaneously. For the upcoming tax season, the confusion will be reduced because the 2016 open enrollment period ends on January 31, 2016.

To account for the anticipated confusion, marketplaces prepared various types of consumer assistance, including sending a cover letter with consumer-friendly instructions, training navigators and assistors, engaging with the nation's tax preparers, and, in particular, relying heavily on their call centers. Most marketplaces trained a dedicated set of call center representatives and some set up a separate phone number specifically for 1095-A questions.

States recommended the following strategies to provider consumer assistance through call centers:

- Train a dedicated unit within the call center to assist consumers with more complicated 1095-A questions, but educate all representatives so basic questions can be answered by any representative.
- Increase staffing in anticipation of a high volume of calls, particularly as the 1095-A forms are distributed and at peak filing times. Despite the smaller overlap between the open enrollment period and tax filing, many officials projected increased confusion next year due to the addition of the 1095-B and 1095-C forms.
- Track the volume of calls specific to 1095-A forms and review call logs to identify common sources of confusion or error. Use this information to update training materials and for communications with carriers.
- Provide a simple, online "benchmark plan look-up tool" that enables enrollees who must fill in their benchmark plan information to access it easily.
- Develop "frequently asked questions" to help consumers through potential areas of confusion.
- Dedicate a page online to 1095-As.
- Conduct outreach to and training for the tax preparation community.

States also instituted a variety of other strategies to address consumers' questions:

- Training all consumer assistors and stakeholders.
- Including a cover letter with the 1095-A form, describing what the form was and how to use it.
- Engaging on social media, such as posting updates and explanations on the marketplace's Facebook page.

Establishing Partnerships with Federal Agencies

In addition to providing 1095-A forms to enrollees, marketplaces were required to report enrollment information through monthly and annual data transfers, primarily to the IRS though secondarily to the Centers for Medicare and Medicaid Services (CMS). To prepare states for the reporting requirements and address any new issues, the IRS conducted biweekly workshops with SBMs. Interviewers reported the workshops were very informative and praised the IRS staff for their timely responses and flexibility in developing solutions to challenges. While states had much less need to interact with CMS, they also indicated CMS was available as necessary.

States identified the following areas where improvements could benefit.
their planning and processes:

Communicating changes in IRS policy that directly affect marketplace enrollees.

Providing clarity on outstanding areas of uncertainty, such as issues related to the SHOP marketplaces that the IRS had not yet addressed.

Aligning technical requirements across agencies, so states can efficiently prepare one transaction for both the IRS and CMS.

Providing greater accessibility to IRS notices and procedures, such as receiving updates from the IRS on planned correspondence with tax filers that might trigger calls to the marketplace call center.

States outlined the following requests and recommendations to strengthen their relationship with the IRS and CMS and to clarify outstanding questions:

For IRS and CMS:

1. Provide timely, clear, written communication of changes in policy or processes during the tax season.
2. Jointly update and provide in consolidated and written guidance all policy and technical requirements that were developed and communicated during the 2014 tax season.
3. Align technical reporting requirements to enable efficient state data transfers.

For IRS:

1. Provide marketplaces with copies of the consumer communications sent to 1095-A form recipients.
2. Dedicate additional resources and possibly a phone line to consumers with 1095 forms and/or provide marketplace consumer assistance representatives.

Implications for Future Tax Seasons

The rollout of 1095-A was another "first-ever" challenge for marketplaces. In the process, they identified important lessons for assisting marketplaces in the future, as well as the issuers, state and federal agencies, employers and others now charged with issuing the new IRS forms needed to administer the individual shared responsibility requirement and the large employer responsibility requirement. For those newly charged with distributing ACA reporting forms, the key lessons applicable to all 1095 reporting include:

Prepare as early as possible, allowing significant time to test technology, data integrity and communications strategies, as well as to develop relationships with partners.

Adopt a proactive strategy to check and verify data well in advance of when the forms must be sent.

Anticipate the need for a corrections process, including identifying errors, alerting consumers, creating a mechanism for consumers to see corrections, resolving data disputes and educating consumers about how to respond if they receive a corrected form.

Prepare for consumers' calls and questions, including taking proactive steps to reduce questions by sending clear and specific cover letters, providing training to appropriate staff, and developing relationships with the tax preparation community.

Prepare for the IRS adopting policy changes, if critical to allow for a successful filing season.

Establish a "best practices" network or other forums for sharing strategies. (In the marketplace context, the Robert Wood Johnson Foundation's State Health Reform Assistance Network was one of the few sources for SBMs to share notes, training materials and other tools to ease the implementation of the 1095-A reporting process.)

Anticipate new challenges associated with consumers receiving multiple forms (such as if they are enrolled in Medicare and Medicaid or have switched from marketplace to Medicaid coverage over the
Conclusion

While not without challenges, marketplaces were able to fulfill their obligation to provide consumers with the data needed to receive and reconcile premium tax credits for the first time in the 2014 tax season. They succeeded using a range of practical strategies that emphasized educating consumers, preparing technically, anticipating issues, developing contingency plans, and working collaboratively.

FTC Issues Guidance on Active Supervision of State Regulatory Boards Amid New Litigation Activity

Authors: Lisl Dunlop, Partner, Litigation | Ashley Antler, Associate, Healthcare Industry | Shoshana Speiser, Associate, Litigation

On October 13, 2015, the Federal Trade Commission (FTC) released guidance regarding the level of state supervision required for state regulatory boards to receive immunity from antitrust claims.¹ This guidance comes on the heels of the U.S. Supreme Court's ruling in the North Carolina State Board of Dental Examiners case earlier this year, holding that when a controlling number of state board members are active market participants, such boards will not be immune from the antitrust laws under the "state action" defense unless they are "actively supervised" by the state.² (For a discussion of this decision, please see our June Health Update.) Since the Supreme Court's ruling, several new antitrust cases have been initiated against state licensing boards, making the FTC's guidance very timely.

Summary of FTC Guidance

In response to requests for advice from state officials regarding antitrust compliance for state licensing boards, the FTC Staff guidance addresses:

When a state regulatory board requires active supervision to invoke the state action defense; and

The factors relevant to determining whether the active supervision requirement is satisfied, including examples of sufficient and insufficient state supervision.

When State Supervision Is Required

In requiring active state supervision, the Supreme Court's decision in the North Carolina State Board of Dental Examiners case focused on whether the state regulatory board included a controlling number of "active market participants." The FTC provides guidance on who is an "active market participant" in the occupation regulated by the board.

The guidance defines the term broadly as a person who is licensed by the board or provides any service that is subject to the board's regulatory authority. It is not a defense to antitrust scrutiny that board members are not directly or personally affected by a particular restraint. Board members who are not currently practicing the regulated occupation and board members who do not perform the particular service that is subject to a given restraint may still be considered "active market participants" for state action purposes. Further, the method of selecting board members, such as by appointment or election, has no bearing on who is considered an active market participant.

The guidance also clarifies that the supervision requirement will apply where active market participants constitute a controlling number, and not necessarily a numerical majority, of actual decision makers. This issue is fact-specific and will be determined on a case-by-case basis. The FTC will consider such factors as the regulatory board's structure, the rules governing its exercise of authority, and whether the active market participant board members have veto power over the board's regulatory decisions.

Factors Considered by the FTC in Assessing Supervision

The guidance also outlines factors the FTC will consider in determining whether the "active supervision" requirement is satisfied. These include whether the supervisor has:

Understand the unique challenges and opportunities for Medicaid and Children's Health Insurance Program (CHIP) agencies.
By way of example, the FTC describes that a state board regulation restricting the performance of teeth whitening services to licensed dentists in order to further the state's policy of protecting the health and welfare of its citizens and promoting competition is actively supervised where the supervising agency:

- Was designated by the state legislature to review and approve the state board's recommended regulations prior to them becoming effective;
- Provided notice of the regulations and an opportunity to be heard to interested and affected persons;
- Took steps necessary for proper evaluation of the recommended regulation;
- Assessed whether the recommended regulation aligns with state policy; and
- Issued a written decision, explaining its rationale.

The FTC guidance also sets out examples of inadequate supervision, such as: simply having a state official serve ex officio as a member of the regulatory board with full voting rights, but without authority to disapprove of anticompetitive acts that are inconsistent with state policy; where a state official provides advice to the regulatory board on an ongoing basis; or where an independent state agency merely performs a cursory review and perfunctorily approves a board's recommendations.

Significance of FTC Guidance in Light of Recent Litigation Activity

Because the state action defense analysis is fact-specific, compliance with the FTC guidance does not guarantee antitrust immunity. Conversely, failure to comply with the guidance does not necessarily indicate that state action immunity is inapplicable. When state action immunity does not apply, boards may, of course, assert other defenses generally available to antitrust defendants.

Nonetheless, the FTC's guidance serves as a helpful guidepost, particularly amid a recent flurry of antitrust lawsuits against state licensing boards. In the healthcare field, for example, cases are currently pending against the Texas Medical Board\(^3\) and the North Carolina Acupuncture Licensing Board.\(^4\) These cases may be harbingers of future litigation activity since many states' health-related professional boards may be composed of a controlling number of actively practicing members. The FTC's guidance is particularly relevant to these boards, which may face heightened litigation risks in the wake of the Supreme Court's decision.

---


---

What Constitutes an "Investigation" Triggering a Peer Review Body's HCQIA Duty to Report a Subsequent Resignation?

**Author:** Colin M. McGrath, Associate, Litigation

When a physician resigns his or her clinical privileges during the course of an investigation, a peer review body must determine whether the physician complied with the standard of care to make such a decision in order to fulfill its duty to report a subsequent resignation. Obtained necessary information to evaluate the recommended restraint by collecting data, conducting public hearings, soliciting and reviewing public comments, investigating market conditions, and reviewing documentary evidence, as applicable;

Evaluated the substantive merits of the recommended action and assessed whether it complies with standards established by the state legislature; and

Issued a written decision regarding the recommended restraint, explaining the reasons for the decision.
of a healthcare entity's investigation into the physician's competence or professional conduct, the Healthcare Quality Improvement Act (HCQIA) requires the entity to report the resignation to the National Practitioner Data Bank (NPDB), operated by the Department of Health and Human Services (HHS). 42 U.S.C. §§ 11133(a)(1)(B)(i), 11134(b); 45 C.F.R. § 60.12(a)(1)(ii). The term "investigation," however, is undefined under HCQIA and its implementing regulations, and until recently has received little attention from the courts. A recent decision from the United States District Court for the District of Columbia provides much-needed judicial guidance into when an "investigation" begins, and adds authority to the HHS's interpretation provided in the NPDB Guidebook.

In Doe v. Rogers, No. 1:12-cv-01229 (D.D.C., June 17, 2015, order unsealed October 9, 2015), the physician plaintiff had removed part of a patient's fallopian tube by mistake, and in response the hospital immediately began gathering all necessary documentation regarding the erroneous procedure, conferred with hospital executives, met with other physicians who were involved, reported the incident to the state health department, and organized a team to conduct a root cause analysis.

The physician resigned his clinical privileges shortly thereafter, and the hospital submitted an Adverse Action Report to the NPDB concerning the physician's resignation during a pending investigation. After the HHS and the NPDB rejected the physician's challenges to the report, the physician sued the HHS's Secretary and the NPDB for damages, claiming that the report was improper because there was no evidence that he was under investigation by the hospital when he submitted his resignation.

The District Court, recognizing that Congress left the term "investigation" undefined under HCQIA, looked to the common meaning of the term (defined in the dictionary as a "systematic examination") and found the actions taken by the hospital between the time of the surgical procedure and the physician resigning his privileges to be "fundamental characteristics of an 'investigation.'" Accordingly, there was sufficient evidence to support the conclusion that the HHS Secretary's determination that an investigation had commenced was "rationally conceived."

The court also noted, in a footnote, that the most recent revised version of the NPDB Guidebook "contains a more fulsome explanation" of how the HHS interprets the term "investigation," and includes the following language: "If a formal, targeted process is used when issues related to a specific practitioner's professional conduct are identified, this is considered an investigation for the purposes of reporting to the NPDB."

The court did not consider this language in its analysis because it was not in effect when the relevant events took place, but even so, the NPDB Guidebook does not explain what is meant by a "formal, targeted process." Thus, the court's analysis remains a useful and significant interpretation of the term "investigation," even under the latest revised version of the NPDB Guidebook.

Given that entities that engage in formal peer review are obligated to report a physician's resignation of his or her clinical privileges during a pending investigation to the NPDB, this decision provides helpful guidance as to when such an investigation has commenced. Specifically, an "investigation" is more likely to have commenced if the entity has already done some or all of the following regarding the procedure/incident:

1) Gathered the necessary documentation;

2) Confferred with hospital executives;

3) Met with other physicians who were involved;

4) Reported the incident to the state health department and/or,

5) Organized a team to conduct a root cause analysis.

In sum, entities should ensure that there is a process in place to quickly initiate these actions, or at least some of them, following a problematic procedure or incident involving a physician. Doing so will help to protect the entity's decision to file a report should the physician resign during the pendency of the investigation and then later attempt to challenge the report.

HCQIA defines "health care entity" ("entity") as: (i) a hospital licensed to provide health care services in the state in which it is located; (ii) an entity (including a health maintenance organization or group medical practice) that provides health care services
and follows a formal peer review process for the purpose of furthering quality health care; and (iii) a professional society (or committee thereof) of physicians or licensed health care practitioners that follows a formal peer review process for the purpose of furthering quality health care. 42 U.S.C. § 11151(4)(A).

New, Manatt Webinar: "The Megatrends Reshaping Healthcare: Managing Change and Maximizing Opportunity"

Click [Here](https://www.manatt.com/health­law/Best­Practices­for­Using­Social­Media­in.aspx) to Register Free—and Earn CLE. Join Us December 9 from 1:00 – 2:30 p.m. ET—and Discover the Megatrends Driving the Seismic Shift in Healthcare

There are powerful forces converging to remap the healthcare landscape—from payment and delivery system transformation to digital advances to consumer empowerment. But which of the trends making headlines are the true game changers for healthcare? And what do healthcare organizations need to know—and do—to excel in the volatile years ahead?

Manatt Health reveals the top megatrends healthcare leaders need to watch and respond to in a new webinar for Bloomberg BNA, "The Megatrends Reshaping Healthcare: Managing Change and Maximizing Opportunity." Please join us December 9 from 1:00 – 2:30 p.m. ET to gain powerful insights into how each trend is evolving, what it means for healthcare today, and how it will impact the future.

Two years ago Manatt Health identified 10 megatrends reinventing healthcare over the next decade. In our new program we will look back at how those trends have played out in expected (and unexpected) ways, what the consequences have been for healthcare stakeholders, and how healthcare organizations are transforming to meet the demands of a new market. Then we’ll look ahead at how our original megatrends are changing as they emerge, what new trends are taking hold, and the implications for the full range of healthcare audiences, including providers; insurers; pharmaceutical, biotech and device manufacturers; regulators; and consumers.

During the program you will:

- Learn how current trends are manifesting themselves in the marketplace—and what new forces are earning the "megatrend" title.
- Gain insights into each trend’s evolution—from its current status and drivers to its anticipated impact and outcomes.
- Explore how the megatrends will affect the full spectrum of healthcare players—as well as their customers and partners—restructuring business models and relationships.
- Examine the decisions and actions needed to ensure organizational success in a dramatically different market.
- Assess how effectively the megatrends will achieve healthcare’s goals of improving quality, care and outcomes while keeping costs in check—and what work remains to be accomplished.

Because Manatt Health works with every healthcare segment—at the national, state and local levels—we will provide a 360-degree view of each trend and its impact. Click [here](https://www.manatt.com/health­law/Best­Practices­for­Using­Social­Media­in.aspx) to register free for "The Megatrends Reshaping Healthcare"—and learn how to position your organization for sustainable success in a redefined marketplace. Even if you can’t make the original airing, sign up now and receive a link to view the program on demand. CLE is available for the session.

Presenters:

Cindy Mann, Partner, Healthcare Industry

Jon Glaudemans, Managing Director

Alex Morin, Manager

A Second Chance to Benefit from "The Connected Patient: Using Digital Health in Care Management."

Click [Here](https://www.manatt.com/health­law/Best­Practices­for­Using­Social­Media­in.aspx) to View the Session Free, on Demand—and [Here](https://www.manatt.com/health­law/Best­Practices­for­Using­Social­Media­in.aspx) for a Free Copy of the Webinar Presentation.
Manatt's recent webinar on "The Connected Patient" shares valuable insights into how emerging care management models can become a framework for using telehealth and other digital technologies to help improve the health of Medicaid populations, reduce overall hospital admissions and support accurate reporting of quality metrics. If you missed the program—or want to view it again—click here to access it free. To download a free PDF of the webinar presentation, click here.

The session explores a variety of innovative care management models—and reveals how the digital health revolution is translating into better outcomes for Medicaid beneficiaries. Participants have the opportunity to:

- Review policies and programs driving Medicaid delivery system transformation.
- See real-world examples from states implementing care innovations.
- Understand how providers and payers are working together toward multipayer delivery system transformation.
- Examine how new care management approaches are driving opportunities for introducing telehealth and other digital innovations to improve care outcomes and quality.
- Discover the health IT, organizational and financial considerations supporting the integration of connected health solutions into emerging care management approaches.
- Learn approaches for overcoming common barriers to adopting connected health solutions in care management programs.

We hope you will take advantage of this second chance to benefit from this in-depth look at how Medicaid is driving delivery system reform—and digital health's critical role in this unprecedented transformation. If you have any questions or would like to discuss the specific issues that your organization is facing, please contact our presenters:

Jill Thorpe, Partner, Healthcare, at 202.585.6656 or jthorpe@manatt.com

Kier Wallis, Senior Manager, at 415.291.7414 or kwallis@manatt.com