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[
 {"d":"offgridgen.top","r":"Alpnames Limited","s":"37","t":"snowshoe"},
 {"d":"stressburst.top","r":"1API GmbH","s":"23","t":"snowshoe"},
 {"d":"stronglive.top","r":"1API GmbH","s":"23","t":"snowshoe"},
 {"d":"zolla.top","r":"Alpnames Limited","s":"40","t":"bad_reputation"}
]

Data is read by submitting a GET request to https://api.spamhaus.net/dbl/v1.1/tld/tldname/. A start time can 
be specified as a unix timestamp: https://api.spamhaus.net/dbl/v1.1/tld/tldname/1443790770. By default, the 
start time is 24 hours ago. Data is returned in JSON format. Each object containst 4 fields, d, r, s, and t, for 
domain name, registrar, score, and type.

Registry (TLD) Data

curl -s -S 'https://api.spamhaus.net/dbl/v1.1/tld/top/1446464073'

[
 Registry (TLD) Data
 Registrar Data
 {"d":"accident-sharp.com","s":"24"},
 {"d":"ahthuvuz.cc","s":"12"},
 {"d":"aiwae.net","s":"24"},
 {"d":"appointment-nerve.com","s":"24"},
 {"d":"assistant-shoot.com","s":"28"},
 {"d":"avtosxema.com","s":"12"}
]

curl -s -S 'https://api.spamhaus.net/dbl/v1.1/registrar/paknic'

Date is read by submitting a GET request to https://api.spamhaus.net/dbl/v1.1/registrar/name.
Returns JSON encoded data.

<Name> has to match the name assigned to a registrar by Spamhaus.

Registrar Data


