
 

  



 

 

EdAdmin  
The document below has been designed to show you how to use our web module óEdAdminô. Impero 
EdAdmin is our network management software module, proving technical teams with a selection of 
tools to help improve time and efficiency.  
 

 

Getting Started 

 
To get access to EdAdmin, you will need to navigate to https://edpro.cloud where you will see a login 
page for Education Pro Cloud. From this page, you will see two different login types. One, is a 
Microsoft sign in and the other is a sign in through a Google account.  
 
 
 

 
Figure 1- Login Page 



 

 

 

 

 

Dashboard View 

 
Once logged into the cloud browser, you will be presented with the dashboard view. This view will 
always show a selection of analytical data for capture management on the top (more information is 
present in our óEdProtect getting startedô article) and administration towards the bottom. The 
administration section will help show a technician relevant information in relation to the establishment's 
Impero status (figure 2). 
 

 
 

Figure2 ï Dashboard View 

 
 
 
 



 

 
 
 

 
Figure 3 ï Dashboard Administration List 

 
The section highlighted in Blue (Figure 3) on the dashboard shows information which 
can be diagnosed from a view among EdAdmin. If you select one of the views, a list 

showing those machines will appear in detail for further triage. 
 



 

                                                                                                          

                                                                                                         Figure 4 ï Unused devices on the network 

 
 
 
 
 
 

Admin Live View 

 
To access EdAdmin, type óAdminô into the search bar at the top of the browser and click óAdmin Live 
Viewô. Alternatively, select the blue menu next to the search bar, this will allow you to select óAdmin 
Live Viewô from here or any other Series C tools that you have access too.  
 
 



 

 
                                                                                     Figure 5 ï Admin Live View 

 
 

 

 

Admin view: Group selection 

 
 
 
You will now be presented with a list of groups that you have access rights to see. The groups that you 
will see in figure 3 are split into user groups (blue) and computer groups (orange).  
 

 

 



 

  

                                                                                                                   Figure 6 - Group Selection  

 

 

Groups explained 

 
When userôs login to a device that is associated with a computer group, policies set will apply for the 
time that they are within this group. When the user logs out of this group the policy will remain applied 
to the computer and not the user. However, when a policy is applied to a user group, the policy will 
always be applied wherever the user logs in. 
  
Next, click onto a computer-based or user-based group. 
 

Admin Live View 

 
As soon as you have selected a group you wish to view, you will be brought to the óAdmin Live Viewô 
section (figure 7).  
 



 

 

 
Figure 7 ï Admin Live View 

 
To show the device group in further detail I have split it into two different sections.  
  
On the right, you have Section 1 this shows the status of devices within this the 
group selected as well as the device name and user logged in. Within this section, 
you will also see what version of the Impero each client device is currently running 
and the operating system of the devices.  
  
Within Section 2, a console user will have the ability to use tools such as ñLock 
Screenò or ñDisable Internetò which can be also found on our teacher module 
óEdTeachô.  
  
These policies can be applied either to individual users by ticking the box next to the 
device name and then selecting one of the commands on the left, or to the whole 
group by going straight to the blocks on the left. The óActive Blocksô column which is 
part of Section 2, shows whether there is a block policy applied to a device in this 
group.  
  
Admin users will be able to remotely control devices in the group you have selected. 
In order to do this, you will need to tick the machine you wish to control and select 
óRemote Controlô.  

 
 
 



 

  

Figure 8 ï Remote Control/View 

 
This will present a full-screen view of the device you wish to control. The console 
user will then have the ability to take shared control with the userôs machine (as seen 
in figure 5).  
  
For operating systems like Windows and Macintosh, you will be able to use the 
óCtrl+Alt+Delô function, giving admins an added level of control. When remote 
controlling a Macintosh client, you will also use the Ctrl to CMD key. 

 

Admin Live View 

 
When on the device overview, you will be able to see additional administration information by clicking 
on the device name in the list. This will display location and user information, useful for a network 
administrator. Below is a definition of each section of the additional information:  
 
About- This shows a console user relevant information relating to the machine they are viewing. You 
will see the operating system and Impero Client Version information.  
 
Geolocation- For chrome devices, admin console users will be able to see the location off óManagedô 
clients. In order to view the clients in this section, the chrome devices will need to be enrolled through 
Google Management Console (GSuite) with location settings on the devices enabled and the Impero 
Client deployed through this method also.  
 
User History- The user history section will display the times and dates of when a user logged in and 
out of the device you are viewing.  
 


