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Preface


Purpose This manual has been written as a guide for the operation of
Time & Frequency Solutions Ltd’s NTP Ethernet Module for
use in the M210 Time System and the M211 Time System.


Audience This manual is intended for use by engineers & operators
responsible for the operation of this module.
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Revision History


Revision History


Revision History


Issue Date Revision History


1 15 April 2004 First Release


2 22 March 2005 Updated Dynamic Display details
(J. McAlister)


3 21 April 2005 Remove NTP Client to separate appli-
cation note (S Eavery)


4 10 June 2005 Added rear panel diagram, updated 
warranty information (J. McAlister)
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Warnings & Cautions


Warnings Dangerous voltages exist in this equipment. Do not attempt
any repair without first switching off power to the system, at
the front panel switch, and removing the power input
connector.


Nickel, cadmium and lithium are toxic substances. A nickel
cadmium battery or lithium battery is dangerous if broken or
dismantled. If any battery chemicals come into contact with
skin, wash with copious amount of water, and seek medical
attention as required. If the battery is swallowed seek
immediate medical attention. Return any faulty batteries to
the manufacturer, properly packaged, for disposal.


The liquid crystal display can be hazardous if broken or
dismantled. If any liquid crystal chemicals come into contact
with skin, wash with soap and water. Return the faulty
display to the factory, for disposal. 


Most board assemblies contain tantalum capacitors or
electrolytic capacitors. Both types can explode under fault
conditions. Take appropriate precautions when servicing the
unit with the lid removed.


Cautions This unit should only be serviced by qualified personnel, no
user serviceable parts inside.


Several Board Assemblies contain static sensitive devices.
Appropriate procedures must be used when handling these
items.


Care must be taken in physically handling the system. When
lifting the system, appropriate lifting procedures must be
followed that appropriate to the weight of the unit.


Warnings & Cautions
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Limited Warranty Information


Hardware and 
Embedded Software


For a period of one (1) year from date of shipment by Time and Frequency
Solutions Ltd. (TFS), TFS warrants that all Products shall be free from defects in
design, material, and workmanship; shall conform to and perform in accordance
with TFS's published specification, if any; and shall have good and valid title. This
warranty will survive inspection, acceptance, and payment by the Buyer. TFS does
not warrant that the operation of such Products will be uninterrupted or error
free. This warranty does not cover failures caused by acts of God, electrical or
environmental conditions; abuse, negligence, accident, loss or damage in transit;
or improper site preparation.


This warranty shall be null and void in the event (i) Buyer or any third party
attempts repair of the goods without TFS's advance written authorization; (ii)
defects are the result of improper or inadequate maintenance by Buyer or third
party; (iii) of damage to said goods by Buyer or third party-supplied software,
interfacing or supplies; (iv) of improper use (including termination of non-certified
third party equipment on TFS’s proprietary interfaces and operation outside of the
product's specifications) by the Buyer or third party; or (v) the goods are shipped
to any country other than that originally specified in the Buyer's purchase order.


Goods not meeting the foregoing warranty will be repaired or replaced, at TFS's
option, upon return to TFS's factory freight prepaid; provided, however, that the
Buyer has first obtained authorization from TFS. 


TFS reserves the right to disallow a warranty claim following an inspection of
returned product. When a warranty claim is questioned or disallowed, TFS will
contact the Buyer by telephone or in writing to resolve the problem.


Software TFS warrants that for a period of ninety (90) days from date of shipment by TFS
the accompanying media will be free from defects in materials and workmanship
under normal use. The physical media warranty does not apply to defects arising
from misuse, theft, vandalism, fire, water, acts of God, or other similar perils. TFS
will not be liable for any damages caused by the Buyer's failure to fulfil its
responsibilities as stated above.


Limitation of 
Liability


The remedies provided herein are the Buyer's sole and exclusive remedies. In no
event or circumstances will TFS be liable to the Buyer for indirect, special,
incidental or consequential damages, including without limitation, loss of revenues
or profits, business interruption costs, loss of data or software restoration, or
damages relating to the Buyer's procurement of substitute products or services.
Except for liability for personal injury or property damage arising rom TFS's
negligence or wilful misconduct, in no event will TFS's total cumulative liability in
connection with any order of TFS’s Goods, from all causes of action of any kind,
including tort, contract, negligence, strict liability, and breach of warranty, exceed
the total amount paid by the Buyer. Some Jurisdictions do not allow certain
limitations or exclusions of liability, so the above limitations or exclusions may not
apply to all buyers.


The foregoing warranty is in lieu of all other warranties, expressed or implied,
including, but not limited to, any implied warranties of title, merchantability, or
fitness for a particular purpose howsoever arising.


Limited Warranty Information
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Chapter 1:
Introduction to the NTP Ethernet Module


Product Overview


The NTP Ethernet Module provides a proven means of
effecting time distribution via Local or Wide Area Networks.
The NTP Ethernet Module uses the 10 Base-T standard.


NTP is a method of hierarchical network clock synchronisation
and distribution. NTP is widely used in free standing networks
and it is also used extensively on the Internet. 


This module, when utilised in a Time System which is
synchronised to a time source, provides the functionality of a
Stratum 1 Server as described in the NTP specification
(RFC1305).


NTP uses sophisticated algorithms for the transfer of time to
an accuracy of better than 1 millisecond over a Network. NTP
is extensively used for the synchronisation of user
subsystems.
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The NTP Ethernet Module also provides the capability for
remote equipment configuration and alarm reporting using
Simple Network Management Protocol (SNMP). By this
protocol the configuration and status reporting of the module
and its host equipment can be managed using industry
standard tools.


The NTP Ethernet Module is available as an option on the
M210 Time System and the M211 Time System.
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Main Features


• Module functions as an NTP Time Server over an Ethernet 
network. 


• Module uses SNMP for error reporting over a network to 
provide remote diagnostic support. 


• 10 Base-T Connection


• AUI connection available for other media formats


• User port allows easy FLASH upgrade of module firmware


• Through the use of the Time & Frequency Solutions VIS 
(Virtual Interface Software), the M211 can be controlled 
remotely


NTP Client Software


The NTP Ethernet Module is supplied with NTP Client (Tardis)
software for use on Windows 9x, NT, 2000 and XP. The
software is provided with a licence for use on a maximum of
10 computers. Additional licences are available.


The NTP client for use on Linux is shareware and as such
does not require any licences. The latest NTP client for linux
is provided on the same disk.
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Understanding NTP 


Fitting a NTP Ethernet Module into an M210 Time System or
an M211 Timing System allows time information to be
accurately and reliably communicated over an Ethernet
network.


Network Time Protocol (NTP) is an Internet Protocol which
propagates UTC time throughout the network. The Time
System housing the NTP Ethernet Module acquires time from
an external reference source such as GPS, or LF time
broadcasts (such as WWVB, MSF or DCF77), via an
appropriate time receiver module. In this configuration the
NTP Ethernet Module is defined as a Stratum 1 Server under
the NTP specification.


The client computer uses NTP to obtain accurate time by
requesting an NTP packet from the NTP Server. The NTP
client software requests the packet and also handles
reception, maintenance and distribution of the time on the
computers where it is installed. All Time & Frequency
Solutions Ltd’s NTP Ethernet Modules are supplied with client
software as standard for a range of operating systems &
platforms.
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The client software compensates for the delays over the
network, and typically synchronises the client computers to
the NTP Ethernet Module to an accuracy of approximately 1
millisecond. For larger or more complex networks such as
WANs, accuracy of approximately 10ms can be expected. The
type of operating system installed on the client machine may
also have an effect on the overall accuracy. The resolution of
Microsoft Operating Systems is approximately 10ms, typically
an accuracy 10 to 20ms can be achieved.


The client systems may also use SNTP (Simple Network Time
Protocol) to obtain their time from the Network Time Server.
As the name suggests this is a simpler way of obtaining time
over a network, but this method is less accurate since it does
not compensate for the delays over the network.


All client software supplied by Time & Frequency Solutions
Ltd uses NTP rather than SNTP, for more accurate client
synchronisation.


Server
Timeline


Client
Timeline


T2
(Receive)


T3
(Transmit)


T4T1
(Originate)
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The NTP protocol uses a hierarchical structure to ensure the
availability of time throughout the network, allowing the user
to monitor their position in the hierarchy and thus the quality
of the time service that is available.


The timeserver's hierarchy is classed as a Stratum, where
Stratum 1 describes a time server directly synchronised to
UTC e.g. via GPS synchronisation. A server synchronised to a
Stratum 1 server is classed as a Stratum 2 server, and so on.
This hierarchical structure allows sub partitioning of groups
of networks.


Up to 200 Computers may synchronise to a single NTP Server.
Beyond this limit performance may become degraded due to
non-responses.
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S tra tum  2


N T P  T im e  S erver


S tra tum  3


S erve rs W orksta tions / S ervers


W orks ta tions
(C lien ts )


W orks ta tions
(C lien ts )


W orks ta tions
(C lien ts )


W orks ta tions
(C lien ts )
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Technical Specification


Technical Specification of the NTP Ethernet Module


Item Specification


Product Interface M211 Timing System
M210 Time System


Module Connections 10 Base-T (RJ45)
AUI (15-Way D-type Socket)
RS232 User Port (9-Way D-Type Socket)


LED Indicators Link
Rx
Tx


Temperature 0oC to +40oC


Humidity Up to 95% RH (non-condensing)


EMC CE Compliant
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Chapter 2:
NTP Ethernet Module Installation


Preparation


Caution It is essential that the Time System is switched OFF before
any attempt is made to remove or insert any module. It is
also advisable to remove the lid of the Time System to allow
correct orientation of the module.


Installing the Module into the Time System


Select the correct Option module slot (IO) that the module is
to be installed to and carefully mount the option module into
the slot aligning the mating connectors on both the
backplane and the module itself.


Press the back panel of the module so that it pushes flush
against the chassis of the Time System.


The option module is held in place in the Time System using
either 2 or 4 fixings (2.5mm x 8mm) that are provided.
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Connection to the Module


The NTP Ethernet Module’s rear panel is shown below.


10 Base-T The 10 Base-T connection is via the RJ45 network media
connection. Pin connections are found in the table below.


User Port Under normal operation the user port is not used. See
maintenance section of this manual for more information.


AUI Port Through use of an appropriate AUI adaptor on this port,
connection using alternative cabling types is possible.


Note All other details regarding the installation and operation of
this module remain the same whether the 10 Base-T or the
AUI interface is selected.


Pin Assignments for 10 Base-T Connection


Pin Number Function


1 TX +


2 TX -


3 RX +


6 RX -
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Chapter 3:
NTP Ethernet Module Operation


NTP Implementation


It should be noted that the NTP Ethernet Module will ONLY
respond to the following packet types:


• ARP requests (to find ethernet addresses given the TCP/IP 
address)


• ICMP echo requests (to allow 'pings' of the NTP server)


• UDP connections to port 123 (the defined NTP server port)


• UDP connections to port 161 (the defined SNMP server 
port)


No other packets are accepted.
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Network Configuration


For the correct operation of the NTP Ethernet Module on a
network, the following characteristics must be obtained from
the Network Supervisor. The Trap address and Read & Write
Community Name information are required for accurate SNMP
communication and must be set before implementation of any
SNMP features.


TCP/IP 
Address 


Before connecting the NTP Ethernet card to a network, the
TCP/IP address must be set. The module may have been
supplied with a number that is invalid and may cause
problems on your network.


Ensure that each NTP Ethernet card has a proper individual
TCP/IP number before connection to a Network. If you are
unsure of the number contact your network supervisor. 


To set the TCP/IP address please see the menu section
below. Once entered the TCP/IP address is stored in non-
volatile memory.


Gateway 
Address 


Before connecting the NTP Ethernet Module to a network, the
Gateway address may also need to be set. The module may
have been supplied with a number that is invalid and may
cause problems on your network.


Ensure that each NTP Ethernet Module has a proper Gateway
number before connection to a Network. If you are unsure of
the number contact your network supervisor.


To set the Gateway address please see the menu section
below. Once entered, the Gateway address is stored in non-
volatile memory.
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Subnet Mask 
Address


Before connecting the NTP Ethernet Module to a network, the
Subnet Mask address may need to be set. The module may
have been supplied with a number that is invalid and may
cause problems on your network.


Ensure that each NTP Ethernet Module has a proper Subnet
Mask number before connection to a Network. If you are
unsure of the number contact your network supervisor.


To set the Subnet Mask address please see the menu section
below. Once entered, the Subnet Mask address is stored in
non-volatile memory.


Trap Address Before connecting the NTP Ethernet Module to a network, the
Trap address may need to be set. The module may have been
supplied with a number that is invalid and may cause
problems on your network.


Ensure that each NTP Ethernet Module has a proper Trap
number before connection to a Network. If you are unsure of
the number contact your network supervisor.


To set the Trap address please see the menu section below.
Once entered, the Trap address is stored in non-volatile
memory.


Read 
Community 
Name


The SNMP Agent uses the Read Community Name as a
password to allow read access on the system (for files set as
readable only).


The module may have been supplied with a Read Community
Name that may be invalid and may cause problems on your
network. If you are unsure of the name contact your network
supervisor.


To set the Read Community Name, see the menu sections
that follow. Once entered, the Read Community Name is
stored in non-volatile memory.
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Write 
Community 
Name


The SNMP Agent uses the Write Community Name as a
password to allow write access on the system (for files set as
writeable only).


The module may have been supplied with a Write Community
Name that is invalid and may cause problems on your
network. If you are unsure of the name contact your network
supervisor.


To set the Write Community Name please see the menu
sections that follow. Once entered, the Write Community
Name is stored in non-volatile memory.
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Chapter 3: NTP Ethernet Module Operation

Menu Structure


The following diagram shows the NTP Ethernet Module’s
menu structure.
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Chapter 3: NTP Ethernet Module Operation

Menu Selections


The menu is accessible by pressing the ENTER key when the
normal Time and Date is displayed on the Time System. The
LEFT and RIGHT keys are then used to display the Options
selection and ENTER is again pressed. The LEFT and RIGHT
keys are then used to display each of the options fitted to the
Time System. ENTER is again pressed when ‘ETHERNET
INTERFACE’ is displayed.


The following menu selections are available.


Note In most instances it is necessary to enter valid network
settings for the Time System to function correctly over a
network. It is recommended that the network supervisor is
contacted for this information. Incorrect network settings
may cause network problems. It is, therefore, recommended
that the network settings are entered before connecting the
Time System to a network.


TCP/IP Address Setup
This menu allows the setting of a TCP/IP address for the NTP
Ethernet Module. If you are unsure of the number contact
your network supervisor. 


The TCP/IP Address is entered as a dot separated 4-field
decimal number in the usual format.


Selecting Abort exits this menu without any changes.


Subnet Mask Address Setup
Allows the setting of a SUBNET MASK address for the NTP
Ethernet Module. If you are unsure of the number contact
your network supervisor.


The Subnet mask address is entered as a dot separated 4-
field decimal number in the usual format. 


Selecting Abort exits this menu without any changes.
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SNMP Configuration
Allows settings to be made which permit SNMP operation of
the TIME SYSTEM. Upon entry the following selections are
available.


Read 
Community 
Name 


This allows the setting of a COMMUNITY NAME by which Time
System data is read through the module via SNMP. It is
entered as a 12 character field with both lower and upper
case letters and numbers being available for entry. Use of
LEFT, RIGHT, UP and DOWN keys allows for entry. The first
letter must be a lower case letter.


ENTER sets the name and returns to the SNMP
CONFIGURATION menu. Selecting ABORT allows for exit
without any changes made.


The default setting for the Time System’s Read Community
Name is ‘public’.


Write 
Community 
Name 


This allows the setting of a COMMUNITY NAME by which Time
System data is set through the module via SNMP. It is entered
as a 12 character field with both lower and upper case letters
and numbers being available for entry. Use of LEFT, RIGHT,
UP and DOWN keys allows for entry. The first letter must be a
lower case letter.


ENTER sets the name and returns to the SNMP
CONFIGURATION menu. Selecting ABORT allows for exit
without any changes made.


The default setting for the Time System’s Write Community
Name is ‘private’.


TRAP Address 
Setup


This allows the setting of the TRAP ADDRESS for SNMP
implementation. If you are unsure of the number contact
your network supervisor.


The Trap address is entered as a dot separated 4-field
decimal number in the usual format.


Selecting Abort exits this menu without any changes.
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Peer-to-Peer Setup
If GPS synchronisation cannot be achieved, the Time System
can attempt to obtain synchronisation from other NTP Time
Servers. This process is known as Peer-to-Peer
synchronisation.


Two NTP Time Servers, Peer #1 and Peer #2, can be
configured.


The peer addresses are entered as a dot separated 4-field
decimal number in the usual format.


Selecting Abort exits this menu without any changes.


Gateway Address Setup
This menu allows the setting of a GATEWAY address for the
NTP Ethernet Module. If you are unsure of the number
contact your network supervisor.


The Gateway address is entered as a dot separated 4-field
decimal number in the usual format.


Selecting Abort exits this menu without any changes.
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Displaying the Dynamic Status of the Module


Dynamic Status information is available for the NTP Ethernet
Module and can be viewed using the Display Content
Function.


Default Display 
Content


Configuration of the default Display Content is performed by
selecting CONFIGURATION MENU >> EQUIPMENT >>
DISPLAY CONTENT on the Time System’s user menu.


Once the Display Content menu is displayed, the LEFT or
RIGHT keys are used to move the cursor under the required
Option Module slot (IO number). The ENTER key is then
pressed to select this choice.


The choice of module for the Display Content function is now
stored in non-volatile memory and restored in the event of a
power cycle on the equipment.


Quick Access 
Display 
Content


The display content for each slot can also be accessed
directly. When the normal time & date display is shown,
pressing the RIGHT key increments the option slot number
for the Display Content function, and pressing the LEFT key
decrements the option slot number. 


The selection of Display Content using the LEFT and RIGHT
keys is not retained in non-volatile memory. In the event that
the power is cycled on the equipment, the Display Content
will revert to that configured by the CONFIGURATION MENU
>> EQUIPMENT >> DISPLAY CONTENT menu.
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The following diagram demonstrates the Time System’s
display when configured to display the NTP Ethernet Module’s
dynamic status.


• ‘N =xx’ is the decimal count of NTP packets served from the 
NTP Ethernet Module


• ‘P=xx’ is the decimal count of Peer packets sent from the 
NTP Ethernet Module


• ‘S=xx’ is the decimal count of SNMP packets served from 
the NTP Ethernet Module (i.e. a reply to each SNMP request 
and trap)


• ‘A=xx’ is the decimal count of each ARP request produced 
from the NTP Ethernet Module


• ‘0=xx’ is the decimal count of other non-NTP packets 
received (for example ping requests and unrecognized UDP 
packets)


Note For a packet to be recorded it has to contain the correct IP
and MAC address.


UTC   06/04/04    18:51:04   N4
N=xx  P=xx  S=xx  A=xx O=xx
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NTP Operation


Once the NTP Ethernet Module has been configured to
function across the required network, all NTP operation is
achieved through the NTP Client software.


The Time System does not provide information on the status
of the NTP clients.


SNMP Operation


The NTP Ethernet Modulee provides SNMP traps to
appropriate software that can read these packets.


The information contained in the SNMP packets is identical to
that displayed in the ‘error status menu’. The packets provide
information on the status of the Time System which can be
interrogated by Time & Frequency Solutions Ltd’s Network
Management System or an Open View system to provide
operators with a remote diagnostics tool. 
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Peer-to-Peer Operation


If an off air synchronisation cannot be achieved, the Time
System can attempt to obtain synchronisation from other NTP
Time Servers. This is known as Peer-to-Peer operation.


It is possible to configure the Time System to either switch
automatically or manually to use the Peer-to-Peer process in
the event of loss of valid time (e.g. loss of GPS reception).


Automatic 
Selection


In order to set the Time System to automatic receiver source
selection, ‘AUTO’ is selected using CONFIGURATION MENU>>
EQUIPMENT>>RECEIVER SOURCE>>AUTO.


In the event that the off-air source of time is unavailable, the
Time System will automatically revert to NTP Peer-to-Peer
synchronisation.


Note: This facility and function are only available on Timing
Systems which are provided with more than one receiver
source.


The top right corner of the front panel display will show one
of the following characters to indicate the status of the
process.


• ‘N’ indicates that the Time System is synchronized using the 
peer-to-peer function.


• ‘M’ indicates that the Time System’s time is running on 
manually entered time.


• A space indicates that synchronization to a timing source 
has not yet occurred and the Time System is running on 
elapsed time since power on.


Upon resumption of the availability of the off-air source of
time, synchronisation will again be resumed from that source.
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Manual 
Selection


For manual selection of NTP as the preferred source of time,
‘NTP’ is selected under CONFIGURATION MENU>>
EQUIPMENT>>RECEIVER SOURCE>>NTP.


By selecting ‘NTP’, the Time System will perform NTP Peer-to-
Peer synchronisation. One of the following characters will be
indicated on the top right corner of the Time System’s front
panel display to indicate the status of the process.


• ‘n’ indicates that the Timing System is attempting to syn-
chronize to the peer-to-peer function.


• ‘N’ indicates that the Time System is synchronized using the 
peer-to-peer function.


Accuracy The Time System’s synchronisation accuracy is directly
dependent on the network and the level of network traffic
when NTP Peer-to-Peer synchronisation is being performed.
When synchronising from a Stratum 1 server, the Time
System will typically achieve an accuracy of between 1 to
10ms, depending upon the level of network traffic.
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Peer-to-Peer Operation - Dynamic Display


When the Time System is attempting synchronisation to
another NTP server, the display will alternate once a second
between the Peer-to-Peer dynamic display content, as shown
below, and the normal default NTP dynamic display. The
Peer-to-Peer dynamic display indicates the following
information:


where 'x' can indicate the following:


• ‘-’ : no valid peers. (Possible reasons could be no IP 
addresses set, unreachable NTP server or no response)


• '1' : the module is peering to Peer address 1


• '2' : the module is peering to Peer address 2


and, where 'yyyyyyyy' can indicate the following:


• 'Loaded Time' : the Time System has Synchronized to an 
NTP server at the last poll (a poll period is 64 seconds)


• 'High Dispers' : the dispersion variable within the algorithm 
is higher than the offset between peers (the offset measure-
ment is too wide for it to be considered as a suitable NTP 
server)


• 'Invalid Peer' : peer cannot be reached or does not respond 
to NTP request (Possible reasons could be no IP addresses 
set, unreachable NTP server or no response)


• ‘Invalid Head’ : the NTP response has an invalid address in 
its header


• ‘Invalid Data’ : the NTP data has invalid time data


• ‘Clear Filter’ : the peer-to-peer algorithm has restarted and 
the data filter has been cleared


UTC   06/04/04    18:51:04   N4
Peer :  x          yyyyyyyy
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Synch’ Time Due to the high reliability of the NTP Ethernet Module’s
algorithm, synchronisation through peer-to-peer can typically
take up to 10 minutes.


Loss of Synch’ A loss of immediate synchronisation through, for example,
loss of connection, will cause the dynamic display to report
‘No valid peers’. It should be noted though, that the Time
System will take 11 minutes (10 polls) with no connection to
report ‘system not synchronised’.
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Chapter 4:
Maintenance & Fault Finding


Maintenance


Due to the highly reliable design of the NTP Ethernet Module,
it is not a normal requirement to carry out any maintenance
on the module. The Time System itself includes
comprehensive self-test capability which provides equipment
diagnostics. The results of the diagnostic process are
provided through the Error Status Menu.
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Error Codes


The following table describes the NTP Ethernet Module’s error
codes. 


NTP Ethernet Module Error Codes


Error 
Number


Error 
Level Failure name Description of Fault


0 FAIL Initialisation Fail Fundamental Failure.


1 FAIL Comms Fail Fundamental Failure.


4 WARN Time invalid Ethernet Module is not receving 
valid time. Possibly a faulty module.


5 WARN Time Free running The module has not yet received 
time from the Time System. 
This is caused by the Time System 
running on elapsed time since 
power on. 
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Chapter 4: Maintenance & Fault Finding

Fault Finding


Unable to 
'Ping' NTP 
Ethernet 
module


If the unit fails to respond to a ping test, check that the TCP/
IP, Gateway and Netmask addresses have been correctly set.
Check that the correct interface port has been attached to
the network.


Module does 
not appear to 
see NTP 
packets


If the unit fails to respond to an NTP packet, try using
NTPDATE or a similar program to establish communication.
Check the client machine is able to send UDP packets on port
123 (the defined NTP port number).


If these checks do not help, and the problem is still present,
please contact the factory or return the Time System for
repair.
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Uploading New Firmware


A feature of the NTP Ethernet Module is the ability to load
new firmware into the flash memory. This is done through the
user port on the rear panel of the module. The port is RS232
and the connections are shown in the table below.


Information about loading new firmware will be included with
any firmware upgrades supplied by Time & Frequency
Solutions Ltd.


User Port Pin Assignments


Pin Function


2 Data Out 


3 Data In


5 Signal Ground
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